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AI is currently driving transformations in various fields,
including cybersecurity, which is another cross-cutting
discipline. However, data protection, data quality and
adversarial attacks that exploit vulnerabilities in AI
systems are on the rise. AI can also be used to create
more sophisticated attacks that trigger an AI arms race
between defenders and attackers. To effectively use AI
in the cybersecurity domain and address these
challenges, novel ideas and effective approaches need
to be explored. Measures of different types need to be
applied without losing sight of the fact that the basics of
software engineering must remain during all phases in
the secure software lifecycle. This Special Issue aims to
collect contributions by leading researchers both from
academia and industry, show the latest research results
in the field of IoT monitoring, security and privacy and
provide valuable information to researchers as well as
practitioners, standards developers and policymakers.
Its aim is to focus on the research challenges and
issues in IoT security. Manuscripts regarding novel
algorithms, architectures, implementations and
experiences are welcome.
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Message from the Editor-in-Chief
Sensors is a leading journal devoted to fast publication
of the latest achievements of technological
developments and scientific research in the huge area
of physical, chemical and biochemical sensors,
including remote sensing and sensor networks. Both
experimental and theoretical papers are published,
including all aspects of sensor design, technology, proof
of concept and application. Sensors organizes Special
Issues devoted to specific sensing areas and
applications each year.
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