Message from the Guest Editors

Dear Colleagues,

Internet of Things (IoT) plays an important role in the current and future generation of information, network, and communication developing and applications. Smart IoT is an exciting emerging research field that has great potential to transform both our understanding of fundamental computer science principles and our standard of living. IoT is being employed in more and more areas making “Everything Smart”, such as smart home, smart city, intelligent transportation, environment monitoring, security systems, and advanced manufacturing.

This special issue is intended to collect recent research results that address key issues and topics related to Intelligent Computing, Networking, Security and Robustness in Internet of Things (Especially from IEEE SmartIoT 2018, ICDH 2018 and Qshine 2017).
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Sensors is a leading journal devoted to fast publication of the latest achievements of technological developments and scientific research in the huge area of physical, chemical and biochemical sensors, including remote sensing and sensor networks. Both experimental and theoretical papers are published, including all aspects of sensor design, technology, proof of concept and application. Sensors organizes Special Issues devoted to specific sensing areas and applications each year.

Author Benefits

Open Access: free for readers, with article processing charges (APC) paid by authors or their institutions.

High visibility: indexed by the Science Citation Index Expanded (Web of Science), MEDLINE (PubMed), Ei Compendex, Inspec (IET) and Scopus.

CiteScore 2017 (Scopus): 3.23; ranked 9/116 in 'Physics and Astronomy: Instrumentation' and 100/644 in 'Electrical and Electronic Engineering.'