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The advances in social networks have brought
fundamental changes to users’ social life both online
and offline, providing a technological field not only for
their social interaction and communication but also for
their resources and socio-economical practices,
producing big data as well. However, besides these
outstanding opportunities, several security and privacy
issues have emerged. These issues are both associated
with users’ social and technological boundaries and with
providers’ current services and solutions. Potential
topics include but are not limited to the following:
- Security and privacy risks in social networking;
- Security and privacy engineering methods and tools

for social networks;
- Adaptive privacy in social networking;
- Digital forensics for social networks;
- Reliability, security, availability, and safety in social

networking;
- Mobile social networks security and privacy;
- Methods and tools for social network penetration and

protection;
- Social network mining and data storage;
- Trust and reputations in social networking;
- Detection, analysis, prevention of spam, phishing, and

misbehaviour in social networking.
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Future Internet is a fast-growing journal devoted to rapid
publications of the latest results in the general areas of
computer networking/communications and information
systems, with a focus on the Internet of Things, big data
and augmented intelligence, smart systems (in terms of
technologies, architectures, and applications), network
virtualization, edge/fog computing, and cybersecurity.
Both theoretical and experimental papers are welcome.
Every year, Future Internet also features Special Issues
dedicated to specific topics within the journal’s scope.
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