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Message from the Guest Editors
Dear Collogues,   5G cooperative cognitive radio
continues to be a subject of great interest to
researchers in wireless communications. It mitigates the
radio spectrum scarcity by enabling opportunistic
access to the spectrum. With spectrum sensing
techniques, unlicensed users detect the available
spectrum and use it for their transmissions without
interfering with the licensed users. In cooperative
scenarios, unlicensed users collaborate and report their
sensing results to a fusion center for the final decision
about the spectrum occupancy. 

Artificial intelligence technology has been heralded as
the revolutionary technology needed to successfully
solve any problem of today’s networks. Integrating
artificial intelligence into 5G networks allows efficiently
detecting the presence of malicious users and other
security concerns facing the 5G cooperative cognitive
radio networks. In this context, this Special Issue is an
opportunity to investigate how artificial intelligence can
detect and mitigate security challenges facing
cooperative spectrum sensing.
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About the Journal
Message from the Editor-in-Chief
Future Internet is a fast-growing journal devoted to rapid
publications of the latest results in the general areas of
computer networking/communications and information
systems, with a focus on the Internet of Things, big data
and augmented intelligence, smart systems (in terms of
technologies, architectures, and applications), network
virtualization, edge/fog computing, and cybersecurity.
Both theoretical and experimental papers are welcome.
Every year, Future Internet also features Special Issues
dedicated to specific topics within the journal’s scope.
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