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Message from the Guest Editors

Nowadays, it is said that the age when we should take
advantage of the big data has come, because the extended
Internet connectivity (which is called IoT) enables various
kinds of electronic devices, such as smartphones, tablets,
and DVD stereo components, to be connected to the
Internet. Therefore, almost all organizations are relying
increasingly on cybersecurity to protect themselves. As
these electronic devices can communicate and interact
with each other over the Internet, today's organizations
must keep these devices monitored and controlled
remotely. This requirement keeps the team of people
working in security operations centres challenged with
detecting cybersecurity violations rapidly, and responding
effectively to the unexpected incidents caused by
cybersecurity threats.

This Special Issue invites original research papers on the
problems accompanying both the effective storage and the
information transmission of large-scale data, and
moreover, the solutions to these problems.
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Editor-in-Chief

Prof. Dr. Gianluigi Ferrari
Department of Engineering and
Architecture, University of Parma,
Parco Area delle Scienze, 181/A,
43124 Parma, Italy

Message from the Editor-in-Chief

Future Internet is a fast-growing journal devoted to rapid
publications of the latest results in the general areas of
computer networking/communications and information
systems, with a focus on the Internet of Things, big data
and augmented intelligence, smart systems (in terms of
technologies, architectures, and applications), network
virtualization, edge/fog computing, and cybersecurity.
Both theoretical and experimental papers are welcome.
Every year, Future Internet also features Special Issues
dedicated to specific topics within the journal’s scope.
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their institutions.
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