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This open access journal Applied Sciences has been
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distant fields and subfields to help develop his/her own
research even further with the aid of this multi-
dimensional network.
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