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Message from the Guest Editors

Dear Colleagues,

This Special Issue aims to bring together researchers from
various fields of study. Researchers involved in single-
discipline, inter-disciplinary and multi-disciplinary studies
are welcome to submit a paper for peer review. Studies
that address academic and industrial cybersecurity
problems, and that provide insights into how cybersecurity
threats can be dealt with, are welcome, as are papers that
address current and future issues and challenges, and
explain how managers and policymakers in both the
private sector and the public sector deal with specific
issues. A key focus of this Special Issue is to show how
researchers are studying the complexities associated with
various cyber attacks and how frameworks, models and
concepts can be used to provide better intelligence so that
the organization can be made more resilient. 

This Special Issue will complement the existing literature
and broaden our knowledge by placing cybersecurity
within a wider context. The papers submitted are expected
to cover a number of academic fields and link concepts
and models with management applications and
government policy.
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