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Current network architectures such as Cloud computing are not adapted to provide
an acceptable Quality of Service (QoS) to the large number of tiny devices that compose the
Internet of Things (IoT). Over the years, new paradigms have been proposed to realize a
continuum between the Clouds infrastructures and the IoT: Fog and Edge computing.

The special issue “Emerging Trends and Challenges in Fog and Edge Computing for
the Internet of Things” seeks to answer how to manage such a complex infrastructure
composed of diverse nodes with diverse capabilities. Some of the questions the articles of
this special issue will try to answer are how to provide internet working and interoperability’
how to store data and perform distributed computation; and how to support mobility,
scalability, availability, and security in an infrastructure with energy constraints.

The first article of this Special Issue is a bibliographical study written by Moreno-
Guerrero et al. [1]. In the study, they searched for technological terms such as “Internet
of Things” and “Edge computing” in a large set of publications. They showed that these
terms appeared and confirmed that the topic of “Internet of things” or “Edge computing”
have been considered recently and is gaining in importance among the researchers. With a
correlation study, they also showed what future problematics could be of topics such as
energy management.

Then, two articles focused on the low layers of the network architecture at the edge of
the network. First, Carrascal et al. [2] focused on Software-Defined Networking environments
for the Internet of Things. They compared two protocols, XDP and P4, and showed that XDP
enables networks with lower latency than P4. However they also showed that P4 is easier
to use and to deploy in most environments. Then, Fadlallah et al. [3] proposed a protocol
to maintain node connectivity in harsh environments. Their protocol takes into account
the different wireless technologies available on the nodes and establishes p2p collaboration
between them to extend the coverage and to improve the QoS metrics such as latency.

Finally, the last article of this Special Issue was written by Ajayi et al. [4] and focuses
on how to store data at the edge of a network. This is a particular challenge because storage
capacities are diverse and the nodes are not always close to the where the data are. They
evaluate how the blockchain technology can be used as a distributed storage system at
the edge of the network. While it implies a lot of replication on edge nodes, the results
show that this distributed storage provided by a blockchain can improve privacy, data
ownership, security, and data auditability.
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