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Abstract: Blockchain is a technology that will change the relationships between the different actors
in society, individuals, companies and administration, in aspects as important as taxation, by im-
plementing concepts such as Self-sovereign identity (SSI) and Smart Contracts; which support, for
example, virtual currencies, that are not controlled by any state, financial institution or centralized
company. Hence, the growing interest of researchers, investors, traders, marketers, enterprises, and
administrations to know the scope of this new technology and its tax implications. The main objective
of this work is to clarify the status of these studies, explore issues, methods, findings, and trends
as well as to define their meaning within the current research scenario. To achieve these objectives,
bibliometric analysis was carried out, retrieving 349 research papers, and analyzing 343 papers
published between 2015–2019 based on the results of the Web of Science (WoS).

Keywords: informetrics; scientometrics; science mapping analysis; bibliometrix; virtual currencies;
virtual money; legal; financial law; financial markets; e-commerce

1. Introduction

Technological development has contributed decisively to the transformation of the
economy and the progress of humanity. Blockchain is one of the technological innovations
that present great potential for this progress since it is changing how economic transactions
are carried out [1].

Created by Satoshi Nakamoto in 2008, its initial application was linked to the crypto-
currency “Bitcoin, A peer to peer Electronic Cash system”, a peer-to-peer system, through
which transactions with crypto-currencies could be executed safely, without having to
worry about their authenticity, or if they are spent more than once (double spending) [2].
Since then, this technology has been evolving and is currently being applied to new types
of crypto money such as Ethereum, Ripple, EOS, or Litecoin; as well as in different sectors
of society [3]. In addition, the development of blockchain technology and the incorporation
in the financial markets of a vast offer of crypto-currencies and virtual money has led to
the creation, expansion, and internationalization of neo-banks, Challenger Banks, BaaS or
Fintech, for example, Revolut, N26, Monzo, PayPal Commerce Platform or TransferWise,
among others [4,5].

Blockchain is defined as a database formed by a decentralized network, distributed
and immutable, through which transactions can be made safely, without the need for
intermediaries and leaving an incorruptible record [6].

New concepts are emerging around blockchain technology that challenges any tra-
ditional approach, such as Self-sovereign identity (SSI) or Smart Contracts [7,8]), and so
forth:
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• Self-sovereign identity (SSI) is based on portable personal repositories where citizens
have full control of their data, and where they can store and manage their private
keys, authenticators, tokens such as cryptocurrencies, and digital credentials, securely
and reliably through a cryptographic process [9].

• Smart Contracts is a new type of self-executing contract based on computer protocols
that are designed to automatically facilitate, verify and enforce the negotiation, execu-
tion of contracts or flows of digital assets, such as cryptocurrencies [10–12], without
central authorities [13].

Although we are in the initial stages of implementation, the interest in this new
technology by companies, organizations, and individuals has been growing due to the
benefits it can bring: transparency, all those involved have access to consulting the infor-
mation; security [14], modifications to the information can only be made by those who
are authorized; cost reduction, by eliminating intermediaries; the possibility of carrying
out transactions through Smart Contracts [15]; open innovation, facilitating new forms of
relationship between different actors in society [16–18].

However, this interest is not only from organizations, in fact, in the scientific commu-
nity this interest has been increasing in recent years, raising a wide spectrum of research
about possible application scenarios in the digital economy and smart industries, including
financial services [19,20].

Nonetheless, the speed at which new technologies are generated and implemented in
today’s information and communication society diverges from the speed of legislators in
passing new laws to regulate and protect citizens from these new realities. Blockchain is not
alien to this situation and poses legal challenges such as the lack of an owner, the limits of
the registration function that they develop, data protection, some aspects about the identity
of the participants, or the characterization of crypto-currencies and their relationship with
taxes or legal money, among others [21].

Due to the great interest of society in this new technology, as well as the gap between
technological advances, implementation, and legislation, it is necessary to have studies that
clarify the main issues related to this new technology and its application [22]. At present,
no study reflects the research recently carried out in this field.

Therefore, the main objective of this work is to analyze the main actors that address
research related to the regulation taxation of blockchain, crypto money, and Smart Contracts
by using the methodology of bibliometric analysis. Bibliometrics is a part of scientometrics
that applies mathematical and statistical methods to all scientific literature and the authors
who produce it, intending to study and analyze scientific activity [23–29].

This review aims to answer the following research questions:

â RQ1. Which are the most relevant sources, most local cited sources, authors, au-
thor’s affiliations, corresponding author’s, country scientific production and most
cited countries in the research on tax regulation in the development of blockchain
and cryptocurrencies?

â RQ2. Which are the most global documents, and thematic and conceptual structure related
to research on tax regulation in the development of blockchain and cryptocurrencies?

â RQ3. Which is the scientific and academic social structure researching the regulation
of taxation in the development of blockchain and cryptocurrencies?

The work has been organized as follows: Section 2 shows the materials, the method-
ological approach, and the design of the Web of Science search equation; Section 3 exposes
the results of the bibliometric analysis on taxation regulation of blockchain and cryptocur-
rencies; and finally, Section 4 contains the discussion, conclusions and the main future lines
of research.

2. Materials and Methods
2.1. Database, Data Acquisition, and Querying

The Web of Science (WoS) database was used as a source to perform the bibliomet-
ric analysis. Web of Science is a platform owned by Clarivate Analytics, consisting of a
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large collection of bibliographic databases, citations, and references from scientific pub-
lications in any discipline of knowledge, in science, technology, social sciences, arts, and
humanities [30,31].

The search equation comprised of a set of key terms (title, abstract, or keywords)
related to virtual currency, blockchain development, tax regulation, as well as legal issues
or financial markets, among others (Table 1). The period of analysis was 2015–2019,
these last five years being the most recent and with the highest scientific production. No
exclusion criteria were established related to the language of the published document or
the document type (conference proceedings, article, or book, etc.).

Table 1. Search query design.

Indexes Timespan Search Results Download

SCI-EXPANDED, SSCI,
A&HCI, CPCI-S,

CPCI-SSH, BKCI-S,
BKCI-SSH, ESCI,

CCR-EXPANDED, IC.

2015–2019

(TS = ((“Blockchain” OR
“Cryptocurrenc*” OR “Virtual

Currenc*” OR “Virtual Money”) AND
(“Financial Law” OR “Legal” OR
“Taxation *” OR “Tax system”)))

349 26 October 2020

2.2. Data Filtering and Data Availability

349 works on taxation regulation in the development of blockchain and crypto money
were retrieved from the Web of Science (2015–2019). Of these, the software R Package
Bibliometrix [32] recognizes and analyzes 343 works published during the period 2015–2019.

The WoS database registers 6 additional papers (a sum of 349) that have been ac-
cepted and possibly published as a preprint in the last year of this study (2019). The final
publication date for these papers is 2020, so they would be excluded from the present
study. The inclusion of these works in the present research, despite belonging to the same
period defined in the search equation, could distort the interpretation of the data and the
development of the analysis because it does not belong to the calendar year of the period
covered by the review.

Citation Report and WoS Dataset used in the present study may be founded in the
Zenodo Repository [33].

2.3. Bibliometric Analysis Tool: Bibliometrix (R Package)

R Package Bibliometrix [32] is a set of open-source tools for quantitative research in
scientometrics and bibliometrics that includes all the main bibliometric methods of analysis.
Bibliometrix allows us to highlight the most relevant documents, journals, countries, authors,
institutions, as well as study and visualize the different research collaboration networks
established or emerging trends in a specific area of knowledge. Several studies have been
carried out using R Package Bibliometrix. Some examples have been works done in the
field of social research and data science [34], the Internet of Things (IoT) logistics [35],
biology [36], or artificial intelligence research [37], among others.

3. Results
3.1. Main Information about the Collection

Table 2 describes the main results of the analysis: document type, document content,
and author collaboration. The study comprises the period of 2015–2019, yielding a total of
343 documents, with an average of 4437 citations/document, an average of 1,41 citation
document/year, and a total of 11,509 references.
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Table 2. Main information about the study data.

Description Results

Main information about the study data

Timespan 2015:2019
Sources (Journals, Books, etc.) 252

Documents 343
Average years from publication 1.76

Average citations per documents 4.437
Average citations per year per doc 1.41

References 11,509

Document types

Article 193
Article; book chapter 14

Article; proceedings paper 2
Book review 2

Editorial material 5
Proceedings paper 118

Review 9

Document contents

Keywords Plus (ID) 193
Author’s Keywords (DE) 905

AUTHORS
Authors 767

Author Appearances 801
Authors of single-authored documents 126
Authors of multi-authored documents 641

AUTHORS COLLABORATION

Single-authored documents 132
Documents per author 0.447
Authors per document 2.24

Co-Authors per documents 2.34
Collaboration index 3.04

The study has shown that articles in scientific journals (193) and communications in
conferences/congresses (118) are the document types preferred.

A total of 905 keywords have been used in all the works that make up the study
sample. It should be noted that there is a high proportion of individual authors in this type
of publication. Of the 349 works recovered, 132 have been written by a single author.

3.2. Annual Scientific Production

Figure 1 shows the annual production volume (2015–2019) of research on tax regu-
lation in blockchain and crypto money. The research in this area has experimented with
exponential growth of 116.88%. In ascending order: 2015 (with 8 articles published), 2016
(15 articles), 2017 (42 articles), 2018 (101 articles), and 2019 (177 articles).

3.3. Most Relevant Sources

Table 3 shows the most relevant academic-scientific sources on blockchain tax reg-
ulation and crypto-currency development. Within the Top 5 we find in 1st position the
COMPUTER LAW AND SECURITY REVIEW with 15 published articles; followed in 2nd
position by the JOURNAL EUROPEAN REVIEW OF PRIVATE LAW with 7 studies; in 3rd
position the BALTIC JOURNAL OF ECONOMIC STUDIES with 6 studies; in 4th position
the RUSSIAN JOURNAL OF CRIMINOLOGY with 5 studies; and in 5th position the
UBIQUITOUS COMPUTING AND THE INTERNET OF THINGS with 5 published studies.
SCImago Journal Rank (SJR) and Journal Citation Reports (JCR) categories and quartiles of
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the resulting sources were identified. From the selection of sources, we found that only
one source (COMPUTER LAW&SECURITY REVIEW (CL&SR)) is included in the JCR.)
However, four sources are included in SJR (in this case, CL&SR, RUSSIAN JOURNAL OF
CRIMINOLOGY, UNIFORM LAW REVIEW and BRICS LAW JOURNAL). The sources
belong to the following categories: Business, Management, and Accounting; Computer
Networks and Communications; Law; and Sociology and Political Science.
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Table 3. Top 10 Most relevant sources (2015–2019).

Rank Sources SJR Category and Quartile JCR Category and Quartile Articles

1. COMPUTER LAW &
SECURITY REVIEW

BUSINESS, MANAGEMENT
AND ACCOUNTING
(MISCELLANEOUS),

COMPUTER NETWORKS
AND COMMUNICATIONS,

AND LAW; Q1 (2019)

LAW; Q1 (2019) 15

2. EUROPEAN REVIEW OF
PRIVATE LAW - - 7

3. BALTIC JOURNAL OF
ECONOMIC STUDIES - - 6

4. RUSSIAN JOURNAL OF
CRIMINOLOGY

LAW; Q2 (2019), SOCIOLOGY
AND POLITICAL SCIENCE;

Q3 (2019)
- 5

5.
UBIQUITOUS COMPUTING

AND THE INTERNET OF
THINGS: PREREQUISITES FOR
THE DEVELOPMENT OF ICT

- - 5

6. AMAZONIA INVESTIGA - - 4

7.

PROCEEDINGS OF THE 1ST
INTERNATIONAL SCIENTIFIC

CONFERENCE MODERN
MANAGEMENT TRENDS AND

THE DIGITAL ECONOMY: FROM
REGIONAL DEVELOPMENT TO
GLOBAL ECONOMIC GROWTH

(MTDE 2019)

- - 4

8. UNIFORM LAW REVIEW LAW; Q3 (2019) - 4

9.
BITCOIN AND MOBILE

PAYMENTS: CONSTRUCTING A
EUROPEAN UNION

FRAMEWORK
- - 3

10. BRICS LAW JOURNAL LAW; Q3 (2019) - 3
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3.4. Most Local Cited Sources (from Reference Lists)

Table 4 shows the times that a document or source included in this collection has been
cited by other authors in the collection as well. Within the Top 5, we find in 1st position
we find the LECTURE NOTES COMPUTER SCIENCE appearing in 124 research papers,
followed in 2nd position by the BITCOIN PEER TO PEER (112 papers), in 3rd position
the FORBES (69 papers), in 4th position the IEEE ACCESS (51 papers), and finally in 5th
position the JOURNAL OF MEDICAL SYSTEMS with 49 papers.

Table 4. Top 10 most local cited sources (from reference lists) during 2015–2019.

Rank Sources Articles

1. LECTURE NOTES COMPUTER SCIENCE 124
2. BITCOIN PEER TO PEER 112
3. FORBES 69
4. IEEE ACCESS 51
5. JOURNAL OF MEDICAL SYSTEMS 49
6. COMMUNICATIONS OF THE ACM 42
7. THESIS 42
8. COMPUTER LAW & SECURITY REVIEW 37
9. FINANCIAL TIMES 34

10. BLOCKCHAIN REVOLUTION 33

3.5. Source Local Impact (H-Index)

Table 5 shows the scientific journals with the highest impact, using the H-Index as
an impact comparative parameter [38]. The journals with the highest impact coincide
with Table 3, which showed the journals with the highest number of studies published
on blockchain tax regulation and the development of cryptocurrencies. Within the Top 5,
In ascending order by the number of publications, we find the journal COMPUTER LAW
AND SECURITY REVIEW, the 1st one of the ranking, with an H-Index of 7, which means
that the journal has 7 studies that have been cited at least 7 times, a total of 193 citations
and 15 publications (starting with publications of the mentioned subject in the year 2017),
followed in 2nd position by the EUROPEAN REVIEW OF PRIVATE LAW (2 H-Index, 10
citations and 7 documents), in 3rd position the BALTIC JOURNAL OF ECONOMIC STUD-
IES (also 2 H-Index, 12 citations and 6 documents), in 4th position the RUSSIAN JOURNAL
OF CRIMINOLOGY (1 H-Index, 3 citations and 5 documents), and finally in 5th position
the UBIQUITOUS COMPUTING AND THE INTERNET OF THINGS: PREREQUISITES
FOR THE DEVELOPMENT OF ICT (0 H-Index, 0 citations and 5 documents).

Table 5. Top 10 sources’ local impact (H-Index) during 2015–2019. TC (Total Citations), NP (Number of Publications), and
PY (Publication Year Start).

Rank Source H-Index TC NP PY Start

1. COMPUTER LAW\& SECURITY REVIEW 7 193 15 2017
2. EUROPEAN REVIEW OF PRIVATE LAW 2 10 7 2017
3. BALTIC JOURNAL OF ECONOMIC STUDIES 2 12 6 2017
4. RUSSIAN JOURNAL OF CRIMINOLOGY 1 3 5 2018
5. UBIQUITOUS COMPUTING AND THE INTERNET OF

THINGS: PREREQUISITES FOR THE DEVELOPMENT OF ICT 0 0 5 2019
6. AMAZONIA INVESTIGA 1 1 4 2019

7.
PROCEEDINGS OF THE 1ST INTERNATIONAL SCIENTIFIC

CONFERENCE MODERN MANAGEMENT TRENDS AND THE
DIGITAL ECONOMY: FROM REGIONAL DEVELOPMENT TO

GLOBAL ECONOMIC GROWTH (MTDE 2019)
0 0 4 2019

8. UNIFORM LAW REVIEW 1 5 4 2016
9. BITCOIN AND MOBILE PAYMENTS: CONSTRUCTING A

EUROPEAN UNION FRAMEWORK 1 3 3 2016
10. BRICS LAW JOURNAL 2 8 3 2018
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3.6. Authors’ Local Impact

Table 6 shows the impact of authorship. Within the Top 3, we find the author SAVE-
LYEV A has published 3 scientific works related to tax regulation in cryptocurrencies
and the development of blockchain and these three works have received a minimum of
3 citations, so it has an H-Index of 3 and a total number of citations of 89. It is followed by
the authors DROZD O and GOVERNATORI G, both with an H-Index of 2.

Table 6. Top 10 authors’ local impact during 2015–2019. TC (Total Citations), NP (Number of
Publications), and PY (Publication Year Start).

Rank Author H-Index TC NP PY_Start

1. SAVELYEV A 3 89 3 2017
2. DROZD O 2 10 3 2017
3. GOVERNATORI G 2 65 2 2016
4. HACKER P 2 17 2 2017
5. IDELBERGER F 2 65 2 2016
6. KIM S 2 19 2 2017
7. OUYANG L 2 62 2 2019
8. SINGH M 2 19 2 2017
9. UBACHT J 2 13 2 2018

10. WANG FY 2 62 2 2019

3.7. Most Relevant Affiliations

Table 7 shows the classification of scientific production by author’s affiliation. Two
university rankings are used for comparison: the 2019 Quacquarelli Symonds (QS) World
University Rankings and the 2019 Academic Ranking of World Universities (ARWU) [39].

Table 7. Top 10 most relevant authors’ affiliations during 2015–2019.

Rank Affiliations Country Affiliation (Freq.) QS 2019 ARWU 2019

1.
THE INSTITUTE OF
LEGISLATION AND

COMPARATIVE LAW
RUSSIA 10 - -

2. NATIONAL ACADEMY OF
INTERNAL AFFAIRS UKRAINE 9 - -

3.
THE RESEARCH INSTITUTE

OF INDUSTRIAL
ECONOMICS

SWEDEN 7 - -

4. SWINBURNE UNIVERSITY OF
TECHNOLOGY AUSTRALIA 7 387 301–400

5. THE TALLINN UNIVERSITY
OF TECHNOLOGY ESTONIA 7 601–650 -

6. URAL STATE UNIVERSITY OF
ECONOMICS RUSSIA 7 412 701–800

7. VOLGOGRAD STATE
UNIVERSITY RUSSIA 7 - -

8. CHINESE UNIVERSITY OF
HONG KONG HONG KONG 6 49 101–150

9. THE DELFT UNIVERSITY
TECHNOLOGY NETHERLANDS 6 151–200 52

10. KAZAN FEDERAL
UNIVERSITY RUSSIA 6 439 801–900

We can highlight, in order of participation: THE INSTITUTE OF LEGISLATION AND
COMPARATIVE LAW (RUSSIA), followed in 2nd position by the NATIONAL ACADEMY
OF INTERNAL AFFAIRS (UKRAINE), in 3rd position THE RESEARCH INSTITUTE OF
INDUSTRIAL ECONOMICS (SWEDEN), in 4th position the SWINBURNE UNIVERSITY
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OF TECHNOLOGY (AUSTRALIA), in 5th position THE TALLINN UNIVERSITY OF
TECHNOLOGY (ESTONIA), in 6th position the URAL STATE UNIVERSITY OF ECO-
NOMICS (RUSSIA), in 7th position the VOLGOGRAD STATE UNIVERSITY (RUSSIA),
in 8th position the CHINESE UNIVERSITY OF HONG KONG (HONG KONG), in 9th
position THE DELFT UNIVERSITY TECHNOLOGY (THE NETHERLANDS), and finally
in 10th position the KAZAN FEDERAL UNIVERSITY (RUSSIA).

The results reveal that within this classification of influential affiliations, 40% of them
belong to the Russian Federation. The most productive organizations in research on tax
legislation in blockchain and cryptocurrency are not part of either of the two international
rankings of quality and university evaluation ARWU and QS (1st to 3rd position) and only
the universities of HONG KONG (8th position) and THE NETHERLANDS (9th position)
stand out with relevant positions in the international university rankings.

3.8. Corresponding Authors’ Countries

Figure 2 and Table 8 shows the country of the corresponding authors. The corre-
sponding author is the author who sends the article to the journal editor and channels
all correspondence with him; also, his e-mail address usually appears on the first page of
the article, acting as a contact author with other interested researchers [40]. Within the
Top 3 we find in the 1st place Russia, which has published a total of 50 papers where
the corresponding author was a Russia-based researcher, followed in 2nd position by the
USA with 41 published papers with 41 corresponding America-based authors, and in 3rd
position the United Kingdom with 25 papers and 25 UK-based corresponding authors.
The ones with the highest rates of international collaboration are the USA, UK, Germany,
and China. However, Russia being the first country in volume of correspondence authors,
strangely does not have many international collaborations; the same happens with Ukraine,
with a lot of scientific production and no intra-collaboration.
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Table 8. The intra-country (SCP) and inter-country (MCP) collaboration indices during 2015–2019.

Rank Country Articles Freq. SCP MCP

1. RUSSIA 50 0.14749 49 1
2. USA 41 0.12094 36 5

3. UNITED
KINGDOM 25 0.07375 21 4

4. GERMANY 17 0.05015 14 3
5. CHINA 16 0.0472 11 5
6. UKRAINE 15 0.04425 15 0
7. ITALY 13 0.03835 11 2
8. AUSTRALIA 12 0.0354 9 3
9. NETHERLANDS 10 0.0295 7 3

10. SPAIN 9 0.02655 8 1

3.9. Country Scientific Production

Figure 3 and Table 9 shows the distribution of scientific production frequencies world-
wide by the affiliation country. Within the Top 5, we appreciate how RUSSIA in 1st position
(159 freq.) and the USA in 2nd position (115 freq.) stands out on the hegemony of academic-
scientific production, followed in the 3rd position by the UK (freq.), in 4th position CHINA
(62 freq.) and 5th position UKRAINE (51 freq.).
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Table 9. Top 10 countries’ scientific production during 2015–2019 (Freq.).

Rank Country Freq.

1. RUSSIA 159
2. USA 115
3. UK 80
4. CHINA 62
5. UKRAINE 51
6. GERMANY 50
7. AUSTRALIA 49
8. ITALY 35
9. SPAIN 32
10. NETHERLANDS 31
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3.10. Most Cited Countries

Table 10 shows the total number of citations received by the different countries in the
selected study sample. In descending order, we find within the Top 3, in the 1st position the
USA, being the first preference by authors when it comes to reference works in the selection
made of 343 documents (with a total number of citations of 388 and average of 9.43). In
2nd position, we find that CHINA was the second option for authors to cite references in
their works (reaching a total of 180 citations and an average of 11.25). Finally, in 3rd place,
we find the UK (with a total of 129 citations and an average of 5.16).

Table 10. Top 10 most cited countries (2015–2019). Total Citations (TC) and Average Article
Citations (AAC).

Rank Country TC AAC

1. USA 388 9.463
2. CHINA 180 11.25
3. UNITED KINGDOM 129 5.16
4. RUSSIA 124 2.48
5. ITALY 109 8.385
6. AUSTRALIA 88 7.333
7. SLOVENIA 43 21.5
8. QATAR 38 38
9. NETHERLANDS 35 3.5

10. SPAIN 35 3.889

3.11. Most Global Cited Documents

Table 11 shows the selection of the most cited articles in taxation regulation on
blockchain and cryptocurrencies.

Table 11. Top 10 most global cited documents. Total Citations (TC) and Total Citation per Year (TCpY).

Rank Paper Reference TC TCpY

1. KSHETRI N, 2017, TELECOMMUN POLICY [14] 104 26
2. KIVIAT TI, 2015, DUKE LAW J [41] 63 10.5
3. ZHAO JL, 2016, FINANC INNOV [20] 61 12.2
4. WANG S, 2019, IEEE TRANS SYST MAN CYBERN -SYST [13] 59 29.5
5. WERBACH K, 2017, DUKE LAW J [42] 51 12.75
6. SULLIVAN C, 2017, COMPUT LAW SECUR REV [9] 49 12.25
7. SAVELYEV A, 2018, COMPUT LAW SECUR REV [43] 46 15.333

8. TURK Z, 2017, CREATIVE CONSTRUCTION
CONFERENCE 2017, CCC 2017 [44] 43 10.75

9. IDELBERGER F, 2016, RULE TECHNOLOGIES: RESEARCH,
TOOLS, AND APPLICATIONS [45] 39 7.8

10. TRUBY J, 2018, ENERGY RES SOC SCI [46] 38 12.667

Within the Top 3, in total citation descending order, we find in the 1st place the work
of KSHETRI N [14] entitled “Blockchain’s roles in strengthening cybersecurity and protecting
privacy”. The article provides a comprehensive analysis and explanation of blockchain’s
roles in tracking the sources of insecurity in supply chains related to IoT devices and delves
into how blockchain can make it possible to contain an IoT security breach in a targeted
way after it is revealed.

In the 2nd position, we find the work of KIVIAT TI [41] entitled “Beyond Bitcoin: Issues
in Regulating Blockchain Transactions”. The work examines the application of blockchain in
the financial sector, through the use of virtual currencies, such as Bitcoin, addressing its
characteristics and the possibility of making transactions more efficiently, without the need
for a central institution and under the control of each user. In addition, the work raises
several questions regarding the legal regulation of these transactions.
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By the end, in the 3rd position, we find the work of ZHAO JL et al. [20] entitled
“Overview of business innovations and research opportunities in Blockchain and introduction to the
special issue”. The authors give an overview of blockchain research and development by
showing that blockchain has enabled Bitcoin, the most successful digital currency, and its
widespread adoption in finance and analyses how other business sectors will empower
many business innovations as well as many research opportunities.

3.12. Keyword Plus TreeMap

The terminology associated with tax regulation in the development of blockchain and
crypto-currency taxes can be seen in Figure 4. We found that some of the most frequent
terms are blockchain (freq. 9), internet (freq. 7), law (freq. 7) technology (freq. 6), or trust
(freq. 6). The terms that have been used to a lesser extent have been access-control (freq. 2)
or distributed ledger technology (freq. 2), among others.
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3.13. Thematic Map: Strategic Diagram

Figure 5 shows the structure of the strategic diagram of the analysis performed. The
x-axis shows the density, which measures the proportion of relationships present in it
concerning the maximum number of relationships that can exist. The density of each
group’s network varies within a range from 0 to 1, where a value of zero means that no
relationship exists between group members, while a value of one means that all group
members are related to each other, being the maximum level of relationship that can exist
between group members [47].

The ordinate axis shows centrality, which is the property that identifies the nodes with
the highest number of links within a network [47]. More central actors may have an advan-
tageous position concerning others in the sense that they have more alternatives to satisfy
their needs, more possibilities of access to resources, and are considered less dependent.

The strategic diagram represents four quadrants 4: Motor Themes; Peripheral and
Marginal Themes; Emerging or Disappearing Themes; and Generic and Transversal Themes.
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• Driving Themes: Represented in the upper right quadrant, driving themes refer to
well-developed and important themes. The study has identified a cluster consisting
of three sub-themes: security, framework, and information. These themes are of
particular importance for the construction of the scientific field due to their strong
centrality and high density.

• Peripheral and Marginal Themes: Represented in the upper left quadrant, these
themes refer to peripheral and marginal themes. The study has identified three clusters
with the following sub-themes: Cluster 1, Taxation, game-theoretical analysis and
systemic risk. Cluster 2. Policy, uniform-commercial-code, and negotiable instruments
law; Finally, Cluster 3. Malware detection, feature-selection, and static analysis. These
topics are well developed internally, however, they are isolated from the rest of the
topics, having marginal importance within the scientific field.

• Emerging or Disappearing Themes: Represented in the lower left quadrant, emerg-
ing, or disappearing themes refer to underdeveloped themes or in the process of
disappearing. The analysis has shown an emerging cluster with three sub-themes:
Blockchain, protection and Access-control.

• Generic and Transversal Themes: Represented in the lower right quadrant are the
basic and transversal themes of the scientific field analyzed. The analysis has shown
three clusters with the following sub-themes: cluster 1, internet, impact, and silk road;
Cluster 2, formed by bitcoin, money, and technology; Finally, Cluster 3, law, trust, and
relational contract. These topics are basic and are not well developed, however, they
are important for the scientific field.

3.14. Social Structure: Collaboration Network (Countries)

Figure 6 shows the social structure represented by a country collaboration network
that produces research related to tax regulation on cryptocurrencies and blockchain and
the generated collaborative networks. Although many countries publish on the subject,
only a small collaboration cluster can be distinguished. The cluster comprises the following
countries: USA, United Kingdom, Germany, China, Italy, Australia, The Netherlands,
Indonesia, Canada, Switzerland, Greece, and Estonia. The study demonstrates, that despite
identifying a significant number of countries working on the studied issues, there is no
representative structure of collaboration patterns between them. In this sense, Russia
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stands out as the country with the greatest number of publications in this field, but it does
not present collaborations with other countries.
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4. Discussion: Tax Regulation, Blockchain, Cryptocurrency, and Open Innovation
4.1. Discussion: Tax Regulation on Blockchain and Cryptocurrency

In the present study, a bibliometric analysis of taxation regulation on blockchain and
cryptocurrency has been conducted. The review allows us to highlight the following
remarkable findings:

• The study has shown a growing interest in this discipline in the last five years, with
exponential growth of 116.88%. In recent decades, the development and speed of
technological change have increased to levels never imagined, so it is not surprising
that there has been a sudden increase in research in this field of knowledge. We can
name many other technologies that have followed this exponential growth curve. For
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example, virtual reality (VR), nanotechnology, artificial intelligence (AI), Data Science
or robotics, among many others [48,49].

• Computer Law & Security Review (CLSR) by Elsevier with 15 articles and 197 citations
related to tax regulation on blockchain and cryptocurrency is the most relevant source.
Edited by Sophie Stalla-Bourdillon, CLSR is an international journal of technology
law and practise focused on ePrivacy, e-commerce, outsourcing, EU and public sector
ICT policy, security, data protection, cyber-crime, surveillance, intellectual property,
security, telecoms regulation, Internet law, and many others. The journal is part of the
Journal Citation Report (JCR) and has a Journal Impact Factor (JIF) of 1.849 (2019) and
1.592 (5-year). It should be noted that only 10% of the journals cited belong to the JCR
and 40% belong to the SJR. The most frequent category is LAW (appearing in a total of
5 sources), followed by BUSINESS, MANAGEMENT AND ACCOUNTING (1 source),
COMPUTER NETWORKS AND COMMUNICATIONS (1 source) and SOCIOLOGY
AND POLITICAL SCIENCE (1 source). This fact demonstrates the inter-disciplinarity
of this field of law (tax regulation in cryptocurrency and blockchain) with other fields
of research such as social sciences (sociology and politics), computer science or IT
(computer networks and communications).

• The most local cited source is Lecture Notes in Computer Science (LNCS) by Springer
with 124 articles cited in the author’s references. This distinguished conference pro-
ceedings series publishes the latest research and new developments in computer
science and information technology research and teaching. The fact of citing so many
works of LNCS shows how authors specialized in tax regulation in crypto money and
blockchain tend to reference their works mostly with reference from engineering and
computer science journals rather than from journals of the social and legal sciences
branches. It shows a close link between both branches of knowledge and in this case
complimentary since normally researchers in this area usually have a rather hybrid
research profile that develops between the different cited areas of knowledge.

• The most relevant author is Professor Alexander Savelyev (3 H-Index papers and 89
citations), Associate Professor at the Faculty of Law/School for Theory of Law, and
Cross-sectoral Legal Disciplines at HSE University since 2012 (Moscow, Russian Fed-
eration). Professor Savelyev has strong connections with the International Laboratory
for IT and IP Law, at HSE University, a forum for discussing prospects for regulation
of information security and data protection. Savelyev researches how blockchain
technology influences traditional contract law, and he is an expert in issues related to
tokenization’s risks, “Blockchainzation” of private law, copyright in blockchain, smarts
contracts [3,50,51], among others. He also teaches the subjects “Legal Aspects of
e-commerce” and “Legal Regime of Personal Data”.

• The most relevant affiliation is The Institute of Legislation and Comparative Law
under the Government of the Russian Federation. The institute is the oldest centre
of Russian legal science (10 Freq. affiliations), established more than 80 years ago, a
research organisation incorporated as a federal-state research institution. The director
is Professor Taliya Khabriyeva, DSc (Law), a Member of the Russian Academy of
Sciences. The Institute includes 17 scientific departments doing research on national
legislation and their development tendencies as well as comparative law investigation
on the legislation and law enforcement practice of foreign states. It should be noted
that Russia has 40% of the most relevant research affiliations in Blockchain and crypto
money tax regulation. However, despite being at the top of the rankings, many of
the institutions are not part of the ARWU and QS international rankings of university
prestige and quality because they are either not university research institutes, devel-
opment and innovation centres or government agencies, or private institutions that
do not have a university or higher education status and therefore are not included in
the rankings or otherwise may not have the quality and characteristics necessary to be
included in the various rankings produced by the various assessment bodies.
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• The work of Kshetri [14], “Blockchain’s roles in strengthening cybersecurity and
protecting privacy” is the most global cited document. This is a renowned and
successful work. The manuscript discusses blockchain and cryptocurrency policy
implications. According to Kshetri [14], the major findings and challenges proposed
in this manuscript are:

(1) To strengthen IoT, regulators can make it obligatory for firms to deploy blockchain in
the supply chain, especially in systems that are mission-critical and have substantial
national security and economic benefits.

(2) Public policy efforts directed at protecting privacy using blockchain should focus on
providing training to key stakeholders and increasing investment in this technology.

(3) To enrich the blockchain ecosystem would be to turn attention to public-private partnerships.
(4) National governments should provide legal clarity and more information for parties to

engage in enforceable Smart Contracts.

• Russia is the country with the highest scientific production. Despite having no central
hub for crypto and blockchain development and taxation regulation research, Russian
researchers have an outsize presence in the world of virtual assets. In addition, this
outstanding scientific production in this area may respond to several state investment
programs and long-terms blockchain crypto development policy plans [52–54].

• The USA appears to have a distinguished role when observing the universal preference
of the authors of the selection of 343 documents once citing their works and referencing
the bibliographies. This fact may be due to location, cultural relations, and language
when determining factors in shaping preferences whether in co-authorship, cross-
reference, or cross-citation [55].

• The most frequent associated words were blockchain, law, trust and internet and the
words that were least represented were distributed ledger technology and access-
control. These results coincide with the work of Yli-Huumo et al. [56] published in
PLOS ONE, as their results showed that over 80% of the papers analysed, focused
on Bitcoin system and less than 20% deals with other blockchain applications includ-
ing e.g., Smart Contracts, cryptocurrencies and licensing. Most of the research is
focusing on revealing and improving the limitations of blockchain from privacy and
security perspectives, but many of the proposed solutions lack concrete evaluation on
their effectiveness.

• As shown in the strategic diagram, there is a strong relationship between the clusters
located on the right side of the figure, due to their level of density. This can be
considered normal since the issues they address have a complementary relationship.
About centrality, the analysis has shown us, two well-differentiated groups. Firstly,
we have a peripheral group with a very high centrality, which indicates that they
do not need other topics or clusters to develop. On the other hand, we have five
clusters formed by blockchain, internet, security, law, and bitcoin, which have a
low centrality, indicating that they are more dependent to develop. This result is
complementary to the one obtained in the density analysis since the clusters that have
a strong density are those that are more dependent. The analysis has also shown a
linear relationship between the clusters represented by blockchain, the internet and
security. This relationship is justified since aspects such as security, access control,
protection, and the dark internet, are closely related to each other, and are fundamental
topics to develop the internet or blockchain. Likewise, the study has shown that
there is a growing scientific production in the field of tax regulation in blockchain
and cryptocurrency, in the deep internet environment, for example, the illegal sale
portal Silk Road. This growing production can be directly related to the interest
of researchers and governments in deepening legislation and regulation of virtual
currency and taxation. Another aspect of the study that stands out is related to the
search for a legislative framework for the regulation of taxes and virtual currency. The
results derived may be closely related to the social structure shown in the analysis (a
collaboration between countries). The study has shown us that the blockchain, internet,
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security, law, and bitcoin clusters are dependent on each other as they address issues
that are complementary and are experiencing similar growth with a tendency to
become driving themes.

• The corresponding author’s affiliation and the social structure represented in the
collaboration network between countries has shown that even though Russia is the
country with the highest scientific production, practically all the work it produces is
through intra-collaboration, meaning that it does not produce research with authors
beyond its borders [57]. The same happens with Ukraine, it has a notorious volume of
scientific production, but it does not have inter-collaborations. There is only a cluster
of European countries that publish jointly with North America, Indonesia, and China.
These patterns of scientific collaboration may be due to linguistic factor and personal
preferences, and on many occasions, these patterns of scientific collaboration respond
to geopolitical and cultural issues, as well as to conflicts of economic interests. In
addition, this could be motivated by an interest in joint research on this topic, since
these are countries that may have an interest in establishing a common framework to
regulate and legislate on this issue. It is not surprising, therefore, that Slavic countries
collaborate more with each other because they share a common bond, which is lan-
guage in this case [58–60]. Several studies indicate that there is a rather weak scientific
collaboration in the fields of social and natural sciences between the countries of the
European Union (EU) and Russia. Russia’s weak inter-collaboration usually occurs
with countries with closer geographical proximity and with traditional connections
or historical ties (e.g., Russia and Eastern European countries or relations between
Russia and the Baltic states) [61]. Besides, recent research supports the need and
development of the legal aspects of international research to ensure the full integration
of Russian science into international research activities [62]. For example, in the field
of nanotechnology, Russia maintains a network of research links with countries of the
former Soviet Union and the Warsaw Pact, carrying out collaborative scientific publi-
cations and with a predominance of national over international collaborations [63].
This fact can be closely related to the present study on tax regulation in cryptocurrency
and blockchain.

4.2. Discussion: Tax Regulation on Blockchain and Cryptocurrency, and Open Innovation

Open innovation proposes an innovation strategy whereby companies go beyond
their boundaries and develop cooperation to accelerate and boost corporate innovation
capabilities, expanding the possibilities for external use of the resulting projects in different
fields [64].

In this new context, blockchain technology is becoming an essential element to em-
power and support open innovation in numerous aspects:

• Fostering entrepreneurship and innovation. Through the creation of new digital
tokens that allow representing different types of assets [65]. In this context, blockchain
is the ideal instrument, as it is designed for this, as is the case with virtual currencies.

• As a regulator to balance economies, and favour growth rates. Yun et al. address the
growth limits of capitalism, showing that the modern economy can be modelled as a
business cyclical dynamic of open innovation with three sub-economies: open market
innovation by SMEs and startups; closed open innovation by large firms; and social
open innovation [66]. According to these authors, when there is a low equilibrium
between the three sub-economies, i.e., if any of the sub-economies is too large or too
small, the dynamics of the economy and the rate of economic growth slows down
to almost zero or even negative. Conversely, when there is a medium equilibrium
between the three sub-economies, i.e., any one of the sub-economies is large enough
to lead the total economy but is not large enough to control the other two economies,
the dynamics of the economy increases and the economic growth rate will remain at a
high level. Among the benefits that blockchain brings to companies, we can find: the
reduction of costs and bureaucracy, time savings, transparency, security, tracking of
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stored information, among others. All benefits in themselves, allow companies to be
more dynamic and sustainable over time.

• Enhancing the sharing economy. The role of governments and regulars must change
to create and maintain innovation ecosystems, moving from a control role to a facilita-
tor role. Blockchain technology is designed for this since its origin is bitcoin, where
transactions are facilitated and guaranteed without the need for intermediaries. This
last aspect is very important, as it is a way to save time and reduce costs, fundamental
aspects of any company [67].

• Securing industrial and intellectual property. One of the main concerns of compa-
nies to cooperate in open cooperation processes is the one related to sharing products
or services, which is considered risky and uncertain [68]. In this context, blockchain
can be a solution to this problem since it allows to ensure the authorship and own-
ership of any asset, allowing the authentication of the owner through immutability
property that owns the chain.

5. Conclusions
5.1. Implications

This study has shown the lack of collaboration between countries, which may be
produced because this is a discipline that is still day-by-day being implemented, although
there could be other aspects, such as the lack of international legal and fiscal harmonization
to be able to operate with this new technology among the different research scenarios.

5.2. Limitations and Future Research Lines

Identifying and studying international scientific collaboration could be of great interest
for future research work as well as exploring scientific production through comparative
studies or alternative indicators such as altmetrics [69], among others. In addition, it
would be interesting to deepen at the scientometric level the research on tax regulation in
blockchain and cryptocurrency and open innovation and its relationship and implication
with entrepreneurship and innovation, the balance of economies, sharing economy, and
industrial and intellectual property, among others.
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