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Abstract: Online social networks (OSNs) play an integral role in facilitating social interaction;
however, these social networks increase antisocial behavior, such as cyberbullying, hate speech,
and trolling. Aggression or hate speech that takes place through short message service (SMS)
or the Internet (e.g., in social media platforms) is known as cyberbullying. Therefore, automatic
detection utilizing natural language processing (NLP) is a necessary first step that helps prevent
cyberbullying. This research proposes an automatic cyberbullying method to detect aggressive
behavior using a consolidated deep learning model. This technique utilizes multichannel deep
learning based on three models, namely, the bidirectional gated recurrent unit (BiGRU), transformer
block, and convolutional neural network (CNN), to classify Twitter comments into two categories:
aggressive and not aggressive. Three well-known hate speech datasets were combined to evaluate
the performance of the proposed method. The proposed method achieved promising results. The
accuracy of the proposed method was approximately 88%.

Keywords: Online social networks (OSNs); sentiment analysis; cyberbullying natural language
processing (NLP); neural networks; Twitter

1. Introduction

Cyberbullying is a critical cybersecurity threat continuously targeting more Internet
users–social media users in particular [1–3]. Debatably, hostile behavior by one person or
group of people, known as bullying, that can be limited to particular scenes or specific
times of the day (e.g., school hours) can instead take place anywhere and anytime by
electronic means [4–7]. At the beginning of the 20th century, cyberbullying was not treated
seriously when Internet usage (i.e., social media in particular) was still in its infancy. The
idealistic suggestion to treat cyberbullying at that time was “disconnect” or “just turn
off the screen”. However, as online hate speech consequences reach predominant levels,
these suggestions become inoperative. To avoid cybercrime, it is not enough to only follow
the typical recommended cybersecurity standards and rules [8]. In 2017, 41% of United
States citizens personally encountered online harassment, whereas 66% observed online
hate speech directed at others. In addition, it has been reported that approximately 50%
of young people who use social media platforms are cyberbullied in different forms [9].
Famous social media sites such as Twitter are not invulnerable to this threat [10].

Cyberbullying detection has become an important natural language processing (NLP)
topic [11]. Like other NLP tasks, the aim of cyberbullying detection is to preprocess the text
(e.g., a tweet) and extract meaningful information in a way that makes it possible for the
machine learning algorithm to understand and classify each text. The traditional strategies
for text classification utilize a technique to simplify the representation of text (e.g., bag
of words (BoW)) followed by a machine learning classifier (e.g., support vector machine
(SVM) or logistic regression (LR)) [12] as shown in Figure 1. Although traditional NLP
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techniques have become highly successful in detecting social media cyberbullying, there
are still some challenges that need to be addressed: the short text allowed by social media
platforms, imbalance between aggressive and nonaggressive comments, natural language
ambiguity, and excessive use of slang [13].

Figure 1. The general framework of deep learning architecture.

In the last decade, neural network-based models have achieved superior results on
several NLP tasks compared to traditional machine learning techniques. These NLP tech-
niques rely on dense vector representations provided by neural networks and deep learning
in particular and the considerable success of word embeddings [14]. Unlike traditional
machine learning algorithm-based approaches that depend heavily on handcrafted features
that are considered incomplete and time-consuming, deep learning-based techniques uti-
lize multilevel automatic feature representation to discriminate the input. Recently, neural
network models such as multilayer perceptron (MLP), Recurrent neural networks(RNN),
and CNN-based models have achieved promising results in various NLP tasks. Xiao
and Cho [15] proposed a distinctive method to classify text as a characterwise approach
using a combination of a CNN model and RNN architecture. Another unique method
was proposed by Tai et al. to classify text sentence by sentence to learn text semantics
utilizing long short-term memory (LSTM) and then use CNN to extract local features
from expressions [16]. Motivated by the considerable success presented by several deep
learning architectures in the NLP research area where the task is to classify a lengthy text,
we investigate the potential of classifying short text using the idea of the multichannel deep
learning model based on three advanced deep learning architectures, namely, bidirectional
LSTM (BiLSTM), transformer block, and CNN.

This research paper is organized as follows. In the next Section 3, a brief survey of the
literature is carried out to pinpoint the strengths and weaknesses of cyberbullying detection
approaches. Section 4 presents the combined deep learning method. Section 5 present
the dataset used to evaluate the proposed method. Section 6 introduces and discusses
the results and compares them with closely related approaches. Section 7 concludes our
research paper. Section 8 discusses future work.

1.1. Research Problem

Automatic detection of cyberbullying utilizing natural language processing (NLP)
advanced mechine learning method on Online social networks such as Twitter platform is
a necessary and an important. Moreover, the existing dataset that used to train the mechine
learning model are limited. Thus, it is very critical to have large dataset that can cover
many cyberbullying cases.
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1.2. Research Contribution

Our research contribution can be summarized as follow:

• The multichannel technique integrates the features of three deep learning models:
transformer block, BiGRU and CNN. This integration helps to contribute to the
final prediction.

• Three well-known hate speech datasets [17–19], were combined to evaluate the perfor-
mance of the proposed method. The proposed method achieved good accuracy results.

2. Background of Deep Learning and Cyberbullying

Deep learning is a new discipline within machine learning field. Deep learning
algorithms inspired by the structure and function of the brain are called artificial neural
networks. Moreover, deep learning algorithms are trained to extract and understand the
meaningful representations from the data itself rather than performing straightforward
classic programmed instructions.

Meaningful representation is acquired by composing simple but non-linear modules
that each transforms the representation at one level (starting with the raw input data) into
a representation at a higher level.

Thus, deep learning algorithms have been shown to be successful at classifying
all kinds of data. These algorithms can be classified into three types: Learning that
can be supervised, semi-supervised or unsupervised. In this paper, we adapted the
supervised learning type where the training data is labeled. Moreover, Deep Learning
requires large amounts of data and powerful computation hardware, such as a powerful
graphics processing unit (GPU).

On the other hand, cyberbullying on social media is bullying that takes place over
digital devices using online social media platforms. It can take on many forms, including
personal attacks, harassment, or discriminatory behavior, negative and hateful messages,
spreading defamatory information, misrepresenting oneself online, spreading private
information, social exclusion, and cyberstalking. Moreover, it is very challenging to deal
cyberbullying social media platforms. Thus, deep learning can provide a potential solution
to this issue.

3. Related Work

In this section, cyberbullying detection approaches focusing on online social network
(OSNs) are reviewed. Dinakar et al. [20] divided cyberbullying occurrence into various
themes, including race, sexuality, culture, and intelligence. Consequently, they utilized
some controversial videos from YouTube as a use case to classify the comments posted
on them using four different classifiers (Naive Bayes (NB), Rule-based Jrip, Tree-based
J48, and SVM). The dataset has around 50,000 comments and divided into 50% training,
30% validation and 20% testing. However, the best accuracy as obtained by Rule-based
Jrip has not exceeded 80%. Hee et al. [21] proposed a technique to detect fine-grained
types of cyberbullying, such as insults and threats. The authors utilized cyberbullying
content that has linguistic characteristics similar to those found in OSNs; this content
(English and Dutch) was extracted from the Ask.fm website. The authors categorized the
potential subjects of a cyberbullying conversation into three classes: harasser, victim, and
bystander. The bystander class was split into two categories: the bystander who defends
the victim, i.e., bystander-defender, and the bystander who encourages the harasser, i.e.,
bystander-assistant. Then, SVMs were used to differentiate the comments. However, in
this paper we will focus on the detection of cyberbullying on Twitter. Detection of bullying
words in the tweet contents is more challenging.

Sanchez et al. [22] were one of the first to propose a method to detect cyberbullying on
the Twitter platform. The authors utilized the NB classifier to detect tweets that contained
abusive behavior toward a specific gender. However, their method achieved only an
accuracy of 70% and the size of the used dataset is relatively small. Moreover, the abusive
cases should be generalized and not limited to specific topic so that it cover wide cases of
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cyberbullying. Saravanarj et al. [23] suggested general framework to detect rumor, bullying
tweets using both NB and RF classifiers and word2vec as a feature representation method.
They also suggested that the framework can extract demographics about the abusers, such
as name, gender, and age. However, the suggested methods can not give accurate results
when compared to more advanced machine learning algorithm such as deep learning.
Al-garadi et al. [24] presented a method that uses various unique features belonging to
the Twitter platform, such as activity, network, user, and tweet, as a feature set to detect
cyberbullying in Twitter. These features, along with their associated samples, were fed into
a machine learning algorithm for classification purposes. The authors investigated four
machine learning algorithms, i.e., RF, NB, SVM, and KNN, and found that the RF is the
best performing algorithm in terms of the f-measure and area under the receiver operating
characteristic curve. The authors used data set contains 10,007 tweets where the number of
bullying tweets is only around 599 tweets.

Balakrishnan et al. [25,26] utilized the Big Five (e.g., extraversion, specifically, agree-
ableness, and neuroticism) and Dark Triad (e.g., psychopathy) models to determine the
personality of Twitter users and sequentially detect cyberbullying. The objective of the pro-
posed method was to investigate the relationship between cyberbullying and personality
traits. The authors categorized the tweets into four categories representing the behavior
of the user, namely, bully, spammer, aggressor, and normal. The authors then used the
random forest RF ensemble method to classify each tweet into one of the previously men-
tioned classes. The proposed method using these personality traits achieved good results.
However, the dataset contained 5453 tweets, collected using the hashtag (Gamergate),
which still relatively small amount. Also, the tweets is narrowed to specific community
(using the hashtag (Gamergate)) while it should be more generalized.

Chatzako et al. [2,9] analyzed a large number of Twitter comments to recognize abu-
sive behavior characteristics. These tweets were extracted from users who participated
in different topics, such as the National Basketball Association (NBA), the Gamergate
controversy, and comments on gender pay inequality programs at British Broadcasting
Corporation (BBC) stations. The authors investigated several features extracted from Twit-
ter, such as tweets, network-based features, and user attributes. Then, they tried different
state-of-the-art classification methods to distinguish user accounts and accomplished an
accuracy of 91%.

Gamback et al. [27] presented a deep learning detection system to identify Twitter
cyberbullying comments. This system classified the comments into one of four possible
categories: sexism, racism, both (i.e., sexism and racism), and non-offensive comments.
For text representations, the authors utilized character four-grams. The authors also used
word2vec for semantic analysis. Then, the authors reduced the feature set using one of
the capabilities provided by a CNN layer (i.e., maxpooling layer). Consequently, they
classified each tweet using a softmax function. The proposed method achieved an F-score
of 78.3% when evaluated using 10-fold cross validation. The authers used datasets consist
of 6655 tweets.

Sadiq et al. [12] investigated a neural network model and two deep learning archi-
tectures to detect cyberbullying presented on Twitter comments. The investigated neural
network approach is known as MLP, and the two deep learning architectures are CNN-
LSTM and CNN-BiLSTM. Both of the deep learning approaches achieved promising results
of approximately 92% accuracy.

Pradhan et al. [28] examined the effectiveness of self-attention models (these models
achieved state-of-the-art results in various machine translation tasks) in cyberbullying de-
tection. The authors explored the usefulness of a self-attention model known as transformer
architecture using three data sources: Formspring, Wikipedia, and Twitter cyberbullying
datasets. This architecture replaced the recurrent layers used for encoding and decoding
by a multiheaded self-attention layer. The proposed method yielded satisfactory results.
Agrawal et al. [29] presented a framework and proved experimentally that this approach
could overcome some existing approach limitations, such as restricting the detection to
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a specific social media platform, shortening the detection to a single kind of hate speech
(i.e., cyberbullying), and depending on handcrafted features that conventional machine
learning algorithms have to offer. The authors investigated four deep learning architectures
to overcome these limitations, namely, CNN, LSTM, and BiLSTM with an attention layer.
The authors also classified hate speech in social media platforms into four categories: bul-
lying, racism, sexism, and attack. They also utilized transfer learning to divert knowledge
learned by deep learning on a specific dataset to another similar dataset. The investigated
architectures went through extensive experiments on three different datasets: Twitter,
Wikipedia, and Formspring. The authors of [28,29] used twitter data set which contain
around 16 k tweets.

Plaza et al. [30] proposed an approach to detect cyberbullying in social media that
is related to Spanish content. The authors investigated some deep learning techniques
to identify Spanish hate speech. In particular, the authors utilized transfer learning to
address the limited number of sample problems by pretraining the deep learning models to
improve the performance. The authors also compared the performance of pretrained deep
learning models such as CNN, LSTM, BiLSTM, bidirectional encoder representations from
transformers (BERT), and Enhanced-BERT models with conventional machine learning
methods such SVM and LR. The experiments showed that applying pretrained models
along with BERT approaches improved the accuracy performance compared to the other
deep learning and conventional models. The authors used small dataset of only around
8710 tweets. Summery of the related methods is showing in Table 1.

Table 1. Summery of the related methods.

Authors Platform of OSNs Number of
Used Instances Methods Limitation

[20] Youtube 50,000 comments
Naive Bayes (NB),

Rule-based Jrip, J48,
and SVM

Low accuracy and
relatively small dataset

[22] Twitter 460 tweets NB classifier
Low accuracy (70%)
and relatively small

dataset

[23] Twitter - NB and random forests
(RF) Not reported

[24] Twitter 10,007 tweets
RF, NB, SVM, and
k-nearest neighbor

(KNN)
Relatively small dataset

[25,26] Twitter 5453 tweets NB, RF and J48
Relatively small dataset

and narrowed to
specific community

[2,9] Twitter 9484 texts

probabilistic,
tree-based, ensemble,
and artificial neural

network

Relatively small dataset

[28,29] Twitter, Wikipedia, and
Formspring 9484 texts SVM, CNN, LSTM Relatively small dataset

[27] Twitter 6655 tweets CNN with softmax relatively small dataset

[30] Twitter 8710 tweets
pretrained models
along with BERT

approaches
Relatively small dataset

4. Proposed Multichannel Deep Learning Framework

In this work, we used and integrated the idea of the multichannel technique, where
three models that contribute to the final prediction given as:

• The transformer block,
• bidirectional GRU (BiGRU),
• Typical CNN architecture.
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Different from other existing methods, our proposed combined the power of three
advanced deep learning model namely: The transformer block, BiGRU, CNN architecture.
Thus, it has the ability to extract the meaningful features and can give accurate results. In
the following sections, we describe each of them in more detail.

4.1. Transformer Block

The transformer method is one of the advanced deep learning models proposed for
NLP applications and particularly for machine translation. It has achieved the state of art
on the workshop on statistical machine translation 2014 English-to-French translation task
as well as many other tasks. Vaswani et al. [31]. It highly depends on the idea of stacked
attention and the fully connected layers to compute representations of its input and output
for both the encoder and decoder. The encoder has encoding layers that process the input,
and the decoder has decoding layers that process the output of the encoder.

The architecture of the transformer is shown on the left side of Figure 2. Unlike RNNs
and LSTM, the transformer enables fast computation using parallel computing, which
speeds up the training process. The attention mechanism can deal with the limitations of
the encoder-decoder model on long sequences and thus speed up the learning process and
improve model performance on any prediction problem.
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Figure 2. The proposed multichannel deep learning architecture.

The main building blocks of the transformer are scaled dot-product attention units
and multihead attention (MHA). In addition, the model consists of encoder and decoder
stacks, embeddings, a fully connected feed-forward network, and softmax. The scaled
dot-product in the transformer can be calculated as:
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a(q, k, v) = SM(
qkT
√

dk
v) (1)

where a denotes each attention unit, q is a query, k is a key, v is a value, SM is softmax, and
dk is the dimensionality of the key vector.

The attention weights are divided by the square root of the dimension of the key
vectors The softmax function in the equation normalizes the weights to a sum of 1. MHA is
calculated as in (2)

MHA(q, k, v) = Concat(hd1, ..., hdh)WO (2)

where hdi is calculated as follow:

hdi = a(qwi
Q, kwi

K, vwi
V) (3)

and wi
Q, wi

K, wi
V correspond to the weight matrices to be learned.

Although the transformer uses only the attention mechanism without RNN, it is still
powerful enough to outperform NLP deep models such as LSTMs and gated recurrent unit
(GRUs) on many tasks.

For each token in the transformer block (T-block), we set the embedding size to 40,
and we set the number of neurons of the hidden layer inside the transformer to 32.

4.2. Bidirectional Recurrent Neural Networks

In our model, the bidirectional network starts with a spatial dropout layer, which
performs dropout on entire feature maps rather than individual elements. Then, the output
of this layer is fed to the bidirectional RNN (BiRNN) layer [32] based on the GRU, which
connects two hidden layers (forward and backward) of opposite directions to the same
output. After that, the output of the BiRNN layer is fed the global average pooling layer
and global maximum pooling layer simultaneously, and the outputs of the two layers are
combined to form new input to the next stage, as shown in Figure 2.

Each input feature map is divided into many windows or partitioned into feature map
grids (windows). The average pooling function calculates the average of a window of size
n as follows:

x1 + x2 + ... + xn

n
(4)

The max-pooling picks the number that has the maximum value from the input
window {x1, ..xn}. The intention of both average pooling and max pooling is to reduce the
dimensionality of the data without losing essential information.

The function of the single GRU cell, which is explained in [33,34], is as follows:

zti = σ(Wxzxti + Wszsti − 1 + bz) (5)

eti = σ(Wxexti + Wsesti − 1 + be) (6)

gti = tanh(Wxgxti + Whg(eti � hti − 1) + bg) (7)

sti = (1− zti)� sti − 1 + zti � gti. (8)

where xti is the input to the GRU cell at time ti. Wxg, Wxz and Wxe are the weight matrices
that receive input Xti. Wsg, Wse and Wsz are the weight matrices that receive input from the
previous cell state vector.

tanh is a hyperbolic tangent activation function, and σ is a sigmoid activation function.
be, bg, and bz are the bias units. sti is the output at time ti. � refers to the Hadamard product.
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In BiRNNs, each GRN cell calculates the hidden state in the forward direction −−−→sti − 1
and the backward direction←−−−sti + 1. Thus, the BiGRU can take advantage of features in both
directions. The following equation explains the idea of BiRNNs.

sti =
−−−→sti − 1 ⊕←−−−sti + 1 (9)

where ⊕ denotes the elementwise sum for both vectors from both directions left and right.
Figure 2 shows the architecture of the GRU.

4.3. Basic CNN architecture

We also have a simple CNN, which has one CNN layer. The layer has 32 filters, each
with a size of 4, and the activation ReLU is applied. Each filter in CNN takes input x and
convolves CV with the filer map W

F = CV(W, X) (10)

Then, the bias unit b adds the feature map FM and applies the ReLU activation
function, as shown in (11)

Relu(F + b) (11)

Filters in the CNN layer are randomly initialized at the beginning of the training
process using the Glorot normal initializer [35] After that, the dropout technique is applied
at 50%, and the output is fed to the max pooling layer, which has a pool (window) size of 2.

4.4. Multichannel

In this paper, we introduce a multichannel deep learning model that uses three
networks, namely, CNN, BiRNN, and a transformer block, to process the input jointly. Our
model is shown in Figure 2. Each network produces output, which is combined and fed to
fully connected layers, which are two dense layers. The first dense layer has 60 neurons,
and the second has 30 neurons. Then, the output is fed to the softmax classifier. Softmax
classifies the input data into one of two classes: cyberbullying or not.

The outputs of the three networks are combined using the concatenate layer. If there
are three output vectors U, I, O, where the vector U is as follows U = {U1, U2, ..Ui}, the
vector I is as follows I = {I1, I2, ..Ii}, and the vector O is as follows O = {O1, O2, ..Oi},
then the concatenate layer would combine them into one vector as follows:

V = Conc(U, I, O) (12)

The result V would be as follows: V = {U1, U2, Ui, I1, I2, Ii, O1, O2, Oi}
Dense layer calculates its output DL as follows:

DL = F(∑
i

wi + ·xi + b) (13)

where w is the weights multiplied by the input value and the b is added after that, the
activation function is applied at the end.

In this model, we choose to use a binary cross-entropy loss function since we are
dealing with a binary classification problem. The Equation (14) explains the process of the
entropy loss function.

BC = −∑
c

yc · log(sθ(x)c) (14)

where c is the index for the classes. We have two classes in this problem. y is the correct
value for class c, s is the predicted probability for class c, and x is the current input data.
Moreover, we use the Adam optimizer to optimize the network. The total number of
trainable parameters in our proposed model is 17,868,016.
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5. Testing

In this section, we present the dataset used to evaluate the proposed method. Sub-
sequently, we discuss the data preprocessing used to prepare the raw text to be fed into
our model. This section concludes with information on the equipment utilized to train our
model and validate its effectiveness.

5.1. Dataset

Our data are taken from three sources, [17–19], which have been combined to form
a dataset of 55,788 tweets. The dataset is divided into two categories: offensive and
non-offensive. Table 2 shows more details about our datasets in which the percentage of
offensive samples is 65.8% (i.e., 23,548) and the percentage of the non-offensive samples is
34.2% (i.e., 12,239).

Table 2. Category of tweets in the dataset.

Category Number of Instances Percentile

Offensive 31,353 56.2%
Non-offensive 24,435 43.8%

Offensive: tweets that appear to be cyberbullying behavior. Tweets with negative
content that have been posted to insult or harm other people.

Non-offensive: tweets that appear to be ordinary (i.e., do not manifest cyberbullying
behavior). Tweets with normal content posted with no intent to insult or harm other people.

5.2. Data Preprocessing

Tokenization or (lexical analysis) is the procedure of transforming a sequence of
characters into a sequence of tokens. We converted all the collections of text (tweets) to
a sequence of tokens. This procedure vectorizes a text collection by turning every text
into a sequence of integers. We set the maximum number of words to keep during the
tokenization to 80,000 words.

5.3. Equipment and Tools

The proposed method was implemented using the Python programming language.
Several Python libraries were utilized for data cleaning, preprocessing, and model im-
plementation. The data were preprocessed using the pandas library [36]. The deep mul-
tichannel model was implemented utilizing the Keras library [37] and evaluated using
the scikit-learn library [38]. We utilized the tensor processing unit (TPU) provided by
Google Colab, which is an open source iPython notebook that runs on the cloud to facilitate
collaboration, instead of a graphics processing unit to validate our proposed method. We
trained our method using a batch size of 100.

6. Evaluation and Results

To investigate the most frequent words in the dataset, we used a useful visualization
technique known as a word cloud(documentation of this technique can be found at
https://amueller.github.io/word_cloud (accessed on 11 March 2021) to illustrate the most
frequent words present in encoded text such as tweets.

Figure 3 shows the most frequent words present in the cyberbullying detection dataset.
The most frequent words present in the offensive tweets include politicians’ names, county
names, disrespectable words, and some normal words. Some of these words are not
offensive; however, when they combine with other words in the same sentence, they
present an offensive phrase. Most of the frequent words appearing in the non-offensive
tweets include normal words except for some outliers that, when combined with other
words, have a non-offensive meaning (e.g., f***ing nice).

https://amueller.github.io/word_cloud
https://amueller.github.io/word_cloud
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(a) (b)

Figure 3. Word cloud of most frequent words in the dataset that belong to the two classes. (a) The most frequent words that
belong to the offensive class. (b) The most frequent words that belong to the non-offensive class.

To explore the data and determine the number of words for offensive and non-
offensive tweets, we used a technique called cumulative distribution function (a.k.a.,
cumulative distribution graphs) inspired by the work that is available at the following
link: https://www.kaggle.com/jell9265/streamlined-eda-cumulative-distribution-graphs
(accessed on 11 March 2021). Figure 4a shows the number of words for the two classes, and
it is obvious that the majority of tweets have fewer than 20 words. A detailed plot for each
class is shown in Figure 4b.
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Figure 4. The cumulative distribution function for both classes where the majority of tweets have less than 20 words and
the accumulation comparison for offensive and non-offensive classes in terms of the number of words in tweets. (a) The
cumulative distribution function for both classes. (b) The accumulation comparison for offensive and non-offensive classes
in terms of the number of words in tweets.

For both classes, the minimum number of words is one word. The maximum number
of words for the offensive class is 37, while the maximum number of words for the non-
offensive class is 52 words. Both classes have similar distributions, where the mean number
of words is 14. Four evaluation metrics were used to validate our proposed method:
precision, F-measure, recall and accuracy. Prior to identifying these four metrics, the four
building blocks for these metrics are defined as true positive (TP), true negative (TN),
false positive (FP), and false negative (FN). Cyberbullying tweets (i.e., offensive instances)
that are correctly classified as offensive are TPs, while ordinary tweets (i.e., non-offensive
instances) that are correctly classified as non-offensive TNs. Cyberbullying tweets that

https://www.kaggle.com/jell9265/streamlined-eda-cumulative-distribution-graphs
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are misclassified (i.e., classified as non-offensive) FNs, while non-offensive tweets that are
mistakenly classified as offensive instances are FPs.

The accuracy is calculated using the following equation:

accuracy =
tp + tn

t
(15)

where t is the total population t = tp + tn + f p + f n.
Accuracy measures the correct predictions of both the number of offensive tweets that

are correctly classified as offensive (i.e., TP) and the number of non-offensive tweets that
are correctly classified as non-offensive (i.e., TN) among the whole testing set.

The precision is presented to measure the number of correctly classified offensive
tweets among all the instances in the testing set that are classified as offensive either
correctly or mistakenly.

precision =
tp

tp + f p
(16)

The recall is introduced to measure the number of correctly classified offensive tweets
among all the offensive instances in the testing set.

recall =
tp

tp + f n
(17)

The F-measure or F-score is the harmonic mean of both recall and precision and is
calculated as in Equation (18):

f − score = 2 ∗ precision ∗ recall
precision + recall

(18)

Three sets of experiments are utilized to validate our proposed method in terms of
accuracy, as shown in Table 3.

Table 3. Accuracy using 55,788 tweets with different training-testing splits.

Training Testing Accuracy

75% 25% 87.99%
50% 50% 85.36%
30% 70% 82.78%
20% 80% 79.75%
10% 90% 78.23%

In the first experiment, the dataset is divided into 75% training and 25% testing. In
the second experiment, the dataset is split into halves (i.e., 50% training and 50% testing).
In the third experiment, the dataset is divided into 30% training and 70% testing. Then,
for 20% training and 80% testing, in the last experiment, the dataset is set to 10% training
and 90% testing. The accuracy is 87.99% when we split the dataset into 75% training and
25% testing, 85.36% when we split the dataset into 50% training and 50% testing, 82.78%
when we split the dataset into 30% training and 70% testing, 79.75% when we split the
dataset into 20% training and 80% testing, and 78.23% when we split the dataset into 10%
training and 90% testing. As the number of training samples decreases in the last set of
experiments, the performance of our method decreases as well.

To evaluate the performance of the proposed method in terms of accuracy, we compare
it with eight well-known machine learning algorithms (i.e., CNN, BiLSTM, transformer,
linear SVC, bagging, LR, RF, and ET) that achieved high accuracy in various natural
language processing tasks. We used tokenization as a preprocessing step with all of
these algorithms. The performance of our proposed method is better than the rest of the
algorithms when we divided the data into 75% training and 25% testing, as shown in
Table 4.
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Table 4. Comparison with different methods.

Method Accuracy

extra trees 65.62%
RF 69.29%
LR 54.27%

Bagging Classifier 68.30%
Linear SVC 50.33%

Transformer block 86.99%
CNN 87.28%

BiGRU 87.43%
Our method 87.99%

The accuracy of our method is 87.99%, which is better than the second-most accurate
algorithm (i.e., BiGRU) by approximately half a percent, better than the third- and fourth-
most accurate algorithms by approximately one percent, and better than the rest by a
good margin.

We also evaluated our method using four other metrics (i.e., precision, recall, F1-
score, and a confusion matrix). Our proposed method achieved good performance of 87%
precision, 85% recall, and 86% F-score when recognizing non-offensive instances, as shown
in Figure 5a. Our method yielded an outstanding performance of 89% precision, 90% recall,
and 89% F1-score when recognizing offensive instances. Figure 5b shows the confusion
matrix of our proposed method in which approximately 85% of non-offensive instances
are classified correctly (i.e., 5165 out of 6083 samples), while 90% of offensive instances are
classified correctly (i.e., 7061 out of 7864 samples).

PrecisionRecall F1-score

1 (7846)

0 (6101)

0.89 0.90 0.89

0.87 0.85 0.86

0.85

0.86

0.87

0.88

0.89

0.90

(a)

0 1
Predicted Class

0
1Ac

tu
al

 C
la

ss 5165 918

803 7061
1500

3000

4500

6000

(b)

Figure 5. The three measures (i.e., precision, recall, and F1-score) and the confusion matrix used
to evaluate our proposed method. (a) The evaluation metrics used to evaluate our method. (b) The
confusion matrix for the two classes.

7. Conclusions

Online social networks have become an important aspect of our daily routines due
to the provided ease of social interaction. However, the increase in antisocial behavior
such as hate speech, trolling, and cyberbullying in social networks such as Twitter and
the consequences that social media users encounter makes cyberbullying detection an
important topic to explore. This paper presents a new cyberbullying detection technique
using a combination of three deep learning architectures (i.e., a multichannel architecture
consisting of BiGRU, a transformer block, and CNN models). The proposed method is
evaluated using three famous cyberbullying datasets (i.e., we combined the three datasets
to have enough samples to train our model). The experimental results show the significance
of this method in classifying short messages (e.g., tweets). The proposed method achieved
good results compared to the state-of-the-art methods on the three datasets, achieving
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an accuracy of approximately 88% when the dataset was split into 75% training and
25% testing.

8. Future Work

In the future, we plan to apply our method to a larger dataset. We believe that by using
a larger dataset, the performance of our method can be enhanced. Deep learning algorithms
require large data sets in order to in order to perform advantageously. Furthermore, We
will try to enlarge the proposed framework by adding many channels. Increasing the
number of channels when using a large dataset could improve the performance of the
framework. A large dataset can also help to optimize the weights and other parameters
of deep and large neural networks. Furthermore, we will also plan to test our proposed
framework with tweets in different languages.
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