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Abstract: With the rapid development of the Internet of Things (IoT) in recent years, many IoT devices
use communication systems to transmit data. Data packets are inevitably at risk of tampering during
data transmission, which can lead to information errors and damage during communication. Since
IoT terminals are often operated under human supervision, it is essential to improve and ensure the
transmission of information, avoid data tampering, and ensure the accuracy of packet transmission.
This research successfully improves the message transmission method of IoT communication and
the communication model by combining it with blockchain architecture. Combining communication
protocols with blockchain serial connections eliminates the need to control operating and managing
processes. By replacing message transmission with coverage, the reliability of data transmission in
the IoT communication system is improved, and the flexibility of the data transmission process is
enhanced. Through practical verification through experimentation, the study successfully improved
the incapability of effectively constructing a cross-coded message transmission mode in the Message
Queuing Telemetry Transport (MQTT) communication protocol, removed a single layer of encryption
rule, and created an encryption mode capable of providing complex arrangement organization.

Keywords: Internet of Things (IoT); data transmission; blockchain architecture; communication
protocols; message transmission; encryption mode; MQTT

1. Introduction

Traditionally, Message Queuing Telemetry Transport (MQTT) has been the most widely
used communication protocol in IoT. Its purpose is to send and receive messages over a
narrow bandwidth and with low power consumption. Currently, information interaction
through the broker adopts the publish/subscribe method. The current process is to register
the model to reduce the conversion time of message processing. All subscribers or senders
are not encrypted by default after registration. When data are transmitted in the IoT device
endpoint, the publisher is activated to send a message to the broadcast station, and other
IoT nodes receive it by subscription. However, the MQTT protocol encrypted by TLS
(Transport Layer Security) on port 8883 needs to be improved. Messages are encrypted
in transit but require TLS credentials that are updated on the fly to ensure confidentiality.
In the conventional communication protocol, nodes uphold persistent connectivity with
the transmitting station, primarily executing the registration operation during connection
establishment. Notably, the payload of the packet remains unencrypted throughout the
communication process. Instead, the security measures especially entail TLS-based en-
crypted connections, alleviating potential confidentiality concerns. However, while TLS can
construct a secure transmission protocol in the same broadcast network environment [1],
there is no way to prevent other nodes in the same broadcast network environment from
exchanging data using the same security certificate. Therefore, the combination of MQTT
and TLS [2] must be improved for IoT to perform message management operations under
the same broker.
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Therefore, how do we set up a system under an exact broadcast communication
mechanism and ensure all the receivers can be under the exact broadcast communication
mechanism and still carry out distributed transmission based on different encryption keys?
Can we solve the grouping problem effectively, or is it a reliability mechanism on the
off-load? The Internet of Things (IoT) ecosystem includes numerous interconnected nodes.
In addition to facilitating data exchange between individual nodes, the research explores
the potential formation of distinct clusters, each housing specific nodes. To facilitate this,
multiple tags are used for grouping purposes. Tagging allows nodes to seamlessly join
or leave clusters without compromising the encrypted integrity of Lianxun messages
transmitted between individual nodes and the broadcast center. When the broker sends a
message to the subscriber, because the message itself is exchanged and transmitted through
the bound key, the unauthorized nodes cannot read and modify the data. This research
uses an innovative architecture to propose a message transmission method to improve
the communication security of the Internet of Things. Previous research has solved the
problem of packet message security, but our study adds a blockchain encryption method,
an innovative technological development. In the past, we reviewed relevant research
on the IoT data transmission process, which mainly focused on encrypting data during
the transmission process through TLS. Therefore, we found that if we can combine the
encryption of the blockchain through the broadcast method, converting the key into a
one-to-one and a pair-to-group method to encrypt the data transmission time, respectively,
it can improve this problem and solve the technical limitation, as long as the broker can
be registered to receive and decrypt broadcast packets. The information security issues
of cross-encoding messaging led us to initiate further research on this topic. In this study,
the background knowledge and relevant literature will be discussed in the Section 2, the
experimental environment design will be constructed in the Section 3, the data analysis and
discussion of the experimental results will be provided in the Section 4, and the research
conclusions and contributions will be described in the Section 5.

2. Reviewing Background and Related Work
2.1. MQTT IoT Communication

MQTT is a simple communication protocol that allows IoT end devices to communicate
by sending small data packets over the network. The minimum size of a message is as
small as 2 bytes of data. Using a relatively streamlined data transmission method, the loss
of power and network performance due to transmission can be reduced. The protocol has
the characteristics of a high degree of reliability and robust scalability and has been widely
used in a variety of IoT applications. Since MQTT is only a communication protocol, it is
not a universal protocol used for network packet transmission in current cloud computing
communications, such as HTTP/HTTPS/SSL. Therefore, if it can be integrated into an
integrated architecture for cloud services and message exchange, it will provide another
new way to exchange encryption keys.

The MQTT protocol was developed to facilitate communication between M2M ma-
chines on the Internet of Things communication system. Its purpose is to enable real-time
data transmission and handle the role of cloud computing in processing large amounts of
IoT data [3,4]. Mishra (2022) [5] examined the MQTT protocol and its relationship with
database and software development applications in Internet of Things communication
mechanisms. The study yielded positive results and highlighted MQTT as one of the most
used IoT protocol solutions. This research delves into the MQTT protocol and analyzes its
application in M2M and IoT systems. Through a comprehensive review and analysis of
existing literature, the author discussed the application cases, performance evaluation, and
possible future development directions of MQTT in various fields. At the same time, he
mainly discussed specific instances of MQTT usage in different industries and fields, prov-
ing that MQTT helps make a positive contribution to the Internet of Things. The lightweight
design of MQTT enables data exchange in plain text format, which may pose security risks.
The current MQTT protocol requires improvement in TLS protection, specifically in the
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encryption and decryption process. This may require additional computing resources and
other technologies and could cause communication delays. However, experimental results
from Paris (2023) [6] show that adding TLS to the encryption and decryption process can
enhance security. It is important to note that this comes at the cost of increased overall IoT
power consumption. This encryption mechanism may also increase the cost and technical
difficulties associated with establishing communication security.

Considering the lack of corresponding security protection measures in MQTT, on
Kadhim (2023) [7] believes that the security of IoT devices can be improved by cleverly
combining TLS and MQTT. However, computing performance may be affected when using
a combination of the lightweight MQTT protocol and the TLS protocol, especially for IoT
devices with limited resources [8]. When using TLS for encryption, the message must
be encrypted between the MQTT client and broker. It is protected before transmission
and provides higher protection when transmitted to the server, effectively preventing
unauthorized access. Integrating MQTT and TLS uses a protocol to protect the security
of network communications. Its main functions include encryption, authentication, and
data integrity protection. In MQTT, TLS is used to encrypt and protect the communication
content of the MQTT protocol to prevent sensitive data from being eavesdropped on or
tampered with by unauthorized parties. Its core functionality supports TLS by using
data integrity checking mechanisms to ensure that data have not been tampered with or
corrupted during communication.

When the client sends a request to the server, the server responds with a response
containing a status number and real-time data, because the technology used by traditional
HTTP is the request–response model. MQTT functions have been changed to a subscription
system. Although it uses the same TCP/IP structure as HTTP for data transfer, the main
change is that device endpoints must first specify a proxy to communicate with, which
acts as a bridge between publishers and subscribers. The most important feature of the
message exchange is that it defines three QoS (Quality of Service) conditions [9,10]. Among
them, QoS 0 is sent at most once, which does not guarantee that the message can be sent
successfully; QoS 1 is sent at least once, which guarantees the message can be sent out.
QoS 2 is transmitted once, and the message is divided into two parts during transmission
to ensure that the message can reach the receiving end, but it may also cause a higher delay.
Due to its characteristics of occupying less bandwidth, better power-saving performance,
and more extensive data transmission capacity, this technology is currently widely used on
the Internet of Things communication environment.

The MQTT architecture uses the Publish/Subscribe mode. So, we can allow multiple
publishers to publish messages for different topics. By subscribing to a theme, an attendee
can receive relevant notifications according to different themes. The intermediary conver-
sion tool, the broker, does not manage the encryption operations of each subscriber. It
only forwards the message to all subscribers who have subscribed to the topic, as shown
in Figure 1 above. A subscriber can receive different notifications by subscribing to other
topics and stop receiving messages related to a topic by unsubscribing.
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Therefore, from the above architecture, we expect to encounter the first technical
bottleneck: if different subscribers subscribe to the same topic, it means that the topic’s
message information can be stolen and monitored. If the subscribers themselves publish
messages on the same topic, this will cause the information that initially needed to be sent
to be duplicated and replaced. For this reason, even though MQTT provides TLS-encrypted
events, the MQTT client will use the TLS protocol to encode the message when multiple
subscribers/publishers subscribe to notifications on the same broker [11]. The architecture,
where the MQTT server will use TLS to decrypt the message and publish it to all clients
that have subscribed to the corresponding topic, is still insufficient to filter out subscribers
using the same topic to avoid legitimate monitoring of message sending and delivery.

2.2. IoT Agent Design

Edge computing nodes can perform effective computing and event measurement
operations through the management and control of related devices in IoT devices. In the
traditional IoT model, edge data can be collected on the node in real time through the
node’s leading core computing and data acquisition by computing elements [12]. Software
agents are designed to help process a node’s digital data: storage and analysis. However,
there are still some limitations in the data storage and analysis of the node data. In most
studies, the task of nodes is to transmit relevant digital information. Still, for data analysis
and subsequent event processing operations, related research by Chang (2023) [13] can
find that edge computing devices can perform event processing and compare number
signal values, reducing the technical difficulty of IoT power consumption and packet
transmission overload.

All nodes in this article are endpoints for discussing the Internet of Things, called
device sides. The software agent performs a blockchain-based critical exchange method to
perform encryption and decryption exchange on devices installed on the IoT endpoint, so
the agent serves the terminal application installed on the node.

Due to the weakness in the MQTT communication protocol, packets are tampered
with during the transmission process, and data messages are captured, resulting in security
vulnerabilities. Both the sender and the receiver have similar problems, so through the
agent system like the software middleware, we can perform message event management
before sending and receiving packets, and the agent will change the data content of digital
information for encryption and decryption, thereby reducing the technical difficulties of
message packets being interfered with and tampered with.

The design of IoT software agents has a vital role in assisting effective communication
and data exchange between IoT devices and platforms. An agent’s main functions include
protocol conversion, data format conversion, and security and authentication. Because
the IoT agent designed through software can convert protocols, it can understand and
process multiple communication protocols [14]. This feature enables different devices to
communicate seamlessly with the IoT platform, even using other communication protocols,
achieving device interoperability. In response to the heterogeneity of the obtained sensing
data, IoT agents can also convert data formats to ensure that data from different IoT devices
are presented in a unified design, which can assist in the management and data analysis of
the IoT platform [15]. Therefore, an IoT agent overcomes the challenges brought by the di-
versity of IoT devices and communication protocols and provides technical support for IoT
systems’ safe and efficient operation. Therefore, we use agents to build a secure conversion
event recording service. We use the same agent design to communicate cryptographically
verified device identification and authorization mechanisms to ensure that only authorized
devices can communicate with the IoT platform. This security design not only helps prevent
potential threats but also provides the stable operation of the IoT environment.

2.3. Real-Time Quality Control

There are two levels of work in IoT device communication; one is the transmission
task. In the case of a water valve switch in a factory, it is a digital signal that does not
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activate the water valve. When the device receives the start signal, it starts and closes the
water valve. The other is a data signal that continuously returns relevant sensor status
information through the network, such as the temperature generated by machine operation.
When transmitting digital data, the digital signals released by the publisher are actively
and continuously sent due to the characteristics of the MQTT communication protocol [16].
However, the physical data signals are continually sent back. Taking an intelligent factory
as an example, digital signal transmission in the Internet of Things will affect the automatic
production of the factory. When a fully automated sensing and control device must transmit
data accurately to avoid affecting operation and control results, we must design a more
secure data transmission method. The status of the production line, for example, the
switching status of the water valve, will affect the cooling progress of the production line
machine. We cannot let the machine stop production due to overheating. Therefore, the
quality of communication messages exchanged through the Internet of Things cannot be
subject to external tampering, which will affect the security and service quality of the
entire service [17]. To solve similar problems, we have developed a set of agent service
designs belonging to edge computing from Hsu’s previous research (2020) [18]. In this
study, to solve the problem of fixed-cycle backhaul patterns of endpoint devices in the
Internet of Things, an intelligent computing frequency detection algorithm was constructed
to calculate and evaluate the fixed-cycle detection information generated by the same node
using the backward algorithm. This method reduces the high network communication
cost caused by the devices using fixed-cycle backhaul. This method verifies the value
generated by the sensing device before the device endpoint returns the message, thereby
reducing error in the message return. Based on the agent’s assistance in monitoring the
data transmission of the Internet of Things, data errors can be reduced, and a monitoring
mechanism for service-quality assurance can be provided. From the research results, one
of the characteristics of edge computing is the ability to transmit information data based
on physical principles through digital transmission. However, when the error message
data are generated in this digital transmission mode, it is also sent back to the broker
simultaneously. A software agent will automatically connect the wrong work item event
due to an abnormality in the transmitted digital signal. Therefore, the agent’s verification
of the data generated by the packet will be a critical technical issue. It cannot just forward
the digital call; it must read and verify the digital signal and compare it with the data
received the previous time. We need to reduce the impact of erroneous message packets on
subsequent calculations and judgments.

Since the received message can be inspected and audited by the edge service agent, a
live interactive verification is performed each time the data are obtained [19]. The process
can improve the accuracy of the retrieved data. Each node performs the physical data
retrieval and sending. A data correctness check is carried out simultaneously with the
transmission. This method can effectively improve the problem of incorrect data, which
we are concerned about. However, after the data are corrected and checked by the edge
agent [19], the second issue that we need to be concerned about is how to exchange the
correct data with other data collectors or servers in an accurate way.

Based on the above considerations and the review of related literature, it is found
that the correctness of data processing is an essential technical issue in the service quality
monitoring of IoT [20]. When using service agent tools to support IoT service quality
monitoring and ensuring the convenience of packet delivery on the communication link, it
is also necessary to consider whether the data can be accurately delivered to the destination.
Since the current communication method of MQTT broadcast is mainly used to facilitate
data transmission, communication registration is used to perform simple operations to
authenticate the connection. In the broadcast packet, there is no framework for securing the
link to the package message. Based on IoT communication, broadcast is a continuous and
long-term information exchange, a relatively risky communication channel for managing
network security [8,21,22].
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Assuming that the packet is monitored for a long time, we can observe that when the
authentication of the broker connection is tested successfully, illegal numerical results that
change the signaling transmission can be sent [23]. Let us take the above example of the
water valve, when the temperature reaches 25 degrees Celsius. The IoT device will start the
water valve to lower the temperature of the machine. After the intrusion, the temperature
value received by the broker is illegally modified. Each datum is reduced by 5 degrees
when it is returned. Therefore, activating the water valve to cool down at 30 degrees will
result in a severe technical bottleneck and loss when the machine temperature reaches
its true temperature. Since traditional computers and smartphones can use VPN (Virtual
Private Network) mode to reduce possible data theft and tampering problems during data
transmission, IoT device endpoint technology does not yet have good communication
channel management that can reduce the obstacles to packet signal theft. Therefore, how to
effectively solve the security technology management of IoT data packet transmission is an
important issue.

2.4. Data Encryption Transmission Technology

As the TCP/IP transport layer provides reliable network transmission, packet encryp-
tion is not performed in the standard packet state [24]. This ensures that packets can be
checked quickly and easily, with the checksum only verifying whether the package is being
transmitted. If damage occurs during the process, inspection operations must be carried
out. Therefore, in the current network transmission process, we will use secure connection
operations such as SSH (Secure Shell Protocol), SSL (Secure Socket Layer), and other as-
sociated technologies to perform packet security encryption operations at the application
layer. In many network communication applications, a VPN is commonly used to provide
comprehensive channel encryption [25]. This system connects the data port at both ends
and uses encryption to prevent tampering and eavesdropping during the transmission
of information.

However, this method may encounter another challenge. For example, in Figure 2,
when the user enters the network in response to the connection, if the communication node
of the peer’s target is not directly connected to the VPN system, secure communication
encryption can be performed through commercially available secure connection channels.
However, there is still an information security risk because the data port is the correspond-
ing network port of the VPN. The main concern is that in the environment corresponding
to the VPN connection port, the original network packets are not converted and encrypted
for secure communication, and the data remain in clear text. It is still possible to extract
clear text information using basic tools such as Wireshark.

Appl. Sci. 2024, 14, x FOR PEER REVIEW 7 of 17 
 

 

 

Figure 2. Vulnerabilities in using VPN to encrypt communications. 

To effectively address security issues in communication, one can use the application 

layer system model design. This design involves the sender and receiver performing en-

cryption and decryption simultaneously in the communication channel environment. In-

formation -hiding operations are established before the data are transmitted, and the data 

are obtained through software. After the agent identifies the data, they are transferred to 

the secure encryption operation service. This study utilizes the technical characteristics of 

blockchain to merge information with the blockchain’s channel operation. The software 

agent synchronizes the block keys of cluster nodes in different regions and establishes the 

cluster’s encrypted channel service. When the IoT sensing device sends and transmits the 

obtained data, the information is encrypted to complete the data conversion. Unauthor-

ized parties cannot tamper with or distribute the data. Since the key is converted, a secure 

and dependable information conversion service is constructed. 

2.5. Blockchain Technology Improves Security by Recording Events 

During the data transmission stage, preventing tampering with data message packets 

and causing data changes is a dilemma. Blockchain technology solves this problem by 

having each node in the application network keep a digital ledger containing a list of all 

transactions performed on the web [27]. Public and private key pairing is used to ensure 

security. When executing a blockchain transaction, it is recorded as a ledger update. The 

transaction is encrypted using a unique private key, a digital signature. This means that 

no node can tamper with transaction data without invalidating its digital signature, 

thereby rendering the original transaction invalid [28,29]. Therefore, when exchanging IoT 

data through MQTT, data tampering can be avoided by signing the data using the data 

encryption feature of block training. If different essential processing can be included for 

various nodes in the vital part, each node can update the critical management with other 

nodes through the subscription mechanism. This can eliminate the technical bottleneck 

caused by standard keys. Since each node has a public key shared with all other nodes, 

this solves the problem. When a node receives a ledger update message from another 

node, it verifies it using the public key corresponding to the initiating node. If the ledger 

has not been tampered with, the verification is successful, and the node updates its catalog 

copy. This ensures that every transaction is propagated through the blockchain network 

and becomes part of the ledger stored at each network node. 

The main objective of blockchain technology is to utilize smart contracts to establish 

secure communication channels and record events, thereby addressing security and pri-

vacy concerns that arise from decentralized data exchange. This technology can offer im-

mutable distributed data when stored, making it highly suitable for safeguarding critical 

data. The research considers that when using MQTT’s broadcast characteristics, any IoT 

device must authenticate the connection with the broadcast center to ensure that the sub-

scriber and sender have synchronized data information. This allows for the integration of 

Figure 2. Vulnerabilities in using VPN to encrypt communications.

To effectively address security issues in communication, one can use the application
layer system model design. This design involves the sender and receiver performing
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encryption and decryption simultaneously in the communication channel environment.
Information-hiding operations are established before the data are transmitted, and the data
are obtained through software. After the agent identifies the data, they are transferred to
the secure encryption operation service. This study utilizes the technical characteristics of
blockchain to merge information with the blockchain’s channel operation. The software
agent synchronizes the block keys of cluster nodes in different regions and establishes the
cluster’s encrypted channel service. When the IoT sensing device sends and transmits the
obtained data, the information is encrypted to complete the data conversion. Unauthorized
parties cannot tamper with or distribute the data. Since the key is converted, a secure and
dependable information conversion service is constructed.

2.5. Blockchain Technology Improves Security by Recording Events

During the data transmission stage, preventing tampering with data message packets
and causing data changes is a dilemma. Blockchain technology solves this problem by
having each node in the application network keep a digital ledger containing a list of
all transactions performed on the web [26]. Public and private key pairing is used to
ensure security. When executing a blockchain transaction, it is recorded as a ledger update.
The transaction is encrypted using a unique private key, a digital signature. This means
that no node can tamper with transaction data without invalidating its digital signature,
thereby rendering the original transaction invalid [27,28]. Therefore, when exchanging IoT
data through MQTT, data tampering can be avoided by signing the data using the data
encryption feature of block training. If different essential processing can be included for
various nodes in the vital part, each node can update the critical management with other
nodes through the subscription mechanism. This can eliminate the technical bottleneck
caused by standard keys. Since each node has a public key shared with all other nodes, this
solves the problem. When a node receives a ledger update message from another node,
it verifies it using the public key corresponding to the initiating node. If the ledger has
not been tampered with, the verification is successful, and the node updates its catalog
copy. This ensures that every transaction is propagated through the blockchain network
and becomes part of the ledger stored at each network node.

The main objective of blockchain technology is to utilize smart contracts to establish
secure communication channels and record events, thereby addressing security and privacy
concerns that arise from decentralized data exchange. This technology can offer immutable
distributed data when stored, making it highly suitable for safeguarding critical data. The
research considers that when using MQTT’s broadcast characteristics, any IoT device must
authenticate the connection with the broadcast center to ensure that the subscriber and
sender have synchronized data information. This allows for the integration of data before
exchanging it. The application of blockchain technology builds a secure communication
encryption framework. The blockchain security agent integrates edge computing into a
fast encryption framework to perform group operations. This strengthens the security of
large-scale data transmission and storage under the Internet of Things.

3. Experimental Structure and Description

It is necessary to design a solution to address the transformation of communication
information data systems due to the current practical limitations of network communi-
cation technology. In our research, we have developed a novel framework that includes
a blockchain security agent service model. This model implements encrypted message
conversion at the application layer level through an agent, ensuring that all data expected
to be transmitted by the sensing device undergo the necessary critical conversion process.
Therefore, we redesigned a communication encryption application model based on the
upper layer of TCP/IP to improve the security and performance of the overall system. This
research applies a blockchain security agent service model to handle the conversion of
communication information, ensuring data integrity and confidentiality. Through agent
intervention, we can achieve a higher standard of security. When dealing with sensitive
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data, it is essential to avoid multiple reads or tampering, as this may affect the accuracy
of the data. In addition, we have designed an approach that can be applied in different
network environments, including blockchain methods with additional permissions. Smart
contracts record the status and process information of all key exchanges.

In this study, the communication mechanism of the Internet of Things (IoT) system
is thoroughly investigated in the connection environment of the communication layer.
The primary mechanism mainly depends on the broker, which facilitates the services of
registering and subscribing. Once all the edge nodes are registered, by subscribing to the
same topic they can access the various data information provided by the endpoints of
different devices. A notable feature of this mechanism is that when a node sends a message,
all the subscribers will receive the same content information simultaneously.

We have redesigned the critical exchange model based on a standard communication
architecture to address security concerns. Each node is responsible for creating its own
public and private keys, emphasizing active key management, and preventing data leakage
through unauthorized connections. In addition, we assume that each IoT device has
registered with the Certificate Authority (CA) server and obtained its key. Public critical
information is broadcasted to all nodes using the MQTT protocol.

This process ensures the security of the key. It also establishes a reliable and secure
channel for node communication. The public key-based communication encryption mode
helps protect the integrity and confidentiality of data, which further enhances the overall
security of the system. In this study, we focus on the security issues at the communication
level of the Internet of Things, and the design plan is as follows in Figure 3.
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In this study, we changed the system design. We no longer relied solely on MQTT to
register hardware devices but instead subscribed the hardware devices to the communica-
tion intermediary environment. Therefore, we will distribute the keys required by all nodes
with the broadcast environment instead of just registering through a single MQTT channel.
In our research, we handle key delivery and message delivery separately. We only provide
subscriptions for specific topics (such as key-type notes) when subscribing to messages.
Before communication between endpoints, keys will be exchanged, and pre-deployment
will be completed before contact. The design of this offload operation ensures the security
of communication and the correct transmission of keys between endpoints. This is a more
effective and secure communication mechanism.

According to our design architecture in Figure 3, the packets of the key will first
pass through the red-dotted radio operation. We assume that node A generates a pair of
public and private keys and broadcasts the public key. However, the public key cannot be
successfully retrieved in the case of node D, a non-gold participant.
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To enhance non-one-way transmission, we added an encryption key to node B, en-
abling node D to subscribe to our experimental architecture. According to the certification
plan of the key, the public key that provides service vouchers supports different subscribers
to synchronize with the corresponding node.

Based on our plan, we designed procedures for the experiment to ensure reliable
information transmission during communication:

(1) Establish MQTT communication rules between IoT devices and applications and set
up an MQTT broadcast agent to handle releasing and subscribing messages.

(2) Write a smart contract to process data sent by MQTT devices and verify its effective-
ness before writing it to the blockchain.

(3) Configure communication between the MQTT nodes. To connect the MQTT client to
the MQTT agent and publish data on the Internet of Things device, ensure that the
node side can format data into the required format for smart contracts.

(4) To complete the interactive transmission of the key, combine it with the blockchain.
The MQTT client must be capable of sending data to the blockchain smart contract.

4. Results

In the simulation dataflow design, as shown in Figure 4, the communication process
commenced with an attempt to transmit a message through the Raspberry Pi 4 (Wales, UK),
intending to relay an IoT message to a specific node. Upon the node’s reception of the
message, all nodes that had subscribed to the same topic were notified. The blue-dotted
line in the illustration symbolizes the data processing sequence. Given that MQTT operates
by subscribing through a shared theme, the message is dispatched to nodes subscribed to
the topic, such as nodes B, C, and D. Upon the message’s arrival, it becomes apparent that
only node C possesses the key assigned by node A.
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Consequently, nodes B and D cannot access the corresponding key, rendering the
message unreadable and unidentifiable to these nodes. This mechanism ensures that data
privacy is maintained, and only authorized nodes with the requisite key can interpret the
transmitted messages, enhancing the overall security of the communication process.

The experiment began by setting up a Certification Authority (CA) system that auto-
matically generates golden keys. Once a key had been generated for each node, it was sent
to the MQTT broker along with the subscription topic and the submission of the key.

The four edge devices, 1111, 1112, 1113, and 1114, in Figure 5, were created by simula-
tion. An MQTT broker server was also established to facilitate connection registration for
these four nodes. The broker provided a preview, as shown in Figure 4. Four nodes suc-
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cessfully synchronized their connections, ensuring the effective generation and distribution
of keys and successful connections between nodes and broker.
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To maintain certificate consistency, all node codes implement a CA certificate gener-
ator. This tool simultaneously generates a public and private key, as shown in Figure 5.
When sending a message from node 1111, nodes 1112 and 1113 receive the MQTT mes-
sage simultaneously. However, since 1112 has the public key of 1111, it can analyze the
information, while 1113 cannot, due to encryption. The system’s intelligent contract screen-
shot in Figure 6 shows that nodes 1111 to 1114 automatically generate the CA voucher
and broadcast the public key voucher. Each node encrypts the message using its private
key. For instance, using blockchain technology, node 1112 generates an event record of its
location and private key for intelligent contracts. With our designed architecture, we can
guarantee the accurate generation and distribution of vouchers while ensuring safe and
reliable communication between nodes and smart contracts.
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We can observe that after the node automatically generates the encryption key, it
transmits it back to the broker through MQTT while the broker is registered. Figure 6
shows the result of the broker receiving the key returned from different nodes in red. The
box shows four other nodes generating keys to complete the backhaul operation.

We will explain the communication certificate generated by node 2. When the node
opens the connection, the system immediately generates the blockchain intelligent contract
number and public key information, as shown in Figure 7, No. 1. We send the message
to the broker by the agent. The delivery format information is (number/key), and the
node simultaneously generates the corresponding private key. Like No. 2, the data are
automatically encrypted during data transmission.
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In the experiment, we automatically encrypt the file to verify whether the key reaches
the MQTT message exchange state. We follow the architectural environment of Figure 5.
When node 1111 broadcasts the data to the broker, and if 1112 and 1113 register and
subscribe at the same time for the same topic, the message sent by 1111 will be obtained by
two nodes, 1112 and 1113. Since our domain first divides the group to obtain the key, node
1112 has the public key of 1111, while 1113 does not have the public key of 1111. After the
message is sent, the experimental results are shown in Figure 8. Node 1112 can parse the
encrypted subscription message sent, but 1113 cannot parse and parse out the incorrect
authentication information that failed to decrypt.
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Figure 8. Status results for encrypted subscriptions.

To experiment with the idea that group key exchange can enable key exchange, we
set 1112 and 1113 as the same group. We adjusted the configuration settings. We reset
the topic through the broker, exchanged the 1111 key message to the 1113 node, and
constructed the build. As shown in Figure 9 below, the provided node 1113 has both 1111
and 1114 encryption keys. The results in Figure 10 show that node 1113, shown on the
right, can successfully read the encrypted message frame information after the message
is re-sent.

As shown in Figure 11, the study examined the state of information exchange in
the experiment using blockchain contract data 1113. In the architecture environment
shown in Figure 9, the third node of 1113 contains both hsu0001 and hsu0002 groups in
the subscription public key obtained through grouping. This allows 1113 to exchange
data across groups between 1111 and 1114 and record the key exchange event in the
blockchain contract.
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Figure 10. Update subscription group message delivery results.

The study utilized a broker to verify message exchange. Within the broker system,
the core system successfully established a group operation. Nodes 1112 and 1113 are sub-
scribed to the same hsu0001 topic group. When node 1111 sends a message to the hsu0001
topic, nodes 1112 and 1113 can complete the task of decrypted reading. It is assumed
that the hsu0002 group exists, and only authorized users in group 1113 have decryption
capabilities. Although other subscribers can subscribe to the topic, they cannot access the
data information because they are not part of the object group. Refer to Figure 12. Based
on our experimental encrypted message transmission results, the encrypted broadcast
topic ‘hsu0001’ sent by 1111 had two nodes complete synchronous registration, while the
encrypted broadcast topic ‘hsu0002’ sent by 1114 underwent synchronous registration
only by 1113. Thus, if the service process sends messages from 1114, only nodes 1113 and
1114 can communicate, while nodes 1111 and 1112 cannot receive them. This is illustrated
in Figure 13 of the experimental results.
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Figure 13. The reverse packet 1112 sent by 1114 could not be read.

The Wireshark network package analysis tool is utilized to inspect packets. Duplicate
packets are automatically converted to encryption technology by the message agent based
on the blockchain proposed by our research. When any message is captured through the
network, the dataset bits of the packet can be observed. Security has been enhanced. In
Figure 14A, it can be observed that the data field information of the TCP/IP packet is
encrypted and cannot be parsed. In contrast, Figure 14B shows that when using MQTT for
data exchange, the generated message information can be easily interpreted.
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5. Discussion

The Internet of Things system adopts a registration mode for the communication
protocol. This allows different IoT devices to subscribe to each other and share message
tasks, such as power and water valve switches. However, issues may arise when only
the subscription task is performed. During the transmission, agents or subscribers may
record and monitor data packets due to the TCP/IP-based transmission operation. This
can lead to information security issues, such as hackers impersonating nodes to perform
publishing operations and invade the system, which can further damage the stability of the
IoT system.

Our study assigned different subscribers to the group that created the topic. Even
though non-authorized subscribers can complete the subscription through MQTT, the
retrieved data information remains uninterpretable because the non-publisher has granted
the right to the public key. The experimental verification results show that when the
connection is forcibly obtained, the data cannot be effectively interpreted and used, as
shown in Figures 8 and 13.

During our research, we examined the material format obtained by the broker and
the subscriber. We discovered that the subscribed contract address and key format can
be recorded through the contract formulation of the blockchain. However, other nodes
cannot obtain the publisher’s private key, ensuring security and preventing denial. At the
same time, the private key-generated information is also bound to the contract address.
Therefore, nodes in the group that obtain subscription information can only access the
public key through group subscription. Decrypting the data packets retrieved by itself
provides a secure method for exchanging communication data packets at the network
transport layer.

6. Conclusions

This study establishes data key exchange rules using blockchain data transfer record
logs. These rules construct data information under the Internet of Things communication
mode into a multi-communication topic subscription channel, allowing for data exchange
through different channels. Data encryption technology ensures non-repudiation and
makes it difficult to tamper with the rules.

As a contribution to our research, we propose a secure IoT communication model
that can prevent illegal acquisition and control of related service status during network
data exchange. Our model was tested through interactive experiments, which confirmed
that data cannot be obtained or controlled through any encrypted channel technology
other than blockchain. The research findings indicate that messages sent by different
MQTTs were successfully encrypted and decrypted using a mechanism that employs public
and private keys. The MQTT channels can also be parsed directly by targeting the same
subscription topic. This research establishes rules to improve the accuracy and reliability of
data collection and prevent unauthorized access to information transmitted by the Internet
of Things.

We initially limit the number of allocated nodes to propose an innovative commu-
nication encryption operation. This is to prevent excessive subscription rules that could
reduce the effectiveness of data encryption and decryption. In the study, we tested and
established experimental regulations based on the simulation of four unit nodes. We suc-
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cessfully cross-encrypted messages of different subscription topics, avoiding any data loss.
In future experiments, we will design a performance test plan for multi-node data frame
encryption and decryption to monitor the processing performance of relevant hardware.
We will also include the calculation performance of communication channel encryption in
subsequent research.
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