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Abstract: Accounting information systems (AISs), the core module of any enterprise resource plan-

ning (ERP) system, are usually designed as centralised systems. Nowadays, the continuous devel-

opment and applications of blockchain, or more broadly—distributed ledger technology (DLT), can 

change the architecture, overcome and improve some limitations of centralised systems, most nota-

bly security and privacy. An increasing number of authors are suggesting the application of block-

chain technologies in management, accounting and ERPs. This paper aims to examine the emerging 

literature on this field, and an immediate result is that blockchain applications can have significant 

benefits. The paper’s innovative contribution and considerable objective are to examine if block-

chain can be successfully integrated with AIS and ERPs. We find that blockchain can facilitate inte-

gration at multiple levels and better serve various purposes as auditing compliance. To demonstrate 

that, we analyse e-procurement systems and operations using case study research methodology. 

The findings suggest that DLT, decentralised finance (DeFI), and financial technology (FinTech) 

applications can facilitate integrating AISs and ERP systems and yield significant benefits for effi-

ciency, productivity and security. 

Keywords: accounting information systems; triple entry accounting; blockchain accounting; ERP; 

e-procurement; information systems design; triple entry bookkeeping; e-business systems; FinTech; 

financial technology 

 

1. Introduction 

In this article, three domains are analysed: (a) enterprise resource planning, (b) ac-

counting information systems and (c) e-procurement. The original approach is set to de-

sign a feasible path for their integration to benefit businesses, managers, and governance 

in general. While numerous other researches have focused only on theoretical aspects or 

on each element independently [1–3], this is the first research that attempts the application 

of a generalised e-Procurement system through the exploitation of the ERP systems and 

their core AIS functions by suggesting the introduction of an additional functional mod-

ule in one of the most widespread business solutions, SAP. 

Enterprise resource planning (ERP) refers to “a type of software that organisations 

use to manage business activities, such as accounting, procurement, project management, 

risk and compliance management, and supply chain operations. A complete ERP suite 

also includes enterprise performance management, Software that helps plan, budget, pre-

dict and report on an organisation’s financial results” [4]. Accounting information sys-

tems (AISs) involve collecting, storing, and processing financial and accounting data used 

by internal users to report information to investors, creditors, and tax authorities [5]. AISs 

are generally computer-based methods for tracking accounting activity in conjunction 
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with information technology resources. An AIS combines traditional accounting practices, 

such as generally accepted accounting principles (GAAP), with modern information tech-

nology resources [6]. 

AIS design and analysis are challenging [7–10]. ERPs are even more complex since 

they need to integrate many business applications to serve multiple needs [11,12]. In ad-

dition, AISs are usually implemented before any other business application since they en-

sure mandatory regulations compliance (i.e., bookkeeping and financial statements dis-

closure) [13]. AISs (even when cloud-based) currently in use by all the companies are de-

signed as centralised systems [14–16] to ensure security principles as confidentiality 

[17,18], controllability (direct access and liberate chain of command) [19] and cost-effec-

tiveness [20,21]. Moreover, all other business applications are built in the ERPs around the 

AISs to gather and provide (input or output) data for further analyses, consistent with the 

accounting results [13,22,23]. 

Blockchain and distributed ledger are the technologies that enable the Internet of 

value, which is based on five “ingredients”: network, algorithms, distributed ledger, 

transfers and assets. There is still a lot of confusion as to what the terms blockchain and 

distributed ledger mean. Distributed ledger technologies (DLTs), like blockchain, primar-

ily aim to ensure trust, transparency and accountability (traceability), automation (smart 

contracts), and immutability [24–26]. DLTs can provide additional levels of security, ac-

countability and others. Many authors support the co-existence of AIS and blockchain [27–

30]. However, there is not much literature on a specific application to justify this hypoth-

esis. Furthermore, even though ERP vendors have started many blockchain projects (i.e., 

SAP Leonardo Blockchain) [31,32], there is still limited theoretical applications. 

A novel (and significant) contribution is provided by analysing the case of e-procure-

ment regarding blockchain applications and integration with AIS and ERP to fill this gap 

in the literature. E-procurement identifies how private companies and public administra-

tions purchase goods and services from suppliers through the Internet [33–38]. The term 

e-procurement means all systems that—thanks to a set of rules and procedures that in-

clude various types of software and information technology—allow the procurement of 

goods and services through the Internet. The e-procurement systems—used between com-

panies (B2B commerce), between companies and individuals (B2C) or between companies 

and public institutions (G2B)—move online purchasing processes, drastically reducing 

the waste of time and resources typical of operations manuals [39]. The advantages of e-

procurement are as follows: less waste, fewer costs, more efficiency. E-procurement 

promptly responded to the increasingly stringent demand for digitisation and innovation, 

structuring an online system to transparently manage tenders, awards and management 

control throughout the procurement phase. Thanks to the suppliers’ register, in fact, the 

purchasing departments of private companies and public administrations now can better 

manage the award of goods, services or contracts. Furthermore, the integration of the e-

Procurement platforms with the management systems of the purchasing companies, the 

so-called “ERP” or enterprise resource planning, is crucial, so that, in addition to optimal 

administrative management, everyone in the company can access in time real to availa-

bility or orders in process. 

In that sense, e-procurement is one of the most frequent and essential functions for 

enterprises, governments, and other organisations. When e-procurement platforms are ef-

fectively implemented, there are most efficient operations since the suppliers submit their 

application for registration with the online suppliers register and communicate directly 

on the platform [40,41]. E-procurement promptly responded to the increasing demand for 

digitisation and innovation, structuring an online system to transparently manage ten-

ders, awards and management control throughout the procurement phase [42–44]. Be-

cause of the suppliers’ registers, the purchasing departments of private companies and 

public administrations can better manage the award of goods, services, or contracts. 

This paper finds support for blockchain applications in ERP and AIS. Furthermore, 

integrating the e-procurement platforms with the AIS and ERP systems of the purchasing 
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companies can benefit better management, security, efficiency and productivity. Systems 

and operations can be accessed in time real to manage the availability or orders in the 

process [45–47] and increase efficiency. The e-procurement software platforms have been 

developed and can have many forms and provide much flexibility and associated benefits 

(cost control, various operations, etc.) for organisations [48,49]. Finally, multi-user access 

allows the use of the platform simultaneously by buyers and suppliers, resulting in im-

proved productivity. The verification of the identities is generally certified by a qualified 

digital signature system [50,51] and other blockchain applications, and thus, it can en-

hance security and privacy. 

2. Literature Review and Related Work 

This section provides a brief literature review that is the paper’s main contribution 

and assists in examining some fundamental concepts and facilitating the analysis. It 

should be emphasised that the blockchain analysis focuses on accounting and finance, 

which is the main topic and common denominator of ERP, AIS and e-procurement. How-

ever, we also discuss some potential applications in the ERP context, but we do not expand 

on other general blockchain applications in business. 

2.1. Accounting, AIS and ERP and DLT 

The accounting process (Figure 1) is an essential part of any business, principally 

because enforced by law worldwide. All companies are required to prepare and keep the 

books and accounting records required by civil, fiscal, corporate and labour regulations 

[34]. The accounting books that companies must keep vary according to the type and size 

of the business. The mandatory records and accounting books are those documents that 

the legislation requires to draw up and support to: (a) represent and demonstrate the in-

dividual business documents, both from a quantitative and monetary point of view; (b) 

allow a clear and truthful representation of the company’s equity, financial and economic 

situation [52]. The correct preparation and conservation of accounting books is an indis-

pensable element for any company. In this sense, all companies are required to keep: (a) 

the journal, that is, the book in which all management operations are recorded in chrono-

logical order (purchases, sales, collections, payments, etc.); (b) the ledger, relating to all 

the ledger accounts that are used during the accounting entry operations [34]. 

 

Figure 1. The Accounting Process. 

It also ensures the measurement of the business financial results. Therefore, under-

standing and matching the accounting needs is vital to avoid compromising the company 

reputation, going concern, and stakeholders’ trust [12,53]. 

Any transaction that the company performs with external entities should be recorded 

in the bookkeeping system (FI module) as an invoice (expenses or revenues), a payment, 

a payable, or a receivable, and further processed for other internal purposes (i.e., inven-

tory management, quality, production, logistics) [54,55]. Therefore, a direct link between 

the AIS modules and other ERP modules can be demonstrated. For example, the same 

transaction, let us assume a purchase, affects the general ledger and general journal ac-

counting books in the administration department and other departments like production, 
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quality, supply chain, logistics, sales, marketing, and so forth. Given the potentially sig-

nificant benefits in auditing and accountability, some attempts have been made to imple-

ment blockchain-based accounting systems. Nevertheless, the literature is not much de-

veloped, especially concerning theoretical applications (i.e., e-procurement etc.). Further-

more, given the importance of a fair financial disclosure, directly related to the public trust 

in the financial markets, standardisation in accounting is ensured by very detailed regu-

lations, laws, accounting standards (i.e., IAS/IFRS, US GAAP), XBRL taxonomies [56,57]. 

A notable example is e-invoices (which are rapidly replacing paper-invoices world-

wide). However, despite the countless advantages they generate, only the enforcement of 

national (local) revenue agencies and governments led to their universal use in B2B, B2G, 

and B2C transactions [58–60]. Therefore, the expectations can be similar for implement 

blockchain-integrated accounting information systems. Thus, revenue agencies and pub-

lic authorities policies and regulations should be considered essential in the design and 

enforcement of shared, public, permissioned distributed ledger platforms. The ERP ven-

dors should follow and adjust their systems to make them compliant with the public 

blockchain platform. 

2.2. Blockchain 

Blockchain technologies are included in the broader family of distributed ledger tech-

nologies to which they add some features typical of other technologies and solutions. Dis-

tributed ledger technologies (DLTs) are systems based on a distributed ledger, i.e., sys-

tems in which all nodes of a network have the duplicate copy of a database that can be 

read and modified independently by the individual nodes. Suppose all the nodes that own 

a copy of the database can consult it in the so-called distributed database but have to go 

through a central body (or more validators) to modify the data. In that case, the distributed 

ledger systems change the register are regulated through consent. These algorithms make 

it possible to reach a consensus between the various ledger versions, although they are 

updated independently by the network participants. In addition to the consensus algo-

rithms, to maintain the security and immutability of the register, distributed ledger and 

blockchain also make extensive use of cryptography [32]. 

Precisely due to the particularity and relevance of how the network updates the 

ledger, the fundamental characteristics that distinguish the various distributed ledger sys-

tems are three: (a) type of network; (b) consent mechanism; and (c) register structure. The 

more adequately called blockchain solutions, those inspired by the Bitcoin platform, add 

two more features that are not necessarily found in distributed ledger systems: (d) trans-

fers; and (e) assets [32]. 

Based on the type of network, a distinction is made between systems: (a) permis-

sioned—networks in which to access one must register and identify oneself and therefore 

be authorised by a central body or by the network itself; (b) permissionless—networks 

that anyone can access without permission. In permissioned systems, the consent mecha-

nism is more straightforward. When a node proposes to add a transaction, its validity is 

checked, and a majority vote is taken on whether to add it to the ledger. In permissionless 

systems, on the other hand, the consent mechanisms are more complex (based, for exam-

ple, proof of work or proof of stake) to prevent a malicious person from creating numer-

ous fictitious identities and influencing the registry modification process [61]. 

Another feature of distributed ledger systems is the ledger structure [62]. Blockchain 

solutions are those in which the ledger is structured as a chain of blocks containing mul-

tiple transactions. The blocks are linked together via cryptography (such as in Bitcoin or 

Ethereum platforms). There are also solutions in which the register is formed by Tangle, 

i.e., where the transactions are processed in parallel (for example, IOTA—

https://www.iota.org accessed on 23 July 2021) or still other cases in which the record is 

formed by a chain of transactions (for example, Ripple—https://ripple.com accessed on 23 

July 2021). Blockchain systems generally allow you to make transfers or, more generally, 

transactions. These transfers can be simple or more advanced depending on the level of 
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programmability allowed by the platform. For example, the Ethereum platform will ena-

ble the management of smart contracts that facilitate arbitrarily complex transfers. Finally, 

the last feature of blockchain systems is that there is a unique asset to be transferred which 

can be a cryptocurrency or a token. This asset can be natively digital or physical with a 

digital consideration. Internet of things technologies can help match physical and digital 

assets [32]. 

The blockchain can be considered a digital register whose transactions are grouped into 

blocks, linked in chronological order, and cryptography guarantees its integrity [32]. The 

current size of blockchain networks is still limited but destined to grow over time. Therefore, 

the blockchain is comparable to a distributed database managed by a network of nodes 

(computers), each of which has a private copy containing identical information. Generally, 

the involved nodes do not know each other’s identity. A shared protocol allows new blocks 

to be added to the “chain” to ensure consistency between the various copies. Each time a 

new block is approved-chained (consent), all nodes update their private copy. This structure 

ensures that no manipulation, modification or deletion of data is possible [63]. 

The blockchain is, therefore, a decentralised system. Figure 2 below graphically dis-

plays three different system structures [64]. 

 

Figure 2. Centralised vs. Decentralised vs. Distributed Networks. 

Centralised and decentralised networks refer to the level of control of the system. In 

a centralised system, the control is performed by a single entity (person, company, insti-

tution). There is no single control entity in a decentralised system, but control is divided 

among many independent entities. The distributed network refers to the different loca-

tions. Within a non-distributed system, all its components are located within the same 

physical place. In a distributed system, part of the system is located in several separate 

locations [65]. 

2.3. Blockchain Applications in Business Areas Other Than Accounting 

Blockchain implementation has been discussed in particular regarding supply chains 

to ensure transparency, traceability and accountability. Related modules like QM—qual-

ity management, SRM—supply relationship management, and SCM—supply chain man-

agement can undoubtedly become part of (or integrated with) public, permissioned dis-

tributed IT system architectures [66–68]. 

Various applications could be designed for all the other ERP Modules if private 

blockchain systems are considered, potentially replacing the centralised data warehouse-

based systems. Blockchain is becoming popular thanks to cryptocurrencies and related 

payment systems based on the concept of blockchain. A peer to peer exchange network in 

which there is no central authority that validates and records transactions. The differences 

with the current payment system immediately emerge decentralisation, low transaction 

costs, and total anonymity [69]. Performing transactions with cryptocurrencies will re-
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quire specific management within an organisation that range from the exchange rate con-

stant monitoring (given their volatility) to safe encrypted storage of the cryptocurrency 

itself. 

Among the implementation projects that can currently be identified for blockchain 

and distributed ledger technologies in the business environment, four main categories can 

be listed, depending on their objective: exchange of value [70], verifiability of data [71], 

coordination of data [72], and implementation of reliable processes [73]. 

Exchange of value. These applications exploit crypto-assets enabled by blockchain 

platforms to exchange money or other precious assets safely and disintermediated. These 

tools can be used to make the exchanges of value between different players more efficient 

by reducing or eliminating the need for intermediaries [70]. 

1. Verifiability of data: Applications in this category use the properties of immutability 

and transparency of blockchain technology by recording some characteristics of data 

or documents on it. These are visible and verifiable by other ecosystem players or 

third parties. Among these projects, there are applications commonly known as “no-

tarisation”. For example, a document is timestamped to make verifiable the date of 

creation and the fact that it has not been modified over time. Many projects of this 

type have been developed in agrifood to offer more significant guarantees to the final 

consumer on the traceability of products [71]. 

2. Data coordination: Most of the use cases implement blockchain and distributed 

ledger technologies in data sharing processes, not only by notarising information but 

also by exploiting smart contracts to bring data exchange on-chain, allowing more 

effective coordination and efficiency between the different actors. These applications 

are developed mainly to reconcile information maintained by other actors, avoiding 

the emergence of divergences and conflicts. In these projects, blockchain often re-

places the role of intermediaries [72]. 

3. The realisation of reliable processes. This is the category in which the most ambitious 

projects fall, aiming to run entire business processes on blockchain to ensure that 

every step is verifiable. In these projects, the business process is coded through smart 

contracts using a blockchain platform. It is also clearly the most complex and chal-

lenging application scenario to be implemented [73]. 

3. Methods 

After providing the necessary theoretical framework of AIS and blockchain, this ar-

ticle focuses on a specific practical application based on e-procurement. The theoretical 

framework is examined using the literature review methodology. The literature review 

attempts to analyse blockchain technologies but mainly through the accounting and man-

agement lenses. This has specific limitations that are presented below. Nevertheless, there 

is emerging literature on blockchain applications in accounting and related management 

applications [32]. In that sense, a central contribution is the literature review of such ap-

plications in the context of ERP and AIS [74]. 

Another fundamental method is case study analysis. We analyse the case study of e-

procurement. We have justified why e-procurement is an essential module in ERP systems 

since it is frequently used for numerous operations. Compared to the rest of ERP modules 

and processes, e-procurement has a significant methodological advantage and broad ap-

plicability. In that sense, examining the hypothesis that e-procurement can facilitate block-

chain and, consequently, integrating ERP, AIS (and other systems) can be much easier to 

gain support because of its wide range of applications concerning other procedures and 

operations. This also assists in the validation validation. The suggested framework, which 

integrates the various systems, has been validated through this case study that mapped 

the current SAP system (one of the most popular ERP vendors) functional modules. A 

general analysis of potential applications of the blockchain to those modules resulted in 

the identification of the AIS ones [SAP FI-CO] to be the most suitable. Furthermore, the 
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pivotal role of the accounting processes (linked to any other business operations that need 

tracking through bookkeeping) is paired with the widely used and expanding process of 

e-procurement. 

To better facilitate this research, the authors identify the following hypotheses: 

(1) ERP and AIS systems can benefit from decentralised architecture and blockchain; 

(2) E-Procurement can facilitate the integration of ERP and AIS systems; 

(3) The integration of these systems. 

Some research questions that this research tries to clarify are: 

- Which are the particular benefits from blockchain applications on ERP, AIS and e-

procurement in particular? 

- Does FinTech provide benefits and generate value? 

- Is DeFI an effective way to integrate systems and applications? 

4. Case Study Analysis and Results 

4.1. ERP Mapping 

On the international scene, the leading ERP solutions for large companies are SAP, 

Oracle and Microsoft (Dynamics 365) [75]. The use of SAP is primarily in enterprise re-

source planning (ERP), which works to integrate different business software applications 

designed to work for specific types of businesses. The use of SAP has been synonymous 

with large corporations. On the other hand, Oracle stands for object-relational database 

management systems (ORDBMS) and can be hosted on numerous platforms [76]. ORD-

BMS versions are available from simple arrangements that can be quite well employed for 

personal use to enterprise-class versions. Oracle is an object-relational database manage-

ment system (ORDBMS) that comes from the massive Oracle Corporation. Its use can be 

scaled to personal service as broad as the boundaries of a large company. 

The programming language in Oracle DBMS is SQL, commonly referred to as struc-

tured query language [77]. The most important feature of Oracle is that its scripts can be 

run independently. Oracle and SAP differ in that SAP consists of complex ERP software 

to enable the integration of multiple companies. At the same time, Oracle is delivered as 

an ORDBMS that can be run in business environments. Data management is possible in 

the enterprise using Oracle, while real-time business process management is possible with 

SAP [78]. SAP can be integrated with different database systems, including Oracle [79]. 

SAP integrates business applications using its enterprise resource planning software 

(ERP), while Oracle, an object-relational database management system (ORDBMS), is 

used in business environments. Real-time business process management is available 

through SAP, while Oracle manages data across enterprises. SAP development can in-

clude Oracle as a database system as it can be integrated with numerous databases. 

Both SAP and Microsoft offer structured solutions, market leaders and are widely 

used in the essential companies [80]. Dynamics 365 delivers real-time results through a 

well-designed unified interface that allows employees to increase productivity even on 

the move [81]. It contains many functions such as sales, field service and marketing. Mi-

crosoft’s main merit was to bring together the parts of CRM with those of ERP in a single 

environment. Therefore, ERP systems have significant similarities that can allow general-

isations, but at the same time, they have differences that provide justifications to use SAP 

as the primary example concerning integration. 

The popularity of SAP is confirmed because KPMG offers specific ERP systems in-

stallation, configuration, integration services, testing, and training for these three provid-

ers among the so-called big four audit companies [82]. SAP, Oracle and Microsoft, also 

named “the big three” [83], are often compared in market share, users appreciation, easy-

to-use, and development. Therefore, we prefer to use SAP as the leading example in the 

case study. 

Intending to find IT solutions for companies, the multinational has produced busi-

ness intelligence, CRM (customer relationship management) systems and one of the most 
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efficient ERP (enterprise resource planning) systems in the world. SAP, the acronym of 

“systems, applications and products in data processing”, is the most widespread and practical 

software of the ERP array. Its characteristics make it ideal for company management; in 

fact, it is adopted by multinationals or large companies, but lately, SMEs are also imple-

menting it to manage and plan all activities. The main features of this software are listed 

below: 

- It allows combining each area of the company because all data is collected in a shared 

database. 

- It has a modular structure that we will deepen below. 

- It is customisable. That is, it presents a prescriptive approach that favours business 

process reengineering. This means that the program itself is implemented in such a 

way as to adapt it to the needs of individual companies and the particular function it 

will perform. 

The advantages deriving from the use of SAP are many [84]. 

- Improves business efficiency from an operational point of view, reducing costs and 

increasing control over company management. 

- The risk is lowered thanks to the integrity of the data and thanks to a more significant 

number of financial controls. 

- They increased management efficiency. The data are readily available as they are 

present in a single database. This allows to speed up and make business and decision-

making processes more reliable and reduce the costs related to operational manage-

ment. 

- The shared system allows more users to access a more significant number of infor-

mation. 

- There is better management of human resources such as workers and employees. 

The SAP module FI manages the mandatory accounting process—financial account-

ing to generate the external disclosure (financial statements) and is further integrated by 

the module CO—controlling for managerial accounting (internal) purposes [54,55,85]. 

Moreover, many other modules deal with accounting and finance purposes, among them 

TR—treasury and EC—enterprise controlling [86]. The bunch of accounting-and-finance-

related modules form the core of the SAP architecture, and they can be identified as the 

core AIS—accounting information system part of this ERP. 

Addressing the first research question requires presenting an overview of the leading 

business processes to match the ERP modules that facilitate the operations in that specific 

area. The ERPs and their necessary IT infrastructures are complex systems tailored for 

business processes [87–90]. The complexity of ERPs depends on many factors like size, 

integration, compatibility, and industry. In the specific case of SAP, the German-based 

ERPs implemented by most multinational companies, several modules match multiple 

business needs and processes. 

Table 1, below, displays the most used functional modules (in this particular case, in 

the SAP system). Technical modules are not considered as they deal with the general man-

agement of the ERP [91–97]. 
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Table 1. SAP Functional Modules 1. 

Module Code Business Function Module Code Business Function 

FI Financial Accounting CO Controlling 

TR Treasury Management RE Real Estate Management 

EC Enterprise Controlling IM Investment Management 

SCM Supply Chain Management APO 
Advanced Planning Opti-

mization 

MM Material Management LE Logistics Execution 

SD Sales Distribution CS Customer Service 

PP Production Management EHS 
Environment Health and 

Safety 

QM Quality Management LO Logistics General 

SRM 
Supply Relationship Man-

agement 
PM Plant Management 

PLM 
Product Lifecycle Manage-

ment 
HR/HCM 

Human Capital Manage-

ment 

ESS Employee Self Service MSS Management Self Service 

CRM 
Customer Relationship 

Mgmt 
FSCM 

Financial Supply Chain 

Mgmt 

GCR 
Governance Risk Compli-

ance 
CPM 

Corporate Performance 

Mgmt 

PS Project System IS Industry Specific 
1 The list includes only the most known and used SAP functional modules [91–97]. 

It can be argued that centralised systems currently manage all the modules listed 

above. Data warehouses are used as centralised data repositories, and they can be located 

on-site or cloud-based [98]. An essential practical development is the project “SAP Leo-

nardo Blockchain”, which attempted to implement a blockchain platform in 2017 [99]. Le-

onardo was initially implemented as an IoT (Internet of things) platform, later trans-

formed into an AI (artificial intelligence) one, and it is currently more focused on ML (ma-

chine learning) systems (an AI’s subset) rather than on blockchain. However, no relevant 

development have been recorded so far [100,101]. Furthermore, another vendor (SAP 

competitor) platform, Microsoft’s Azure Blockchain Service, is set to be retired on 10 Sep-

tember 2021 [102], which can be considered as demonstrating integration challenges with 

ERP systems. 

4.2. The Benefits in E-Procurement and Blockchain Applications 

Procurement is currently cross-managed in SAP through different functional mod-

ules, mainly MM—material management, SCM—supply chain management, FI—finan-

cial accounting [103,104]. At present, there is no specific procurement SAP module, apart 

from the so-called “SAP Ariba” [105]. This cloud-based solution allows suppliers and buy-

ers to connect and do business on a single platform. Its application, however, is still some-

what limited to some companies that use SAP and volunteer in joining the network. 

A necessary shift for any purchasing transaction to a shared e-procurement platform 

is desirable for several reasons, ranging from reducing errors to ensuring timely opera-

tions. Therefore e-procurement brings many advantages: 

- Reduced procurement time and efficiency. Compared to traditional methods, the 

management of online purchases allows to speed up communication times between 

buyers and suppliers and improve order processing and thus efficiency. 

- IT automation and productivity. The automation of procurement processes with the 

related alert system allows you to drastically reduce the preparation time of purchase 
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orders and the management of requests by the various company departments con-

cerned. This can substantially save time and increase productivity. 

- Costs reduction. The cost reduction is significant in many respects: from paper sav-

ings to optimising the personnel involved in managing the practices to reduce inven-

tories and warehouse waste. 

- Security, reliability and safety. The e-procurement systems guarantee the transfer 

and retention of data in compliance with the stringent privacy regulations in force. 

Furthermore, the reliability of data transmissions (via VPN and encrypted) is ensured 

by a timely and system-wide security check. 

- Flexibility and quality. Thanks to e-procurement platforms, the accessibility of infor-

mation, the analysis and verification of offers, and the timely management and con-

trol of tenders are much more flexible and effective. Furthermore, to reduce the mar-

gin of errors and facilitate the use of the platform, there is also a dedicated service 

desk able to provide operational and functional support in real-time [106–108]. 

4.3. Blockchain and Decentralisation 

The blockchain is a shared and immutable database. It is defined as a digital register 

whose transactions are grouped into blocks, linked in chronological order, and cryptog-

raphy guarantees its integrity [32]. The current size of blockchain networks is still limited 

but destined to grow over time. Therefore, the blockchain is comparable to a distributed 

database managed by a network of nodes (computers), each of which has a private copy 

containing identical information. Generally, the involved nodes do not know each other’s 

identity. A shared protocol allows new blocks to be added to the “chain” to ensure con-

sistency between the various copies. Each time a new block is approved-chained (consent), 

all nodes update their private copy. This structure ensures that no manipulation, modifi-

cation or deletion of data is possible [16]. 

Thanks to the characteristics mentioned above, the blockchain can be conceptually 

compared to databases and registers managed centrally by recognised and regulated au-

thorities (public administrations, banks, insurance companies, payment intermediaries, 

etc.), whose fundamental difference consists in being decentralised and immutable, thus 

representing a valuable alternative in terms of safety, reliability and costs [109]. 

A decentralised network (see Figure 3) can be considered the most suitable for inte-

grating the existing ERP systems with a blockchain-based accounting shared ledger [28]. 
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Figure 3. Decentralised Business Systems Network. 

Accounting information systems (AISs) [SAP FI module] and e-procurement mod-

ules [SAP brand new module to be implemented] are expected to play the most crucial 

role in this integration process. Accounting information systems should include addi-

tional bookkeeping processes (i.e., hash axis and shared ledger). In contrast, e-procure-

ment ensures digital signature processes, smart contract management and approval, be-

coming a critical joining link between centralised ERP system and decentralised business 

network (see Figures 4 and 5). 

 

Figure 4. AIS and e-Procurement Processes Combination. 
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Figure 5. The ERP system pivotal role. 

Smart contracts are often considered an essential part of advanced blockchain archi-

tectures since they can secure, facilitate and automate the effects agreed by companies and 

individuals that signed the contracts [110]. Smart contracts are programmed and stored 

on a blockchain and automatically execute when prearranged conditions are met without 

the need for any intermediary or further confirmation [33,34]. However, smart contracts 

approvals require digital signatures (preferably using smart cards, digital signature to-

kens, biometric devices) from individuals entitled to bind the entities that are part of the 

agreement [111]. Therefore, big companies should delegate this procurement step to ad 

hoc e-procurement departments, especially when the number of contracts to be signed is 

high. Furthermore, a specific e-procurement module (also in SAP) is highly advisable to 

(a) coordinate and possibly automate the smart contracts’ management, (b) bridge the ac-

counting transactions with an external shared ledger, and (c) ensure accountability, timely 

and smooth electronic signature processing. 

4.4. Financial Technology and Decentralized Finance Applications and Integration 

Identifying FinTech boundaries is challenging, given that financial technology is a 

relatively new industry [112]. However, the financial sector usually demonstrated proac-

tiveness in using new technologies, leading economic transitions and facilitating transac-

tions through new financial innovations [113]. Furthermore, the potential use of crypto-

currencies, payment systems and smart contracts, a better awareness of the financial mar-

kets, advanced and updated technology infrastructures, and the privileged intermediary 

role of financial companies can undoubtedly contribute to integrating blockchain AIS 

within the ERP systems [114]. 

In addition, cybersecurity is a significant concern in the financial sector [115]. Online 

fraud and attacks on major financial institutions are becoming more frequent, replacing 

the old thefts of gold bars and banknotes. The different dimensions of cybersecurity range 

from understanding possible threats, cloud space protection, identity and access manage-

ment, mobile security, web security and fraud prevention. The blockchain is considered a 

suitable alternative to ensure transparency, accountability, security and safety in systems 

analysis and design. Therefore, the above designed decentralised network (Figure 3) 

could secure transactions, especially in the banking industry. Advanced cryptographic 

systems are the foundation of the payment systems, ensuring public trust, facilitating the 

transactions, turning the role of the financial intermediaries into an essential part of the 

economic growth. 
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5. Discussion and Conclusions 

This paper tries to fill a gap in the academic literature but also industry practice. It is 

a theoretical effort to assess the integration of DLT and blockchain, particularly with sys-

tems, in this case, ERP and AIS. 

Many authors support the co-existence of AIS and blockchain [27–30]. Blockchain 

applications in accounting, and consequently AIS and ERP, is rapidly changing, and it is 

becoming an emerging field of research. We present a literature review on this topic that, 

besides its contribution, further facilitates the rest of the analysis. Therefore, this research 

has applied scientific consequences for IT systems but also for management practice. DLT 

and blockchain applications through innovation transform technologies and scientific 

fields and can generate value for organisations and individuals. 

The grounding hypotheses identified in the methods chapter has been validated 

through detailed analysis of the existing literature and consistently applied research in the 

field. It was possible to consider that ERP and AIS systems can benefit from decentralised 

architecture and blockchain in many ways. Indeed, business-oriented solutions always 

require improved security and privacy, immutability, trust and speed, and these features 

are the main strength of DLT systems. E-procurement can facilitate integrating ERP and 

AIS systems through automation (possibly also using smart contracts) and limiting paper-

based processes. Systems integration will also ensure efficiency and savings in terms of 

costs and time. 

There is considerable value created and benefits resulting from blockchain applica-

tions on ERP, AIS and, in general, the broader use of FinTech. We find evidence that there 

are benefits from reduced procurement time and efficiency; IT automation and produc-

tivity; costs reduction; security, reliability and safety and flexibility and quality. All these 

benefits can result in value creation because they enhance existing scientific applications 

and, most importantly, result in the discovery and enable innovative applications. In ad-

dition, there can be benefits from the integration of DLT with AIS and ERP systems, 

mainly through various efficiency gains. 

There is not much literature on a specific application to justify and, most importantly, 

assess if specific applications can facilitate integrating ERP and AIS systems. We test this 

hypothesis by evaluating the case of e-Procurement. E-Procurement is a popular and 

widely applied module, and therefore the findings can be generalised under certain cir-

cumstances. Finding support for the integration between accounting information systems 

(AISs), ERPs and blockchain applications is the main theoretical contribution of this re-

search. Blockchain applications in e-procurement can facilitate AIS and ERP integration 

except for the benefits discussed above. The core modules of any ERP are usually designed 

as centralised frameworks, and distributed ledger technologies (DLTs) and DeFi can over-

come some limitations of centralisation. 

The principal DLT application is blockchain. Implementations of the blockchain in 

accounting have been studies so far but not yet widespread. This work also demonstrates 

that the e-procurement department and its information technology (IT) application can 

improve operations and integration between AISs and blockchain, DLT-based systems 

and accordingly result in significant benefits. Another research implication suggested by 

this study is that Financial Technology (FinTech) could become the leading industry for 

transforming and integrating various management services and applied sciences, such as 

IT technologies. This integration can lead to the DeFi framework and applications that 

could benefit from the most valuable advantages: transparency, security, accountability, 

traceability, and other efficiency gains. 

Blockchain and its applications in numerous fields are continuously and rapidly 

changing, so continuous update with the latest technologies and applications is critical. 

Moreover, there is a high level of complexity, and technical details concerning this field 

of knowledge and future research should find ways to categorise and examine this scien-

tific area. The paper uses a specific application, e-procurement. However, this is only one 
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module of ERP and AIS systems. Future research should examine other modules and sub-

systems and how they can be integrated with DLT. In addition, future research could fur-

ther evaluate and empirically assess the benefits of integration. Moreover, this is a rather 

theoretical paper, and future research could test the implementation and performance of 

this and similar applications. Finally, future research could analyse innovation in all of 

the above key areas, accounting, DLT, ERP and AIS and assess how systems and applica-

tions could be transformed. 

6. Limitations 

The main limitation of this study is the lack of empirical data. Indeed, the research 

focus is (itself) limited to the design and analysis of the systems rather than their empirical 

examination. We provide a theoretical study of AIS, ERP and blockchain applications, but 

further work is required to test this system. In particular, the ERP and SAP architecture 

are another limitation is the scope of the case study. E-procurement is employed because 

it is a widely used application that is also gaining in popularity. However, it remains a 

module in the ERP and AIS systems. 

Further research is required to examine if the integration and application of block-

chain can be implemented successfully in other modules of the ERP. The literature on 

blockchain is an emerging and continuously expanding field of scientific knowledge. 

However, for our analysis, we focused and limited on the accounting and management 

applications of DLT. 

Author Contributions: Conceptualization, A.F. and P.P.; methodology, A.F.; software, A.F.; valida-

tion, A.F.; formal analysis, A.F.; investigation, P.P.; resources, A.F.; data curation, A.F.; writing—

original draft preparation, A.F.; writing—review and editing, P.P.; visualization, A.F.; supervision, 

A.F.; project administration, A.F. and P.P.; funding acquisition, A.F. All authors have read and 

agreed to the published version of the manuscript. 

Funding: This research received no external funding. 

Institutional Review Board Statement: Not applicable. 

Informed Consent Statement: Not applicable. 

Conflicts of Interest: The author declares no conflicts of interest. 

References 

1. Uddin, M.; Alam, M.S.; Mamun, A.A.; Khan, T.U.Z.; Akter, A. A study of the adoption and implementation of enterprise re-

source planning (ERP): Identification of moderators and mediator. J. Open Innov. Technol. Mark. Complex. 2020, 6, 2. 

2. Elabdallaoui, H.E.; Elfazziki, A.; Sadgal, M. A Blockchain-Based Platform for the e-Procurement Management in the Public 

Sector. In International Conference on Model and Data Engineering; Springer: Berlin/Heidelberg, Germany, 2021; pp. 213–223. 

3. Jelassi, T.; Martínez-López, F.J.; Interaction with Suppliers: E-Procurement. In Strategies for e-Business; Springer: Berlin/Heidel-

berg, Germany, 2020; pp. 275–305. 

4. Definition of Enterprise Resource Planning (ERP)Available online: https://www.oracle.com/uk/erp/what-is-erp/ (accessed on 

23 July 2021). 

5. Turner, L.; Weickgenannt, A.B.; Copeland, M.K. Accounting Information Systems: Controls and Processes; John Wiley & Sons: Ho-

boken, NJ, USA, 2020. 

6. Cleary, P. Introduction to Accounting Information Systems. In The Routledge Companion to Accounting Information Systems; 

Routledge: London, UK, 2017; pp. 3–12. 

7. Curtis, G.; Cobham, D.; Cobham, D.P. Business Information Systems: Analysis, Design and Practice; Pearson Education: London, 

UK, 2008. 

8. Romney, M.B.; Steinbart, P.J.; Cushing, B.E. Accounting Information Systems; Prentice-Hall: Upper Saddle River, NJ, USA, 2000. 

9. Brecht, H.D.; Martin, M.P. Accounting information systems: The challenge of extending their scope to business and information 

strategy. Account. Horiz. 1996, 10, 16. 

10. Kocsis, D. A conceptual foundation of design and implementation research in accounting information systems. Int. J. Account. 

Inf. Syst. 2019, 34, 100420. 

11. Teittinen, H.; Pellinen, J.; Järvenpää, M. ERP in action—Challenges and benefits for management control in SME context. Int. J. 

Account. Inf. Syst. 2013, 14, 278–296. 

12. Mahmood, F.; Khan, A.Z.; Bokhari, R.H. ERP issues and challenges: A research synthesis. Kybernetes 2019, 49, 629–659. 



Appl. Sci. 2021, 11, 6792 15 of 18 
 

13. Petratos, P.; Faccia, A. Accounting Information Systems and System of Systems: Assessing Security with Attack Surface Meth-

odology. In Proceedings of the 2019 3rd International Conference on Cloud and Big Data Computing, Oxford, UK, 28 August 

2019; pp. 100–105. 

14. Rizkiana, A.K.; Ritchi, H.; Adrianto, Z. Critical Success Factors Enterprise Resource Planning (ERP) Implementation in Higher 

Education. J. Account. Audit. Bus. 2021, 4, 54–65 

15. Haddara, M. ERP systems selection in multinational enterprises: A practical guide. Int. J. Inf. Syst. Proj. Manag. 2018, 6, 43–57. 

16. Demi, S.; Haddara, M. Do cloud ERP systems retire? An ERP lifecycle perspective. Procedia Comput. Sci. 2018, 138, 587–594. 

17. Zhezhnych, P.; Tarasov, D. Methods of data processing restriction in ERP systems. In Proceedings of the 2018 IEEE 13th Inter-

national Scientific and Technical Conference on Computer Sciences and Information Technologies (CSIT), Lviv, Ukraine, 11–14 

September 2018. 

18. Hadidi, M.; Hadidi, S. ERP Security Based on Web Services. Glob. J. Comput. Sci. Technol. 2020, 20, 23–25. 

19. Bondarevskiy, A.S.; Lebedev, A.V. Pseudo-control in ERP control systems. In Proceedings of the Global Science, Montpellier, 

France, 25 December 2018. 

20. Parthasarathy, S.; Sharma, S. Efficiency analysis of ERP packages—A customisation perspective. Comput. Ind. 2016, 82, 19–27. 

21. Faccia, A.; Moşteanu, N.R.; Fahed, M.; Capitanio, F. Accounting Information Systems and ERP in the UAE: An Assessment of 

the Current and Future Challenges to Handle Big Data. In Proceedings of the 2019 3rd International Conference on Cloud and 

Big Data Computing, Oxford, UK, 28 August 2019; pp. 90–94. 

22. Al-Hashimy, H.N.H.; Al Jubair, A.S.; Jasim, E.T. The effect of accounting information systems (AIS) on enterprise resource 

planning (ERP). J. Southwest Jiaotong Univ. 2019, 54, doi:10.35741/issn.0258-2724.54.5.36. 

23. Grabski, S.V.; Leech, S.A.; Schmidt, P.J. A review of ERP research: A future agenda for accounting information systems. J. Inf. 

Syst. 2011, 25, 37–78. 

24. Porras-Gonzalez, E.R.; Martín-Martín, J.M.; Guaita-Martínez, J.M. A critical analysis of the advantages brought by blockchain 

technology to the global economy. Int. J. Intellect. Prop. Manag. 2019, 9, 166–184. 

25. Golosova, J.; Romanovs, A. The advantages and disadvantages of the blockchain technology. In Proceedings of the 2018 IEEE 

6th workshop on advances in information, electronic and electrical engineering (AIEEE), Vilnius, Lithuania, 8–10 November 

2018. 

26. Huang, H.; Lin, J.; Zheng, B.; Zheng, Z.; Bian, J. When Blockchain meets distributed file systems: An overview, challenges, and 

open issues. IEEE Access 2020, 8, 50574–50586. 

27. Banerjee, A. Blockchain technology: Supply chain insights from ERP. In Advances in Computers; Elsevier: Amsterdam, The Neth-

erlands, 2020; pp. 69–98. 

28. Parikh, T. The ERP of the future: Blockchain of things. Int. J. Sci. Res. Sci. Eng. Technol. 2018, 4, 1341–1348. 

29. Hader, M.; Elmhamedi, A.; Abouabdellah, A. Blockchain Integrated ERP Fora Bette Supply Chain Management. In Proceedings 

of the 2020 IEEE 7th International Conference on Industrial Engineering and Applications (ICIEA), Bangkok, Thailand, 16–18 

April 2020. 

30. Dai, J.; Vasarhelyi, M.A. Toward blockchain-based accounting and assurance. J. Inf. Syst. 2017, 31, 5–21. 

31. Shraideh, M.; Drieschner, C.; Betzwieser, B.; Kienegger, H.; Utesch, M.; Krcmar, H. Using a project-based learning approach for 

teaching emerging technologies: An example of a practical course for introducing SAP Leonardo and SAP HANA. In Proceed-

ings of the 2018 IEEE Global Engineering Education Conference (EDUCON), Canary Islands, Spain, 18–20 April 2018. 

32. Ibañez, J.I.; Bayer, C.N.; Tasca, P.; Xu, J. Triple-entry Accounting, Blockchain and Next of Kin: Towards a Standardisation of 

Ledger Terminology. 2021. Available online: https://papers.ssrn.com/sol3/papers.cfm?abstract_id=3760220 (accessed on 23 

July2021). 

33. Ibañez, J.I.; Bayer, C.N.; Tasca, P.; Xu, J. Triple-entry accounting: A typology. arXiv 2021, arXiv:2101.02632. 

34. Faccia, A.; Moşteanu, N.R. Accounting and blockchain technology: From double-entry to triple-entry. Bus. Manag. Rev. 2019, 10, 

108–116. 

35. Moşteanu, N.R.; Faccia, A. x Digital Systems and New Challenges of Financial Management–FinTech, XBRL, Blockchain and 

Cryptocurrencies. Qual. Access Success J. 2019, 21, 159–166. 

36. Mosteanu, N.R.; Faccia, A. Fintech Frontiers in Quantum Computing, Fractals, and Blockchain Distributed Ledger: Paradigm 

Shifts and Open Innovation. J. Open Innov. Technol. Mark. Complex. 2021, 7, 19. 

37. Davila, A.; Gupta, M.; Palmer, R. Moving procurement systems to the Internet: The adoption and use of e-procurement tech-

nology models. Eur. Manag. J. 2003, 21, 11–23. 

38. Johnson, P.F.; Klassen, R.D. E-procurement. MIT Sloan Manag. Rev. 2005, 46, 7. 

39. Postmes, P.; Exalto-Sijbrands, M.; Ravesteyn, P. E-Procurement as digital collaboration in an integrated coalition limited by EU 

regulation. In International Conference on Management, Leadership & Governance; Academic Conferences International Limited: 

Reading, UK, 2018. 

40. Panayiotou, N.A.; Gayialis, S.P.; Tatsiopoulos, I.P. An e-procurement system for governmental purchasing. Int. J. Prod. Econ. 

2004, 90, 79–102. 

41. Bof, F.; Previtali, P. Organisational pre-conditions for e-procurement in governments: The Italian experience in the public health 

care sector. Electron. J. E-Gov. 2007, 5, 1–10. 

42. McCue, C.; Roman, A.V. E-procurement: Myth or reality. J. Public Procure. 2012, 12, 221–248. 



Appl. Sci. 2021, 11, 6792 16 of 18 
 

43. Seong, S.K.; Lee, J.Y. Developing e-procurement systems: A case study on the government e-procurement systems in Korea. 

Public Financ. Manag. 2004, 4, 138–166. 

44. Roman, A.V. Challenges in maximising transformative impacts: Public policy and financial management through e-procure-

ment. J. Public Procure 2013, 13, 337–363. 

45. Bendoly, E.; Schoenherr, T. ERP system and implementation-process benefits: Implications for B2B e-procurement. Int. J. Oper. 

Prod. Manag. 2005, 25, 304–319. 

46. Rajkumar, T.M. E-procurement: Business and technical issues. IS Manag. Handb. 2001, 18, 52–60. 

47. Soliman, K.S.; Janz, B.D.; Puschmann, T.; Alt, R. Successful use of e-procurement in supply chains. Supply Chain Manag. Int. J. 

2005, 10, 122–133. 

48. Mital, M.; Pani, A.; Ramesh, R. Determinants of choice of semantic web based Software as a Service: An integrative framework 

in the context of e-procurement and ERP. Comput. Ind. 2014, 65, 821–827. 

49. Grilo, A.; Jardim-Goncalves, R.; Ghimire, S. E-procurement in the era of cloud computing. In 4th international conference on IS 

management and evaluation (ICIME 2013), Ho Chi Minh City, Vietnam, 13–14 May 2013. 

50. Oliveira, L.M.; Amorim, P.P. Public e-procurement. Int. Financ. Law Rev. 2001, 2001, 43. 

51. Kaur, R.; Kaur, A. Digital signature. In Proceedings of the 2012 International Conference on Computing Sciences, Phagwara, 

India, 14–15 September 2012. 

52. Arruñada, B. Mandatory accounting disclosure by small private companies. Eur. J. Law Econ. 2011, 32, 377–413. 

53. Brewster, M. Unaccountable: How the Accounting Profession Forfeited a Public Trust; John Wiley & Sons: Hoboken, NJ, USA, 2009. 

54. Padhi, S.N. SAP® ERP Financials and FICO Handbook; Jones & Bartlett Learning, London, UK, 2009. 

55. Weidner, S.; Koch, B.; Bernhardt, C. Introduction to SAP; SAP University: Beijing, China, 2015. 

56. Faccia, A.; Al Naqbi, M.Y.K.; Lootah, S.A. Integrated Cloud Financial Accounting Cycle: How Artificial Intelligence, Blockchain, 

and XBRL will Change the Accounting, Fiscal and Auditing Practices. In Proceedings of the 2019 3rd International Conference 

on Cloud and Big Data Computing, Oxford, UK, 28 August 2019. 

57. Faccia, A.; Manni, F.; Capitanio, F. The possible combination of mandatory ESG reporting and XBRL taxonomies. ESG Ratings 

and Income Statement, a sustainable value-added disclosure. Sustainability 2021, in press. 

58. Purcinelli, L.M.; Abreu, R.; Vasconcelos, A.L. Sustainable and Smart System: Rethinking Accounting and Taxation in Portugal. 

In Governance and Sustainability; Springer: Singapore, 2020. 

59. Linh, N.T.M.; Phuong, T.B. Mandatory of E-invoice: Adaption Process of Vietnam. In Proceedings of the 2020 International 

Conference on Management of e-Commerce and e-Government, Jeju, Korea, 1 July 2020. 

60. Salmony, M.; Harald, B. E-invoicing in Europe: Now and the future. J. Paym. Strategy Syst. 2010, 4, 371–380. 

61. Duong, T.; Chepurnoy, A.; Fan, L.; Zhou, H.S. Twinscoin: A cryptocurrency via proof-of-work and proof-of-stake. In Proceed-

ings of the 2nd ACM Workshop on Blockchains, Cryptocurrencies, and Contracts, Incheon, Korea, 22 May 2018. 

62. Mori, T. Financial technology: Blockchain and securities settlement. J. Secur. Oper. Custody 2016, 8, 208–227. 

63. Demi, S.; Colomo-Palacios, R.; Sánchez-Gordón, M. Software Engineering Applications Enabled by Blockchain Technology: A 

Systematic Mapping Study. Appl. Sci. 2021, 11, 2960. 

64. Pilkington, M. Blockchain technology: Principles and applications. In Research Handbook on Digital Transformations; Edward El-

gar Publishing, Cheltenham, UK, 2016. 

65. Zheng, Z.; Xie, S.; Dai, H.; Chen, X.; Wang, H. An overview of blockchain technology: Architecture, consensus, and future 

trends. In Proceedings of the 2017 IEEE International Congress on Big Data (Big Data Congress), Boston, MA, USA, 11–14 De-

cember 2017. 

66. Onik, M.M.H.; Miraz, M.H. Performance analytical comparison of blockchain-as-a-service (baas) platforms. In Proceedings of 

the International Conference for Emerging Technologies in Computing, London, UK, 19–21 August 2019. 

67. Treiblmaier, H.; Sillaber, C. A case study of blockchain-induced digital transformation in the public sector. In Blockchain and 

Distributed Ledger Technology Use Cases; Springer: Berlin/Heidelberg, Germany, 2020. 

68. Swan, M. Blockchain economics: “Ripple for ERP”. Eur. Financ. Rev. 2018, Vol. 2, 24–27. 

69. De Vries, P.D. An analysis of cryptocurrency, bitcoin, and the future. Int. J. Bus. Manag. Commer. 2016, 1, 1–9. 

70. Maull, R.; Godsiff, P.; Mulligan, C.; Brown, A.; Kewell, B. Distributed ledger technology: Applications and implications. Strateg. 

Chang. 2017, 26, 481–489. 

71. Benčić, F.M.; Skočir, P.; Žarko, I.P. DL-Tags: DLT and smart tags for decentralised, privacy-preserving, and verifiable supply 

chain management. IEEE Access 2019, 7, 46198–46209. 

72. Arslan, S.S.; Jurdak, R.; Jelitto, J.; Krishnamachari, B. Advancements in Distributed Ledger Technology for Internet of Things; Elsevier: 

Amsterdam, The Netherlands, 2020. 

73. Dietzmann, C.; Heines, R.; Alt, R. The convergence of distributed ledger technology and artificial intelligence: An end-to-end 

reference lending process for financial services. In Proceedings of the Twenty-Eighth European Conference on Information 

Systems (ECIS2020), Vitual Conference, 2020. 

74. Wang, D.; Zhao, J.; Mu, C. Research on Blockchain-Based E-Bidding System. Appl. Sci. 2021, 11, 4011. 

75. Elbahri, F.M.; Al-Sanjary, O.I.; Ali, M.A.; Naif, Z.A.; Ibrahim, O.A.; Mohammed, M.N. Difference comparison of SAP, Oracle, 

and Microsoft solutions based on cloud ERP systems: A review. In Proceedings of the 2019 IEEE 15th International Colloquium 

on Signal Processing & Its Applications (CSPA), Penang, Malaysia, 8–9 March 2019. 



Appl. Sci. 2021, 11, 6792 17 of 18 
 

76. Singla, A.R.; Goyal, D.P. Success factors in ERP systems design implementation: An empirical investigation of the Indian in-

dustry. Int. J. Bus. Inf. Syst. 2007, 2, 444–464. 

77. Preger, R. The Oracle Story, Part 1: 1977-1986. IEEE Ann. Hist. Comput. 2012, 34, 51–57. 

78. Gargeya, V.B.; Brady, C. Success and failure factors of adopting SAP in ERP system implementation. Bus. Process Manag. J. 2005, 

11, 501–516. 

79. Singh, N.P. Critical analysis of expansion strategies of SAP, IBM, Oracle and Microsoft in the area of business intelligence. Int. 

J. Strateg. Inf. Technol. Appl. 2011, 2, 23–43. 

80. Adams, K.; Piazzoni, E.; Suh, I.S. Comparative Analysis of ERP Vendors: SAP, Oracle, and Microsoft; School of Business and Eco-

nomics, Indiana University South Bend: South Bend, IN, USA, 2008. 

81. Mounla, R. Microsoft Dynamics 365 Extensions Cookbook; Packt Publishing Ltd.: New York, NY, USA, 2017. 

82. Implementation of SAP, Oracle and Microsoft Solutions. Available online: https://home.kpmg/hu/en/home/services/advi-

sory/management/it/erp-advisory/solution-implementation.html (accessed on 23 July 2021). 

83. Hoch, D.J.; Roeding, C.; Lindner, S.K.; Purkert, G. Secrets of software success. Boston: Harvard Business School Press. Boston, 

United States of America, 2000.  

84. Cristea, A.D.; Prostean, O.; Muschalik, T.; Tirian, O. The advantages of using SAP NetWeaver platform to implement a multi-

disciplinary project. In Proceedings of the 2010 International Joint Conference on Computational Cybernetics and Technical 

Informatics, Timisoara, Romania, 27–29 May 2010. 

85. Jones, P.; Burger, J. Configuring SAP ERP Financials and Controlling; Wiley: Hoboken, NJ, USA, 2009. 

86. Korkmaz, A. Financial Reporting with SAP; Galileo Press: Bonn, Germany, 2008. 

87. Pinsonneault, A.; Kraemer, K. Survey research methodology in management information systems: An assessment. J. Manag. Inf. 

Syst. 1993, 10, 75–105. 

88. Haddadi, A.; Hosseini, A.; Johansen, A.; Olsson, N. Pursuing value creation in construction by research-A study of applied 

research methodologies. Procedia Comput. Sci. 2017, 121, 1080–1087. 

89. Nunamaker, J.F., Jr.; Chen, M.; Purdin, T.D. Systems development in information systems research. J. Manag. Inf. Syst. 1990, 7, 

89–106. 

90. Hustad, E.; Haddara, M.; Kalvenes, B. ERP and organisational misfits: An ERP customisation journey. Procedia Comput. Sci. 1990, 

100, 429–439. 

91. Viorel-Costin, B. SAP MM/WMS-implementation of an ERP system-analysis and recommendations in the IT unit testing phase. 

A case study (III). Ann. Econ. Ser. 2020, 1, 16–21. 

92. Billyan, B.F.; Irawan, M.I. Analysis of Technology Acceptance of Enterprise Resource Planning (ERP) System in The Regional 

Office of PT. XYZ Throughout Indonesia. J. Phys.Conf. Ser. 2021, 1844, 012008. 

93. Savchuk, R.R.; Kirsta, N.A. Managing of the Business Processes in Enterprise by Moving to SAP ERP System. In Proceedings of 

the 2019 IEEE Conference of Russian Young Researchers in Electrical and Electronic Engineering (EIConRus), Saint Petersburg, 

Russia, 28–31 January 2019. 

94. SAP Products from A-Z. Available online: https://www.sap.com/products-a-z.html (accessed on 23 July 2021). 

95. SAP ERP Technical & Functional Modules Complete List. Available online: https://www.guru99.com/sap-modules.html (ac-

cessed on 23 July 2021). 

96. SAP Modules—Complete List of ERP SAP R/3 Modules. Available online: https://www.tutorialkart.com/sap/sap-modules-list/ 

(accessed on 23 July 2021). 

97. SAP ERP Modules: Complete List (SAP ERP Components). Available online: https://inui.io/sap-erp-modules/ (accessed on 23 

July 2021). 

98. Cocca, P.; Marciano, F.; Rossi, D.; Alberti, M. Business software offer for industry 4.0: The SAP case. IFAC Pap. 2018, 51, 1200–

1205. 

99. Gräther, W.; Kolvenbach, S.; Ruland, R.; Schütte, J.; Torres, C.; Wendland, F. Blockchain for education: Lifelong learning 

passport. In Proceedings of the 1st ERCIM Blockchain Workshop 2018, European Society for Socially Embedded Technologies 

(EUSSET), Amsterdam, The Netherlands, 8–9 May 2018. 

100. SAP Unveils Blockchain Service in the Cloud. Available online: https://www.cnbc.com/2017/05/17/sap-unveils-blockchain-

service-in-the-cloud.html (accessed on 23 July 2021). 

101. Our 2019 observation: SAP Leonardo is now dead. Available online: https://www.brightworkresearch.com/our-2019-

observation-sap-leonardo-is-now-dead/ (accessed on 23 July 2021). 

102. Action Required: Migrate your Azure Blockchain Service Data by 10 September, 2021. Available online: 

https://azure.microsoft.com/en-us/updates/action-required-migrate-your-azure-blockchain-service-data-by-10-september-

2021/ (accessed on 23 July 2021). 

103. Kappauf, J.; Lauterbach, B.; Koch, M. Logistic Core Operations with SAP: Procurement, Production and Distribution Logistics; 

Springer: Berlin/Heidelberg, Germany, 2011. 

104. Yarramalli, S.S.; Ponnam, R.S.M.; Rao, G.R.K.; Fathimabi, S.K.; Madasu, P. Digital Procurement on Systems Applications and 

Products (SAP) Cloud Solutions. In Proceedings of the 2020 Second International Conference on Inventive Research in 

Computing Applications (ICIRCA), Coimbatore, India, 15–17 July 2020. 

105. Ghattamneni, M.R. Future of B2B networks based on ERP (Enterprise Resource Package) packages like SAP, Ariba. Int. J. Manag. 

IT Eng. 2016, 6, 122–126. 



Appl. Sci. 2021, 11, 6792 18 of 18 
 

106. Ageshin, E.A. E-procurement at work: A case study. Prod. Inventory Manag. J. 2001, 42, 48–53. 

107. Ferreira, I.; Amaral, L.A. Public e-procurement: Advantages, limitations and technological” pitfalls”. In Proceedings of the 9th 

International Conference on Theory and Practice of Electronic Governance, Montevideo, Uruguay, 1–3 March 2016. 

108. Roche, J. Are you ready for e-procurement? Strateg. Financ. 2001, 83, 56–56. 

109. Cappiello, B.; Carullo, G. Introduction: The Challenges and Opportunities of Blockchain Technologies. In Blockchain, Law and 

Governance; Springer, Cham, Swizterland, 2021; pp. 1–9. 

110. Cong, L.W.; He, Z. Blockchain disruption and smart contracts. Rev. Financ. Stud. 2019, 32, 1754–1797. 

111. Cieplak, J.; Leefatt, S. Smart contracts: A smart way to automate performance. Georget. Law Technol. Rev. 2017, 1, 417–427. 

112. He, M.D.; Leckow, M.R.B.; Haksar, M.V.; Griffoli, M.T.M.; Jenkinson, N.; Kashima, M.M.; Khiaonarong, T.; Rochon, M.C.; 

Tourpe, H. Fintech and Financial Services: Initial Considerations; International Monetary Fund: Washington, DC, USA, 2017. 

113. Khan, M.K.; He, Y.; Akram, U.; Zulfiqar, S.; Usman, M. Firms’ technology innovation activity: Does financial structure matter? 

Asia-Pac. J. Financ. Stud. 2018, 47, 329–353. 

114. Alshawi, S.; Themistocleous, M.; Almadani, R. Integrating diverse ERP systems: A case study. J. Enterp. Inf. Manag. 2004, 17, 

454–462. 

115. Bouveret, A. Cyber Risk for the Financial Sector: A Framework for Quantitative Assessment; International Monetary Fund. 

Washington, DC, USA, 2018. 

 


