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Abstract: In recent years, cybercrime activities have grown significantly, compromising device
security and jeopardizing the normal activities of enterprises. The profits obtained through
intimidation and the limitations for tracking down the illegal transactions have created a lucrative
business based on the hijacking of users’ files. In this context, ransomware takes advantage of
cryptography to compromise the user information or deny access to the operating system. Then,
the attacker extorts the victim to pay a ransom in order to regain access, recover the data, or keep
the information private. Nowadays, the adoption of Situational Awareness (SA) and cognitive
approaches can facilitate the rapid identification of ransomware threats. SA allows knowing what is
happening in compromised devices and network communications through monitoring, aggregation,
correlation, and analysis tasks. The current literature provides some parameters that are monitored
and analyzed in order to prevent these kinds of attacks at an early stage. However, there is no
complete list of them. To the best of our knowledge, this paper is the first proposal that summarizes
the parameters evaluated in this research field and considers the SA concept. Furthermore, there are
several articles that tackle ransomware problems. However, there are few surveys that summarize
the current situation in the area, not only regarding its evolution but also its issues and future
challenges. This survey also provides a classification of ransomware articles based on detection and
prevention approaches.
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1. Introduction

According to [1], ransomware attacks have grown in recent years. In 2017, the number of
WannaCry blocked attacks grew to 5.4 billion and the number of ransomware variants increased by
46 percent. The ransomware expansion has included new architectures such as Internet of Things
(IoT), hospitals, police, among others [2], and even some attacks use ransomware as a decoy with
the objective of cause disruption of services. In the middle of 2018, new ransomware families,
like GandCrab, were emerging. At the international level, the United States (9%) and Russia (7%)
have the greatest number of detected attacks. In 2018, the following ransomware families were
widely spread: Alphacrypt, Jigsaw, Locky, Bat Rabbit, Cerber, Chimera, Petya, CryptorBit, Nemucod,
CryptoDefense, NotPetya, CryptoLocker, CryptoWall, SamSam, TeslaCrypt, Torrentlocker, Gerber,
VaultCrypt, WannaCry, among others [3].

The main reason for ransomware selection as an attack strategy is the economic benefit.
The attackers request money to provide keys and recover the files and exploit the advantages of
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crypto-coins to avoid being recognized. In 2016, the average demand for an infected host was
$544 [4]. However, the economic damage of victims does not end there. In enterprise environments,
a ransomware attack is considered as the most expensive thread because it can affect the central servers,
causing productivity reduction and increasing the cost of cleaning processes. In 2017, the Nayana Web
Hosting suffered the encryption of 153 servers disrupting 3400 costumer websites. The firm finally
agreed to pay 397 bitcoins ($1 M), with this attack becoming the most significant reported payment [4].
However, in other attacks, the information is corrupted and cannot be recovered.

The content distribution services have also contributed to the dissemination of ransomware
attacks. Today, the traditional e-mail service is the most common ransomware distribution channel.
Botnets perform the spam campaigns and take advantage of social engineering mechanics to deceive
users. The spam message can include a malicious link or either a malicious attachment that directly
executes the ransomware. Similarly, the email can include an attachment that appears to be a legitimate
file, but it begins a second stage that downloads the malicious code from a server and then executes it.
Another dissemination strategy is exploit kits [4]. Although main security organizations announced
a decrease of exploit kits, it rose again between May and June of 2017. In other words, the attackers
take advantage of software vulnerabilities to download and install malicious software. For instance,
an exploit kit can modify web servers to redirect traffic to infected advertisements or malicious links
that contain ransomware. Additional dissemination methods include self-propagation, malvertising,
brute-forcing passwords, sms messages, and third-party app stores. For example, EternalBlue is a
famous exploit used in ransomware attacks. It was launched by Shadow Brokers group and takes
advantage of a vulnerability of Server Message Block (SMB) in Microsoft computers. WannaCry
ransomware exploits this vulnerability to compromise, load, and spread the malware to other machines.
The attack uses SMB version 1 and 445 TCP port [5]. It is important to note that the new version of
Windows 10 includes administrative tools such as PowerShell and Windows Scripting Host, which
have access and privileges of system administrator. The current ransomware versions are exploiting
these vulnerabilities.

Contrary to what is popularly believed, ransomware existed a long time ago. The first crypto
ransomware, known as PC Cyborg, was born in December 1989 [6,7]. It used an initialization vector
and a symmetric key to encrypt the files. Then, in 2004 emerged on the scene the locker ransomware
(e.g., SMS, Fake FBI) and the first fake antivirus ransomware (Spysherrif, Performance Optimizer).
In fact, the locker ransomware uses a different mechanism to lock the computer and then show a
message to request a payment to get the key to unlocking the system. Meanwhile, fake antivirus
deceives users with the promise to protect the system against viruses that do not exist or falsely improve
computer performance. Simultaneously, the PGPcoder opened the new era of crypto ransomware due
it executed a custom scheme to encrypt the data [6].

An additional remarkable variant is MBR ransomware (2010) because it was the first ransomware
that does not encrypt a file, but it replaces the original Master Boot Record (MBR) with another code
in order to lock the access to the system. In this case, the ransom message is displayed at computer
boot-up time. In 2013, CryptoLocker appeared with file encryption of AES-256 and used TOR network
to receive 2048 RSA for their Comand and Control server (C&C). Moreover, in 2014 the ransomware
updated the payment method, including TOR-based bitcoin, to ensure anonymity. Furthermore,
CTB-Locker replaced the typical proxy-based and botnet infrastructure for a new schema based on
direct communication between C&C and TOR server. Then, Chimarea designed Bitmessage as their
own P2P C&C messaging system based on public and private key encryption and replacing the TOR
C&C model. Recently, WannaCry took advantage of old unpatched Microsoft Windows systems
and acted as a worm in computers that did not perform security updates of the OS and reached
200,000 hosts over 150 countries [7]. In a nutshell, ransomware is continuously evolving and therefore,
it can be considered a growing business that takes advantage of new approaches such as exploit
kits and anonymous payments. Exploit kits are used for ransomware attacks, in a new model called
ransomware as a Service (RaaS). Furthermore, ransomware has the ability to evade its detection
through obfuscation of API calls, among others [8].
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In this context, it is essential to know what happens in affected environments in order to facilitate
contextual analysis. Cognitive and situational awareness concepts are considered a possible solution to
this problem [9]. Situational Awareness model proposed by Endsley [10] defines three main stages in
order to facilitate the analysis process and mitigate possible problems in a reactive and proactive way.
Firstly, the identification and monitoring of incidents and specific parameters, not only of end devices
but also network communications, allow gathering data that feed analysis and prediction phases.
The second stage is focused on the correlation and analysis of collected data and the third stage provides
the evolution of the whole environment through prediction and artificial intelligence methods. As a
result, the application of Situational Awareness concept in ransomware environments could provide an
efficient way to know how to avoid or mitigate possible attacks. Thus, there is an imperative necessity
to define a set of parameters to be monitored according to Situational Awareness concept.

Nowadays, there are many studies not only focused on the ransomware chronology and taxonomy
but also on proposals to detect and prevent this kind of attacks. On one hand, its contributions are
only related to one field and therefore covers part of the ransomware issues and challenges. On the
other hand, each of these proposals takes into account some parameters or information that will be
analyzed in real or controlled environments. To the best of our knowledge, there are no surveys that
provide a resume of these parameters and updated state of the art focused on prevention, detection,
and prediction mechanisms. It is important to note that since the last ransomware attack happened
on May 2017, the research community has put special attention in detection mechanisms that avoid
information and large economic loss. With that in mind, the main contributions of this paper are
listed below:

• Updated state of the art focused on analysis and prevention proposals and mechanisms that aid
in preventing ransomware attacks in windows devices. It will be used as a starting point for
future research.

• This paper is the first proposal that resumes the parameters that are taken into account in
current investigations. This can lay the foundations to propose novel Ransomware Situational
Awareness models.

• It provides open issues, challenges, and related methods that confront this kind of attacks.

This document is organized into six sections, the first one being the present introduction. Section 2
presents a summary of the evolution and the life cycle of ransomware and its relation with each
phase of the Situational Awareness concept. Then, Section 3 shows an updated review of the whole
analysis process, from the methods to prevent ransomware attack to detection and mitigation proposals.
Section 4 describes the evaluated parameters in current ransomware research not only in prevention
approaches but also analysis and detection models. Moreover, the main tools used in testing are
presented. Section 5 discusses the main future trends and challenges. Finally, a discussion about the
topic and conclusions is presented in Section 6.

2. Ransomware Life Cycle and Situational Awareness Model

The spreading of the Internet has brought some concerns about information security, especially
related to the proliferation of different kind of malwares. In order to avoid or mitigate this threat it is
important to know the ransomware life cycle, its relation to the situational awareness model, and its
payment methods.

2.1. Ransomware Life Cycle

The ransomware life cycle can be described in seven steps, as follows:

1. Ransomware design
2. Ransomware dissemination
3. Ransomware arrival
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4. Command and Control communication (C&C)
5. Search user's information
6. Encryption
7. Extortion and financial claiming

It is clear that these steps can be modified and depend on the type of ransomware. The most well
known variations are fileCoder, which encrypts files, and lockScreen, which blocks computer access [3].
The lifecycle starts when the design or the objective is established and finishes when the kidnapping
and extortion are done. The whole process is in Figure 1.

Figure 1. Steps of ransomware life cycle.

First, the developer creates a new version of ransomware. It can take advantage of the availability
of several ransomware development kits (Torlocker, TOX, or Hidden Tear). Solutions such as RaaS
have also provided an easy cloud platform for implementation and dissemination of new families of
ransomware. This reality has enabled non-skilled individuals to collaborate on the design and creation
of new ransomware versions.

Once the virus is ready, the attacker disseminates the ransomware looking for victims. The most
typical infection vectors include phishing or spam e-mails, exploit kits (malvertising), downloader and
trojan botnets, social engineering tactics, traffic distribution systems (TDS), among others. The infection
vector can contain itself the ransomware code or malicious links to connect to a server and download
the threat. Once it has arrived, the ransomware discovers the environment and gather user information.
It identifies the host and generates a unique device ID. Then, the ransomware tries to connect to the
C&C server to obtain an encryption key. In the fifth step, a malicious search process is executed.
Commonly file extensions, such as docx, jpg, pptx, xlsx, among others, are searched.

Once the ransomware has the encryption code and the location of the victim files, the targeted
files are encrypted. The original files are deleted and the encrypted files usually are renamed.
Finally, the infected device executes a malicious process and displays the attacker financial claim.
The message includes the payment instructions such as the kidnapping lifetime or the payment method
(e.g., bitcoin transaction).

2.2. Ransomware Situational Awareness Model

The situational awareness model helps to know the real status of network and devices and
facilitate the decision-making process. For this purpose, SA includes activities not only related to the
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identification and monitoring of specific elements or parameters but also the aggregation, correlation,
analysis, and forecasting activities. The decision-making process takes advantage of historical and
new data in order to execute countermeasures over the compromised environment. The SA model
proposed by Endsley [10] is based on three stages as follows:

• Perception This stage identifies and monitors specific assets and network parameters. It also
reports ordinary events as well as new incidents. The perception phase gathers raw data related
to the protected system. Then, this information must be organized in individual structures in
order to facilitate the management and access of it.

• Comprehension Collected information is correlated and aggregated in order to simplify analysis
and prediction tasks. Firstly, non-sensitive and redundant data are discarded and then a
preliminary analysis is done.

• Projection This stage applies analysis techniques to forecast the behavior of the system and tracks
its evolution. This phase takes into account countermeasures previously applied and their impact
on the environment. Combining historical and current information proactive and reactive actions
or responses are executed.

In this context, the combination of Situational Awareness with ransomware life cycle can aid to
prevent or mitigate this kind of threat, as shown in Figure 2.

Figure 2. Endsley Situational Awareness Model and Ransomware Protection & Mitigation.

Firstly, the Perception layer is implemented in different tools responsible for gathering
information. The obtained metrics can include C&C communications, filesystem activity, MBR
communications, System API calls, among others. Then, the Comprehension layer uses the collected
data to gain knowledge about the actual situation of the monitored elements. This is achieved through
the use of interpretation, evaluation, and pattern recognition techniques. Since ransomware requires
to gather user information, connect to the C&C server, obtain an encryption key, search for user files,
its particular behavior could be detected. In this regard, given the complexity of ransomware attacks,
there is an evident need for correlating different metrics in order to identify suspicious behavior.
Meanwhile, the main objective of the Projection level is to take advantage of the actual knowledge of
the system in order to make predictions about the future status of the analyzed elements. A reliable
prediction is one of the most critical features in the context of ransomware attacks because it is difficult
to recover the files once they are encrypted. Consequently, a timely and reliable prediction of a
ransomware attack is fundamental to design an efficient, proactive response.
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The Decision layer receives the projection ransomware alerts and establishes a response plan to
avoid/mitigate the attack. The action plan depends on the access to different mitigation tools and
the privileges to modify/reconfigure the system. For instance, it can include a new Firewall/IDS
reconfiguration, insert a new rule in the switch to block suspicious packets, insert a honeypot in a
specific network location, among others. In the Action layer, the action plan is executed. Depending
on the network type, the actions can be accomplished in a specific point or in a distributed way. If the
action plan is correct and the actions are correctly implemented, the State of the Environment of the
system could avoid/mitigate the effect of a ransomware attack.

2.3. Payment Methods

In recent years, the success of ransomware as a method to illegally make money has been
promoted by the arrival of new cryptography-based electronic currency [11]. Unlike traditional money
transactions, the new digital currencies do not receive the control and monitoring of a centralized
authority. Similarly, it provides ubiquity and fairness in real-time transactions. These digital currencies
are kind enough to guarantee a certain level of anonymity. Consequently, cybercriminals take
advantage of these features to expand their illegal activities.

Nowadays, bitcoin [12] is the most well known digital currency, although other blockchains have
much higher transaction numbers (e.g., EOS). Bitcoin achieved popularity by promising users a fully
decentralized currency. Satoshi Nakamoto is the nickname used by the person or working group that
developed the idea of peer-to-peer electronic currency. The bitcoin payments are made using the bitcoin
address as a unique identifier of the payment recipient. The payer creates a transaction message that
includes the payee bitcoin address and the amount of transfer. Then, the transaction is authenticated
through the digital sign (private key) of the corresponding address. Finally, the mining process
confirms and broadcast the transaction. All confirmed transactions are registered in the blockchain and
the chronological order is validated through cryptography. Consequently, the transaction is irreversible
when the payment is confirmed.

The economic impact of ransomware depends on the circumstances of the attack, particularly its
origin, ransom type, virus spread, the amount of demanded ransom, among others. With regard to the
amount of ransom demanded, cybercriminals usually specify the ransom in bitcoins (1 BTC), or its
equivalent in dollars. In 2016, the average rescue reached a value of USD 1,077.00 because the attackers
believe they can get more income. However, the average real rescue demand has declined to settle
at around USD 500.00 [4]. According to [11], CryptoLocker and CryptoWall received the maximum
number of payments. The number of CryptoLocker payments is 51,766 BTC (USD 42,292,191), while
CryptoWall reached 51,278 BTC deposits, equivalent to USD. 45,370,589.00. KeRanger and NotPetya
reached minimal incomes of 4175.35 and 10,284.42, respectively. Regarding the origin of the attack,
China (21%), EEUU (11%), Brazil (7%), and Russia (6%) lead the statistics of malware attacks, which
include ransomware [1].

2.4. Current Research

The evolution and impact of ransomware attacks in the last decade have revealed the imperative
need to discover an efficient way to mitigate or avoid this threat. In this context, there are several
studies and proposals that aids with this purpose as is shown in Table 1.
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Table 1. Summary of current research.

Reference Year Keywords/Topics Kind of Research

Review Proposal Testing

[6] 2016 Detection, machine learning, Support Vector Machine (SVM),
regularized logistic regression

X

[7] 2016 Ransomware evolution, datasets X X

[11] 2018 Ransomware economic impact, bitcoin trace X

[12] 2017 Economic analysis X

[13] 2017 Prevention, pattern, random forest, exploit kits, supervised
machine learning

X

[14] 2016 Honeypot, detection X X

[15] 2017 C&C, IoT attacks X X

[16] 2018 Detection methods, Decision Tree Classifier X X

[17] 2018 API calls, detection X

[18] 2017 Detection, V-detector negative selection algorithm, feature
extraction

X

[19] 2018 Detection, prevention, entropy information X

[20] 2018 Ransomware taxonomy, state of the art on prevention,
detection and prediction.

X

[21] 2018 Unsupervised detection method, artificial neural networks,
Hardware Performance Counter (HPC).

X

[22] 2018 Detection, honey file, protection X

[23] 2018 Detection, mitigation, Software Defined Networking (SDN) X

[24] 2016 Detection mechanism X

[25] 2017 Analysis and detection, simple Logic (SP), SVM X

[26] 2017 Cryptoanalysis, detection X X

[27] 2017 Deep learning, Long-short term memory (LSTM) X

[28] 2017 Crypto model, encryption keys, proactive prevention X

[29] 2018 Dynamic analysis, anomaly detection, SVM X

[30] 2018 Backups, disaster recovery, risk assessment X

[31] 2017 Deep networks, detection X

[32] 2017 Recurrent neural network (RNN), detection X

[33] 2018 Mitigation, detection X X

[34] 2017 Ransomware evolution, safety measures X

[35] 2018 Detection, mitigation, SDN, NFVs X

[36] 2017 Crypto-Ransomware, bitcoin, Cybercurrency X

[37] 2019 Static analysis, opcode, Machine learning X

[38] 2018 Security, model checking, android X

[39] 2018 Bitcoin, crypto-currency, payment X

[40] 2018 Volatile memory forensics memory dumps X

[41] 2019 Deep learning, convolutional neural network, LSTM X

[42] 2018 Remote Desktop Protocol (RDP), detection X

[43] 2018 Behavioral detection, anomaly X

[44] 2018 Detection, deception systems X

[45] 2018 Real time detection, access control, file operation X

[46] 2018 Encryptor, file protection, document editing X

[47] 2017 Cyber threats, security audit, penetration testing, IoT, privacy X
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Table 1 presents a summary of the different phases followed during an investigation. These are:
the review of the state of the art, proposal, and testing. It also shows the keywords and central topics
of each paper in order to facilitate future research. For instance, a ransomware taxonomy and its
success factors are presented in [43]. This state of the art is focused on ransomware counteraction
from the prevention approach as well as detection concept. It also highlights the research direction in
this field and its impact [47]. Some authors show ransomware evolution, the most common infection,
and payment methods [33,34]. They also present the kind of target users, safety measures, and the
market model as a business. For instance, a ransomware economic analysis is carried out in [11,12].
In both approaches, the economic impact of ransomware is reported. They also provide an analysis of
the payment strategies, such as bitcoins, and how they contribute to ransomware proliferation.

Moreover, a set of suggestions to enhance the information security risk assessment guidance,
specifically NIST SP 800, is given in [30]. This study reviews the current backup approaches with
the purpose of providing a guide in order to address ransomware attacks, according to NIST SP 800
security management. On the other side, there are proposals focused on ransomware in Android
devices [7] or the IoT area [15]. For example, Zahnra et al. [15] proposes a model for analyzing incoming
TCP/IP traffic (header), using a command and control server (C&C) with ransomware blacklists. It is
important to note that the analysis of ransomware threats in Android or IoT devices is out of the scope
of this article.

Furthermore, one of the most important challenges is to provide enhanced mechanisms to predict
ransomware attacks before they happens and then apply countermeasures. On one hand, there are
several articles that show novel detection and prediction methods [7,13,14,18]. On the other hand,
some prevention mechanisms are presented in order to established some principles and suggestions
to avoid a ransomware attack or loss of information [22,23,28,30]. In [28] a key vault to protect and
store the session keys is proposed. Furthermore, there are some proposals that allow the mitigation of
ransomware attacks, such as the deployment of sensors and actuators [35]. It takes into account the
self-organized concept in order to provide a smart calibration and management of responses. It also
considers the situational awareness concept to know the real situation of the protected environment.

It is important to highlight that big companies and organizations like the European Commission
are pushing research in information security through funded projects such as RAMSES [48] or
CYBECO [49]. On one hand, Supporting Cyber insurance from a Behavioral Choice Perspective
(CYBECO) develops new tools and algorithms in order to build more secure communication and
network systems. It takes into account the behavior not only of cyber attackers but also the owners
of end devices or infrastructures. On the other hand, an Internet Forensic platform for tracking the
money flow of financially motivated malware (RAMSES) facilitates digital forensic research in order to
identify internet attackers or scams. For this purpose, the RAMSES project correlates and analyzes
data gathered from the Internet, particularly malware attacks such as banking trojans or ransomware.

As a result of this preliminary analysis, there are different investigations that introduce
concepts like a pattern recognition or prediction techniques in order to facilitate not only preventive
actions but also reactive and proactive responsea behind ransomware attacks, as is detailed in the
following sections.

3. Ransomware Analysis

Nowadays, the research community is working in novel methods and strategies for mitigating
ransomware attacks, covering the whole analysis process to ensure information security in three
main branches: prevention, detection, and prediction. The key idea behind these concepts is the
diagnosis of the device state and prediction of possible attacks. Then, with gathered information,
the best-suited countermeasures or actions behind suspicious events are decided. For this purpose,
intelligent methods have been introduced in current research such as Bayesian Networks (BN), decision
trees, Support Vector Machine (SVM), among others. Each of these branches is focused on a specific
activity, as follows:
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• Prevention This area is related to actions that are being used to avoid or minimize the possibility
of a ransomware attack. These actions can include an updated operating system, the installation
or use of a specialized application, among others. It also includes making file backups to avoid
the extortion. The main objective of this phase is to close system vulnerabilities or security holes
that were used in the past.

• Detection This phase intends to apply different mechanisms in order to detect ransomware
attacks during or after it happens. The key idea of detection is to diagnose the end devices and
then discover suspicious events or conditions. In this way, it is possible to avoid a possible attack
in its initial phase, minimizing the impact on the system. Detection could also include both
proactive and reactive responses.

• Prediction This area has the purpose of avoiding the attack before it takes place, which is
achieved by means the gathering of different parameters or connections in end devices, then this
information will be analyzed and correlated in order to predict possible attacks. One of the main
pillars of prediction is the introduction of intelligent techniques. Based on prediction, the users
can apply countermeasure to stop or avoid the attack.

In this context, this section presents the current research classified by prevention mechanism
and detection/prediction approaches. It is worth mentioning that prediction and detection normally
are used as interchangeable concepts. Some authors call the detection phase as “early prediction”.
This section also includes the description of these proposals and their characteristics.

3.1. Detection And Prediction

In order to know the real state of the end device and deploy countermeasures behind a suspicious
event, it is essential to know what is going on and how to respond to this situation. In this context,
the whole analysis process starts with the data gathering or feature extraction. In the detection phase,
this information could be correlated and analyzed. Then, predictions can be done based on this set
of metrics. Finally, if a relevant event is detected or predicted, a reactive or proactive response can
be applied. Several proposals use different approaches and intelligent techniques in order to aid
in the detection and prediction process. The first step consists of the feature extraction in network
communications, registers, API calls, among others, and then classifies and analyzes them.

In this context, Gangwar et al. [13] proposed a mechanism to detect ransomware by means the
analysis of patterns such as file paths, network activity, dropped file, ransom footprint, among others.
For this purpose, different metrics were gathered through exploit kits. Then, the application payload
was analyzed, including goodware and malware samples. Then, J48 Decision Tree, Random Forest,
and Naive Bayes were used in order to classify these patterns. Furthermore, a dynamic analysis to
detect ransomware on the user data observing the file system is proposed in [26]. This approach
saves a registry with the file access rates, and at the same time the user activity is monitored in their
own device through Process Monitor software. Registries, process activity, network, and entropy
are parameters considered in the analysis process. The file system I/O accesses were recorded and
execution screenshots were captured.

On the one hand, the research known as EldeRan [6] presents a mechanism for the dynamic
classification of ransomware through some features such as Windows API calls, registry key operations,
directory and file system operations, among others. Each user application is classified by means of
a machine learning algorithm like a Logistic Regression classifier. Furthermore, this proposal also
provides a method to create signatures for new ransomware family. On the other hand, an anomaly
detection method to detect suspicious behavior is presented in [21]. This work is known as RAPPER
and it gathers information from HPC statistics. Moreover, two approaches were taken into account,
which are Artificial Neural Network and Fast Fourier Transformation (FFT).

Part of the current research analyzes the behavior of API calls. For example, Lu et al. [18] proposed
a ransomware detection method based on V-detector negative selection algorithm combined with a
mutation optimizer. This proposal takes into account three main features: API function calls (crypto,
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processes, services), behavioral expressions (network, registers and directory operations), and memory.
In [17], fourteen ransomware families are analyzed using API calls for Windows systems. This work
characterizes ransomware behavior versus normal operations and then identifies specific API calls that
have been used in ransomware infection. Similarly, Chen et al. [25] analyzed API calls by means of data
mining algorithms such as Support Vector Machine (SVM) and Random Forest (RF), among others.
The process includes four main phases: (i) raw feature extraction, (ii) preprocessing, (iii) selection,
and (iv) analysis through learning algorithms. Moreover, in [27] long-short term memory is used in
order to classify a binary sequence of API calls. The feature extraction was done by Cuckoo sandbox
capturing API calls, file operations, and registry values. Other proposals [29,37] use a supervised
machine learning approach in order to detect ransomware threats. In [29], each Window API call is
counted and then the vector model is represented by an SVM algorithm. The collected logs contain not
only Windows API calls but also process and communication status.

Some proposals use the honeypot concept in order to deploy a trap. In [14], some honeypot
system approaches were presented in order to detect ransomware. It monitors a honeypot folder with
an FSRM File Screen through the monitoring of Windows Event. The logs were caught by means
of the EventSentry monitoring tool. UNVEIL [24] analyses the victim device in order to detect a
ransomware attack. For this purpose, an artificial environment was deployed. It has special files
(file lockers) that are monitored and deployed across the infrastructure. Some screenshots are taken
in three phases: before, during, and after the attack is completed. The filesystem activity reflects
changes in each I/O operation and their parameters such as timestamp, pointers to data buffers, etc.
Furthermore, Gómez et al. [22] proposed a honey file as a mechanism to catch and response behind
crypto ransomware attacks. It takes into account countermeasure actions in order to solve the possible
infection. This action includes the file’s lock when it is accessed.

Furthermore, there are some proposals that focus on the analysis or enhancement of encryption
methods. For instance, Zavarsky et al. [7] performed a simple test to demonstrate ransomware
detection using Cuckoo Sandbox and Anubis. For this purpose, it checks MD5 checksum values,
register and file system activities, network communication, among others. Moreover, MD5 values are
checked against the antivirus engine by means of the File Fingerprinting technique. In [28], enhanced
file encryption, known as Paybreak, was proposed. The files are decrypted after they have been
compromised by means of a hybrid encryption approach. PayBreak uses an asymmetric key pair
that is saved in a secure key vault. On the one hand, the public key is configured with the user
instructions. On the other hand, the private key is stored in a safe place. The system continuously
stores the encrypted key pair in the vault. If the device is compromised, the vault is accessed with the
private key.

Another method to characterize and detect ransomware threats is monitoring communication
between the compromised devices and C&C server. In this context, NetConverse [16] introduces a
machine learning method in order to detect a ransomware attack. This proposal extracts network traffic
features such as IP address, packets, ports, protocols, among others. These features are extracted by
means of a network analyzer tool called TShark. Meanwhile, Cabaj et al. [23] presented a ransomware
detection method based on the introduction of the SDN concept. The main idea behind this proposal is
the characterization of HTTP traffic and crypto ransomware communications, specifically CryptoWall
and Locky. The communication is established between the infected devices and the proxy server.
If suspicious behavior is detected, the SDN controller blocks the IP or domain. Furthermore, the SDN
concept is also applied in [50]. This work tracks the behavior of crypto locker ransomware using
asymmetric encryption. The time taken for file encryption will be observed (different data sizes) in
order to mitigate the threat.

Nowadays, anti-ransomware tools are a good option in order to prevent this kind of threat.
These tools must include the following characteristics: (i) detection of suspicious behavior, (ii) attack
prevention, and (iii) remediation mechanisms. It is important to note that most of anti-ransomware
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tools are able to detect, block, and restore encrypted files. The detection process is done by means of
behavioral and forensic analysis [51].

3.2. Prevention

One of the main strengths for ransomware success is that the extortion or information kidnaping
can be done with relatively low risk. Nowadays, there is not an easy way to follow the origin of the
attack as well as the money trace. In this context, a feasible opportunity is that the users could be able
to prevent the attack before it happens or the user can restore their original files. As a result, the user
will be able to break the ransomware lifecycle. On one hand, there are some suggestions that can be
applied in end devices in order to prevent or reduce the probability of suffering ransomware attack.
On the other hand, there are some proposals that intend to prevent the information loss produced by
these threats.

For instance, File Server Resource Manager (FRSM) is a mechanism of Windows Server (role
service) that allows to classify and manage the information stored on servers. These capabilities include
file screening, quote management, storage reporting, among others. Another example is presented
in [14]. This research applies a honeypot to prevent a ransomware attack before it happens. For this
purpose, two approaches are tested, which are file screening service and the monitoring of EventSentry.
Moreover, in [52], four recommendations to prevent ransomware attack are presented: (i) backup,
(ii) avoid email links and attachments, (iii) patch and update security software, and (iv) if the machine
is infected, turn it off in order to minimize the damage. Similarly, Jung et al. [19] proposed a model to
detect and respond behind ransomware attacks. It takes into account prevention and post-detection
actions. The system consists of monitoring, detection/analysis, file backup (secure zone), and a gray
list classification system.

After a ransomware infection, another interesting approach is the file recovery. For instance,
PayBreak [28] prevents data loss through the storage of session keys in a protected key vault. Thus,
only the legitimate user can access the information and is able to recover their own information. It is
important to note that one of the main recommendations given by security companies is to take the
public keys from trusted sources such as the public Certificate Authority (CA). This approach allows
controlling suspicious or unauthorized encryption processes [53].

It is important to highlight that the main security enterprises and big companies provide
suggestions and guides in order to prevent ransomware attacks, such as Microsoft [54] or Symantec [1].
Microsoft is able to monitor Windows security logs by means of EventSentry, which is a Security
Information Management tool (SIM). When an activity passes a threshold, specific actions are triggered.
In [55] a complete checklist and guide to prevent ransomware attack are presented.

Some preventive actions to avoid getting infected include making a periodic information backup,
train the user, or create different privilege levels and segments. Making backups is a reactive measure
that prevents losing information or having to pay the rescue. It is important to highlight that backups
must be done outside of the network. Another big problem is the user habits, and therefore it is
important to train all users and explain the risks and security threats associated with the use of
computer and network resources. Moreover, each user must have an appropriate segment and level to
access or control their resources and information. Segmentation controls the traffic between networks
and isolates some critical services and resources [51,56].

Furthermore, prevention actions also include access control lists, regular backups, applying
patches and updates, deployment of security products, enabling file recovery systems, disabling macros
to remote control, limiting sharing options or unused wireless connections, using key vaults and inspect
suspicious email or URLs, review shared and external resources, use anti spam, antivirus solutions,
firewall and content filter (block some extensions considered dangerous), show file extensions (to detect
malicious files with double extension), block advertising and pop-ups, and protect the MBR table,
among others. Moreover, the right control of user permissions, stronger authentication mechanisms,
and the implementation of best practices to remote desktop control are needed [43]. It is important to
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note that prevention actions are only the first step to avoid information loss but it does not ensure that
a ransomware attack compromises end devices. Moreover, the prevention suggestions come from the
study of ransomware regarding detection and prediction research.

4. Evaluated Parameters on Current Research

One of the main challenges of information security is to know what happens with the devices
connected in a system and their communications, and more importantly how to prevent and mitigate
possible threats. All of these issues can be covered by means of a Ransomware Situational Model. In this
context, there are several parameters taken into account in the current research such as file system
operations, entropy, registry keys, checksum values, file hashes, disk usage, and open connections,
among others. Table 2 shows a summary of different parameters that were studied and evaluated in
current research. It also includes the tools used not only to deploy a secure environment for testing
purposes but also the programs or approaches that facilitate the gathering, correlation, and analysis of
the information.

The analysis presented in Table 2 has revealed that Cuckoo [57] sandbox is the preferred tool
for testing and evaluation. Cuckoo allows the deployment of a secure environment for testing
with a different kind of malware. When an attack is simulated, every action carried out by the
malware is stored (logs and reports). One of the main advantages of Cuckoo is that it works in an
emulated environment. It is worth mentioning that ransomware samples can be obtained in VirusTotal,
VirusShare, or some authors generate or emulate their own ransomware. In essence, most of the
authors take into account the following features:

• Content similarity and entropy It allows determining how similar the data is. Entropy is based
on the degree of randomness of the bytes in a file. Typical file types, such as HTML or doc,
have a lower entropy value compared with binary files (exe, dll). Encryption produces typically
a high entropy. Therefore, if the file has been changed and it is too different in comparison
with the expected average entropy, it can be considered a potential threat. It is important to
note that a high entropy for itself is not a conclusive parameter to predict ransomware attacks
because other normal processes like compression imply a high entropy value. Furthermore,
newer versions of ransomware are reducing the entropy and, consequently, a lower value does
not guarantee a possible infection. Entropy can be used as a part of an attack vector in order to
predict ransomware threats.

• Monitoring C&C Communications In ransomware attacks, a C&C server propagates instructions
in order to infect or take control of devices called bots. In this context, the monitoring of unusual or
continuous communications with specific internet sites will be done. For this purpose, researches
are using innovative technologies such as SDN in order to block the communication with the C&C
server when it is happening. For instance, in [58] a system to monitor suspicious network traffic
is proposed. It blocks infected devices, in a real-time manner, through rules applied by the SDN
controller. Moreover, concepts like Network Function Virtualization (NFV) aid to mitigate this
problem by means of the deployment of specialized network functions like Deep Packet Inspectors
(DDI) or honeypots. Besides, Domain generation algorithms (DGA) generate a set of domain
names that are used by the C&C server and leave a trace in network traffic [59]. It is important to
note that some ransomware samples do not need an internet connection to encrypt files.

• Filesystem activity A ransomware inevitably uses function calls (e.g., I/O Requests) to execute
malicious operations in the OS filesystem. The system under attack can exhibit an abnormal
file system activity since a large number of equal file system access can be requested. The main
suspicious activities related to the file system can include changes in Master File Table (MTF)
and I/O Request Packets (IRP) [60]. During a ransomware attack, the MTF can be encrypted and
the Master Boot Record (MBR) is overwritten. Thus, monitoring these elements is an effective
strategy to detect ransomware.
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• Monitoring registry values It has been observed that during a ransomware attack,
several registry values are modified. For instance, many ransomware variants modify the
values of HKEY_LOCAL_MACHINE\System\CurrentControlSet\control\N1s\ComputerName
\ActiveComputerName and HKEY_LOCAL_MACHINE\SOFTWARE\Microsoft\WindowsNT
\CurrentVersion \WinLogon, HKEY_LOCAL_MACHINE\SOFTWARE\Microsoft\Windows
\CurrentVersion \Run. Similarly, the value of HKLM\Software\Microsoft\Cryptography
\Defaults\Provider Types\Type 001 as the Microsoft Strong Cryptographic Provider is read [7].
Other variants remove the volume shadow copies (Volume Snapshot services VSS files) in order
to avoid the use of these backups to recover the system. Finally, ransomware opens a txt
instruction file and fills it with the image of attacker payment information and changes the desktop
background to the bitmap image. In other words, the HKCU\Control Panel\Desktop\Wallpaper
value is set to %CSIDL_DESKTOPDIRECTORY%\_Locky_recover_instructions.bmp [46]. In the
case of encryption ransomware, crypto libraries and registers are used or accessed.

• Privilege Escalation It is considered one of the most distinctive features of ransomware attacks.
Once the malicious software is downloaded on the system, it monitors the environment to check
their access capabilities and, if necessary, asks for administration rights. This access request is
externalized as an app authorization button in Android devices or a malicious window requesting
authorization in Windows elements (update patch). Once the attack obtains administrator
privileges, it continues the attack by locking the victim device (Windows) or setting a new lock
screen PIN (Android).

• Monitoring API and DLL calls The use of APIs is one of the most common ways of software
development. Through it, a set of procedures, protocols, and tools is provided as logical building
blocks. The programmer puts the blocks together according to their particular objective through
API requests and API calls. Similarly, the attacker uses the available APIs for executing malicious
activities. Therefore, some characteristics of API calls (e.g., time, type, number, sequence)
can be used to model the application behavior. Then, a classifier can be trained in order to
detect suspicious activities. For example, a suspicious sequence in API Windows is the use
of GetThreadDesktop, CreateDesktopW, and SwitchDesktop [60]. Even though the attacker
could avoid the use of API calls, the use of native APIs requires significant work due to lack of
compatibility and available documentation.

• Modifications of Master Boot Record (MBR) A group of ransomware attacks is specialized in
changing the Master Boot Record, which contains the executable boot code and the partition table.
This attack takes advantage of the well-known position of the MBR (first sector of a hard disk)
and the startup procedure. Then the system boot process loads the MBR instructions in memory
and transfers it to the control system at boot time. In this context, the malicious software modifies
the boot code with a bogus MBR that blocks the normal boot procedure and displays a message
requesting a ransom.

• Monitoring specific file type, file path, or directories It includes monitoring modifications of
files to find out an unusual increase of specific extensions, such as .locky. It also oversees the
Volumen Shadow Copy service (VSC) in order to avoid that shadow copies of the systems can be
erased. Moreover, it is crucial monitoring URLs and web pages.
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Table 2. Summary of evaluated parameters and tools.

Reference Year Evaluated Parameters Tools/Datasets

[6] 2016 API invocations, registry keys, file directory
operations, dropped files.

VirusShare, Cuckoo sandbox,
VirusTotal, Matlab

[7] 2016 Filesystem and registry in Windows; checking the
MD5 hash values from Virus, file system and
register activity, network communications

PEiD, PEView tool, Cuckoo,
Anubis

[14] 2016 Honeypot folder monitored with an FSRM File
Screen

EventSentry, FSRM

[24] 2016 File path, time attributes, filesystem I/O activity Cuckoo, OpenSSL,
VirusTotal

[13] 2017 Listing of the file path and dropped file, ransom
note, network activity, analyzing application
payload

Cuckoo, Wireshark,
tracewrangle3, Dionaea
Honeypot

[15] 2017 C&C communication, public key, the connection
established between victims and the C&C server.

Framework Proposal

[18] 2017 Hard disk reading and writing, the encryption and
deletion of files, crypto APIs. Three types of
features: API functions, behavioral expression
(count IP address, ports, etc) and memory feature.

Cuckoo Sandbox, Volatility

[25] 2017 API calls (GetModuleFileNameA, NtCreateSection,
NtCreateFile, NtMapViewOfSection, NtWriteFile)

API Monitor tool, Weka

[26] 2017 File system, registry, process activity, entropy, API
functions (ReadFile, QueryInformation), Master
File Tables, System Service Descriptor Table

bCuckoo, VirusTotal, Process
Monitor

[27] 2017 API calls, registry values Cuckoo Sandbox

[28] 2017 Crypto Function Hooking, CryptoAPI, File
recovery, SHA1 functions

Cuckoo sandbox, Raddar,
VirusTotal

[31] 2017 121 API call functions (NtEnumerateValueKey,
NtOpenSection, closesocket,
CryptDecodeObjectEx, GetFileAttributesW)

Cuckoo sandbox,
TensorFlow, Open Malware,
VirusTotal

[32] 2017 API call sequences (NtOpenFile, RegOpenKeyExA,
ioctlsocket, NtResumeThread, etc)

Cuckoo sandbox, VirusTotal

[16] 2018 Network features (Protocol, source and destination
address, ports, packets, duration)

Tshark, Weka, Kali Linux

[17] 2018 API calls (CopyFile, CreateDirectory),
InternetOpen, CryptoDeriveKey, SetFileAttributes,
GetFileType, GetFileSize, CryptoGenKey,
CryptoDecodeObject)

Windows Power Shell, bash
scripts, ProcMon

[19] 2018 The entropy value, of the file, was calculated (its
format)

Watchdog Module

[21] 2018 Cache-references, cache-misses, branch-misses and
branches.

iperf tool, sandbox, Kera,

[22] 2018 FIFO files, infinitive files Bash-ransomware, linux
suite, linux encoder,
OpenSSL

[23] 2018 HTTP message sequences and their corresponding
sizes.

Cuckoo, Alexa websites,
POX

[29] 2018 API calls Cuckoo sandbox
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5. Future Trends and Challenges

Ransomware attacks can cause large disruptions in all kind of organizations. By implementing
conventional practices like antimalware, they protect and defend their systems from known
ransomware variants. However, the sophistication and continuous evolution of ransomware means
that these strategies are not enough to identify and block new attacks. In this context, the detection
of ransomware attacks is one of the most challenging objectives of researchers. It is clear that once
the encryption is executed, the data is compromised and the damage is irreversible. For this reason,
the detection of the ransomware (before encryption) is challenging. Today some solutions can detect the
attack in the first phases, but it sacrifices the encryption of some files before the detection. To resolve
this, one of the future trends includes ransomware prediction in order to detect the threat in the
pre-encryption phase and stop the attack in time. Despite the fact that there are some ransomware
prediction solutions, the experiments demonstrate that the false positive rate is still high (20%). In order
to improve the accuracy and effective detection, the use of machine learning or statistical approaches is
highly recommended. It aids in the identification of ransomware features and detect the initial phase
of the attack.

The dynamic analysis based on patterns of system calls can help to differentiate a legitimate
encryption software and a ransomware attack. For instance, the presence of cryptographic API calls
used not only to obtain key containers but also to generate public and private keys is expected for the
typical process of file encryption. Furthermore, the detection models could analyze the structural and
operational behavior of the toolkits used to build ransomware attacks. Another interesting research
area is the inclusion of honey-files deployed to catch and block the ransomware when it tries to read the
files. The comparison of the file, before and after the attack, concerning entropy and similarity-based
measurements, could give signals of a ransomware detection. It is also important the generation of
new mechanisms to discriminate between a benign or malign attack by means of the combination,
not only considering high or low file entropy value but also considering monitoring network and file
system activity.

The performance of the ransomware detection process could be improved thanks to the use of a
new generation of cloud-based ransomware detection services, particularly in devices with limited
energy/CPU resources (mobile, IoT). It is worth mentioning that a lot of ransomware experiments do
not follow standard approaches. For this reason, the need for consistently validated datasets would
facilitate ransomware research. Additional future work includes the development of a knowledge base
of the financial behavior of ransom monetary transactions. The use of data mining techniques to track
down the money can help to become susceptible and expose adversaries.

The development of new network technologies has gained the attention of ransomware researchers
and these can contribute to the analysis, detection, and prevention tasks of this kind of attacks.
New network paradigms, such as Software Defined Networking (SDN) [61], Network Function
Virtualization (NFV) [62], and Self-organized Networking (SON) [63], have changed the vision of
private, closed, static network environments. The network administrator can create their own network
programs (Network Functions), and customize the network behavior according to the user needs.
In this context, the flows can be analyzed in order to detect suspicious network behavior and take
preventive actions, such as redirect/block the traffic and track down the source of the attack.

The primary motivation of ransomware developers is the illegal revenues gained from the victim
payments who choose to pay the ransom. In this context, the development of new solutions for data
backup and recovery will make it possible for victims to recover their data without paying the ransom.
The contribution of distributed computing backup and recovery systems, as well as a cloud-based
recovery solution, can help to decrease the impact of ransomware attacks. As soon as the ransomware
attacks become worthless, the interest in developing new hazards will decrease.

Finally, one of the main challenges is related to law enforcement. Nowadays, there are security
holds because ransomware is based on anonymity. On one hand, the attack trace or the C&C server
that controls the encryption process cannot be tracked easily. On the other hand, payment methods
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like bitcoin allow hiding payment route. Thus, it is important to establish general legal agreements in
order to prevent extortion.

6. Conclusions

Ransomware is one of the critical threats facing not only end users but also organizations.
The number of enterprises and organizations affected by ransomware is growing and the financial
losses and reputation damage are extensive. Also, the evolution of new markets and business models
such as mobile communication, IoT, Cloud-based services, and the perception of anonymity provided
by digital currencies have promoted the development of new variants of ransomware. Although the
research community is working hard on novel methods to prevent and avoid ransomware attacks,
there is a marked tendency towards the utilization of more cognitive mechanisms in order to gain
real knowledge not only of end devices but also of network elements. The key idea is to find the
right characteristics that have been changing in the system, allowing the identification of suspicious
behavior and, consequently, the detection and prevention of threats. Ransomware attacks are not
going to disappear in the medium term because they are carried out when the attacker discovers a
new configuration weakness in end devices. For that reason, it is necessary to implement a progressive
security strategy and discuss the legal issues in order to track this kind of attack. The community must
be aware of the current situation in each country and how it could impact the third parties involved.

The primary objective of the present article is to facilitate the research work in this area through
the presentation of updated studies that summarize the current investigations and show a holistic
ransomware view. For this purpose, a complete description of the ransomware evolution, its life
cycle, and its relation with the Situational Awareness concept are presented. It includes a complete
description of the ransomware life cycle from the attacker’s design and dissemination to the extortion
of the victim. Similarly, a description of the common payments methods, like bitcoin, is included.
Moreover, in order to facilitate the testing phase of future investigations, a detailed summary of
several parameters that have been evaluated in the current research is introduced. To the best of our
knowledge, the present contribution is the first work that covers this aspect. Furthermore, an updated
state of the art in prevention, detection, and protection, as the main areas related to minimizing
the impact of ransomware threats, is presented. The work concludes with an analysis of the main
challenges and hot topics in the ransomware research field.

The internet has become a strategic ecosystem for different human activities, such as production,
communication, entertainment, and economy, among others. Therefore, building and maintaining
a secure digital network environment are a central topic in different research areas. Despite the fact
that ransomware has evolved as one of the most common cybersecurity threats, the analysis and
development of new prevention, detection, and protection methods will help to reduce the attacker
revenues and decrease the incentive behind this illegal activity.
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BN Bayesian Network
BTC Bitcoin
CA Certificate Authority
C&C Command and Control
DGA Domain Generation Algorithms
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FRSM File Server Resource Manager
HPC Hardware Performance Counter
IRP I\O REquest Packets
MBR Master Boot Record
MFT Master File Table
NFV Network Function Virtualization
RaaS Ransomware as a Service
RF Random Forest
RDP Remote Desktop Protocol
RNN Recurrent Neural Network
SA Situational Awareness
SDN Software Defined Networks
SMB Server Message Block
SON Self-organized Networking
SVM Support Vector Machine
TDS Traffic Distribution System
VSC Volumen Shadow Copy
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