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Abstract: Security is considered a basic human need, according to Maslow’s hierarchy; however, it 

is hard to define exactly what the term means. Globalization, the digital environment, bring new 

dimensions and increasingly diverse interpretations of security to life. These new approaches, while 

reducing the consistency of the concept, allow an understanding of individual attitudes towards 

security. In recent years, several researchers have analyzed the psychological dimension of security 

at a personal level and ontological security in relation to citizens, residents, employees and students; 

however, based on a review of research history, there is still a scientific gap with regard to the 

perspective of customers and consumers. Accepting the fact that market actors are increasingly 

taking their share of creating a secure environment, in our empirical study we focus on corporate 

involvement and contribution through an examination of consumers’ perceptions of security. 

Corporate security is originally a field supporting the smooth operation of the organization, but 

nowadays it has become an important element of corporate strategy and also a factor of 

competitiveness. Keeping that in mind, our objective is to get a picture of how consumers judge the 

contribution of companies to the general sense of security in Hungary, what security-related tasks 

they expect from the corporate actors, and how they feel about a company’s security-related 

performance. In our study, we develop the ontological security model of consumers, into which we 

integrate—next to the individual socio-psychological features and the macro-environmental 

elements—the dimension of the assessment of corporate performance, the possible components of 

which are analyzed during the quantitative primary research. 
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1. Introduction 

The sense of security, along with those elements of wellbeing that can be described 

using general economic indicators, is one of the main benchmarks of postmodern human 

prosperity [1]. The significance and the components of a sense of security are constantly 

changing, new dimensions of security appear, and in the meantime its establishment and 

maintenance take place in an environment where the standard politics/economics and 

state regulation/market equilibrium dichotomies are falling apart, allowing room for the 

involvement of corporations. 

Security is not merely an abstract notion [2] since paradigms emphasizing the 

legitimacy of human and personal safety appeared from the 1990s as a counterpoint to 

the traditional state-oriented security policy approach [3,4]. An individual’s perception of 

security can be examined from several perspectives (e.g., physical security, existential 

security, social security, etc.) and can be interpreted in terms of different roles (e.g., citizen, 

urban resident, house tenant, customer). For historical and environmental reasons 

(globalization, digitalization), research related to individual and human security has 
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become a topic of major importance, yet the academic works available in the context of 

security studies tend to present a traditionally narrow (state-related) approach to security 

[5]. Felling secure, however, goes beyond the security of individuals as guaranteed by the 

state; it is in fact the result of a set of interrelated external and internal factors [6] and, as 

such, it is highly subjective. 

The subjective perception of security has been studied using both psychological [7–

11] and ontological approaches [12–15], in the context of certain roles of an individual 

(citizen, urban resident, employee, etc.). According to the studies reviewed, far too little 

attention has been paid to consumers’ perceptions of security, and their expectations of 

companies in terms of security. Thus, the purpose of this paper is to explore this new 

perspective of perceived security, based on the results of a survey conducted among 

Hungarian consumers. It is evident that an individual’s subjective sense of security as a 

consumer is inseparable from his overall security perception, so we can build on previous 

research results in this respect; however, we also aim to examine what security-related 

tasks are identified by consumers and how they assess the performance of the companies 

in this area. 

We believe that our findings can serve as a basis for guiding the transformation of 

companies’ security-related strategies, as corporate security is traditionally an area that is 

mainly defined as a supporting function guaranteeing the smooth operation of the 

organization  [16], which is less pertinent within corporate strategic planning. However, 

we can see clear signs of the consumers and business partners in certain sectors attaching 

greater importance to security, for which they are even willing to pay a premium price; 

therefore, information and communication about security-related guidelines and results 

will be paramount. 

2. The Conceptualization of Security 

As can be seen in the findings of sociological research, an average person mostly 

identifies the notion of security with social security and public safety. Social security 

usually means the accessibility of health insurance, pension insurance and other social 

benefits, while public safety is—in addition to crime prevention [17]—about maintaining 

the order of social coexistence (the protection of an individual’s life, personal rights and 

assets). 

Based on the definition in the online Cambridge Dictionary, security is the 

“protection of a person, building, organization, or country against threats such as crime 

or attacks by foreign countries”. According to the Dictionary of the Hungarian Language, 

security is an order of things and living conditions; it is a state in which unpleasant 

surprises, disturbances and risks have little or no opportunity to appear, where one does 

not have to be afraid of threats like these. Academic studies have defined security as “the 

absence of events, threats and risks that would cause damage, pain and suffering” [18]. In 

general, therefore, security can be best described with a negative definition, by the absence 

of something (danger, risk, harm, etc.) [19]. Scientific publications usually identify three 

possible interpretations for security, which are: (1) the previously introduced dichotomy-

based approach, in the form of a state that can be described by the absence of danger; (2) 

an activity linked to the establishment of prevention and protection; or (3) a basic need, as 

one of the crucial drivers of human existence [6]. 

Due to the complexity of its definition, the various fields give concrete terms to the 

meaning of security, usually with the help of qualifying adjectives. On the one hand, 

depending on the context, the words security and protection can be found in adjectival 

structures, such as national security and national protection, health security and health 

protection, and environmental security and environmental protection (a non-exhaustive 

list). On the other hand, there are fields where typically, or even exclusively, only one of 

these notions is used, like, for example, disaster protection and operational security [20]. 

The definition of security itself can be examined from different points of view. The 

descriptions introduced above are aiming for a direct interpretation of security but we can 
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also highlight the psychological approach, from which perspective security is a 

sensation/perception; as such, it can be real, false, or manipulated [21]. From this 

standpoint, it is worth looking into the element of threat in a more complex way and to 

clarify that its nature can be real or perceived; hence, the danger might not even exist. In 

addition, security can also be examined from a legal point of view, where it means the 

establishment and operation of a system of internal and external guarantees [22]. In a legal 

sense, personal safety, which can be characterized as protection against factors 

threatening life, health, livelihood and human dignity, can be distinguished from human 

security, which is a broader term and marks the protection of human rights and access to 

social services (health care, education) [3]. According to the classic conception of 

economics and political science, security is a public good and, when viewed as a service, 

it is part of the public domain. With regard to security, the prefix “public” does not solely 

serve to distinguish it from “private”. In this case—in terms of the state and market 

engagement—it is not simply market-based public goods, on which footing the private 

contracts are based. It is much more characteristic that state actions and subsidies are 

needed for its development and preservation [23]. It can be stated that security is basically 

a concept integrating comprehensive, indivisible, and multi-component elements that are 

objective and subjective and go far beyond just the military aspects [24]. 

The narrow, traditional (realistic), state-centric orthodoxy-based definition and the 

critical (modern/postmodern), human (proclaiming the legitimacy of personal safety), 

expansive interpretation of security are the subject of serious debates among theorists [5]. 

These theorists fear that due to the new dimensions [4] deriving from the more expansive 

interpretation, the definition of security will lose its intellectual unity. Nevertheless, 

today’s novel threats and challenges of modernization are making the validity of the so-

called critical human security studies (CHSS), and the term security defined therein, 

absolutely clear. In a wider sense, human security consists of economic, food, health, 

environmental, personal, community and political safety, while at the other end of the 

scale, on the basis of the “narrow” approach, the term mainly covers protection against 

violent threats [5]. Either way, the center of this new paradigm is the individual instead 

of the citizen, for whom security means that there is no need to be afraid of dangers and 

risks. It can be stated that, in this approach, security is not an objective state, but the 

subjectively lived perception of the individual, the sense of prosperity, tranquility, and 

stability. From a philosophical and socio-cultural perspective, subjective security is the 

totality of several interrelated phenomena, such as the individual perception of danger, 

the psychological mechanisms of developing a sense of fear in a certain social group, civic 

awareness and the community’s ability to self-organize against external and internal 

threats [6]. Therefore, the subjective dimension of security itself is fairly complex, and it 

can be described as a synthesis of psychological as well as certain social and 

environmental factors. 

Two strands of subjective security research have been emerging since the 1990s. A 

significant number of researchers are primarily concerned with the conceptualization of 

psychological security [2,6,21] and examine its practical applicability [8,9,11]. 

Simultaneously, others study security from an ontological point of view, which appeared 

in Giddens’s theory of modernity [25–28], regarding residents [12,14,29], property 

ownership [13] and further practical manifestations [15,30]. 

In contrast to physical security, which denotes “security as survival”, ontological 

security refers to “security as being” [31]. Ontological security refers to people’s faith in 

their self-identity and in the permanent nature of their social and material environment; 

the sense of ontological security is based on the reliability of the surrounding persons and 

things [25]. This is only one of the many approaches emphasizing that self-confidence, 

social security, a loving partner, and a normal daily routine are equally important for 

living a full human life [13,14]. Routines are of particular significance in developing 

ontological security because the challenges of the post-traditional era (the blurring of the 

conventional boundaries of existence, roles, loss of traditions, etc.) are making it harder 
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for individuals to feel comfortable in the world (existential anxiety) [26,27]. According to 

Harries [12], ontological security is at a higher level in Maslow’s hierarchy of needs than 

the need for physical security; therefore, a person’s desire to feel safe can actually prevent 

that person from acting in favor of their physical security. It is also typical that the 

misperception of dangers acts against adequate protection [32]. In his critique aiming to 

refine the concept of ontological security, Rossdale [28] underlines that, in Giddens’s 

interpretation, security is not just an abstract psychological experience but also a 

comfortable condition, one that is adaptive to the broader political and social frameworks 

and, as such, it might become a privilege that only certain members of those frameworks 

deserve. 

Human security cannot be interpreted without considering its psychological aspect. 

The sense of security and general mental wellbeing are inseparable from each other, and 

both of them are subject to the possession of control over things, among other factors. By 

definition, psychological security is the state of an individual when he/she can satisfy 

his/her needs for self-preservation and perceive his/her own (psychological) 

“shelteredness in socium” [2]. Edmondson claims that, in a given context, psychological 

safety describes the perceptions connected to the consequences of taking interpersonal 

risks [8]. It is worth mentioning that psychological security typically refers to hypothetical 

constructions that are difficult to measure [2]; therefore, researchers usually examine it by 

including the perception of possible threats and risks, the likelihood of becoming a victim, 

and by applying the cognitive, effective [21] and conative components [2] known from 

attitude research. All in all, psychological security is some kind of premonition by 

individuals, which is shaped by the physical and mental dangers and risks, in addition to 

their relative position of power or their feeling of vulnerability [11]. 

The reviewed research of the above two trends is summarized in Table 1. 

Table 1. Psychological and ontological security research approaches. 

Studies Used Concept Research Object Dimensions/Risks/Threats 

Brown and Leigh 

(1996) [7] 
Psychological safety Employee 

Workplace climate, i.e., supportive management, clarity, the 

opportunity for self-expression 

Edmondson and Lei 

(2014) [8] 
Psychological safety Employee 

Individual dimensions: in-role behavior, speaking up, having 

a voice 

Organizational dimension: performance, learning 

Group-level dimension: roles of psychological safety 

Baeva and 

Bordovskaia (2015) [9] 

Psychological 

security/safety 
Students and teachers 

Educational environment, teaching methodology, 

psychological wellbeing of students, self-confidence 

Mahrous et al. (2018) 

[10] 

Psychological 

security/perceived 

security 

Urban residents Personal attributes, social attributes, physical characteristics 

Wang et al. (2019) [11] Psychological security Residents 

Self-psychological dimensions 

Social environmental dimensions 

Natural environmental dimensions 

Social security 

Harries (2008) [12] 
Ontological vs. 

physical security 
Residents Home, nature and society 

Hiscock et al. (2001) 

[13] 
Ontological security 

Tenants and property 

owners 
Constancy and conformity 

Jabareen et al. (2017) 

[14] 

Urban ontological 

security 
Residents Physical typologies, satisfaction, trust 

Mantere and 

Whittington (2020) 

[15] 

Ontological security Managers None- 

The research history shows that, while the research related to psychological security 

defines the subject of analysis primarily within an organization (employee, teacher, 
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student), the ontological approach of security is linked to the social roles of an individual 

in a broader sense. Exceptions to this trend are the study that evaluated the connections 

between the ontological sense of security and strategic engagement among senior 

management [15], and the multiphase study of Wang et al. [11], which stands out in the 

field of psychological security in terms of the dimensions involved in the examination. It 

can be established from this that psychological and ontological security can both be 

interpreted via different dimensions, depending on the situation or role in which we 

examine the individual. It is also clear, based on the literature review, that until now, 

perceptions related to psychological or ontological security have not been analyzed before 

regarding the role of consumers. Given that the consumer role of individuals cannot be 

interpreted only in respect of a particular organization, our study was conducted through 

the application of the ontological approach of security. However, since the consumer role 

can mainly be construed in the context of relationships with companies and organizations, 

it is advisable to investigate the various possible involvements of market actors in shaping 

the consumer’s sense of security. 

3. New Perspectives on Corporate Security 

There are numerous known definitions for corporate security, but one generally 

accepted definition that is tailored to meet the challenges of the environment cannot be 

found in the literature. As a starting point, security has always been a business 

requirement, as corporate goals cannot be reached without the guarantee of security [33]. 

The key aspect of corporate security policy is also the most significant factor of 

production: “the protection of human life and health … the functionality of the 

corporation and the maintenance of the market position” [34] (p.181). “The use of 

corporate security allows the corporation to prohibit conduct it deems harmful to its profit 

accumulation, but which may not be deemed illegal” [16] (p. 209). 

Based on the approach still dominant today, corporate security policy creates a 

supporting background for the achievement of business goals, thus securing the smooth 

operation of corporate processes. When taking the characteristics of the processes into 

consideration, a distinction can be made between business systems, production systems 

and information systems, which all require different resources to function. The task of the 

security system is to ensure security within the above-listed corporate systems. Thus, “the 

corporate security system consists of property security, operational security and IT 

security subsystems, which are meant to reduce the (business, production and 

informational) threats and risks to the resources to the level necessary for the realization 

of the business goals” [35] (p. 21). 

Some authors refer to a wider concept of corporate security as well, which grew 

popular in the literature as the “Economic Security of Enterprise”. After going through 

the available interpretations, the authors Ianioglo and Polajeva [36] (p. 5) define the term 

as follows: “The economic security of the enterprise is a state characterized by the ability 

of the economic entity to ensure the most efficient use of resources and entrepreneurial 

opportunities to prevent threats and increase competitive advantages. This will allow 

ensuring stable functioning and dynamic development to achieve business goals.” 

It is clear that the above definitions—without exception—focus on the company’s 

protection against external threats. Although an extensive literature review has been 

carried out, a single definition was found that includes the aspect of corporate security 

that emphasizes the role of the organization in developing and maintaining the security 

of their environment. According to this definition, corporate security is a condition in 

which a business organization is able to safeguard its functionality and value-added 

processes in the long term. A further criterion for security is that the future of the company 

is in its own hands, based on its strategic plans, and the company does not put its 

environment, its external or internal stakeholders in danger during its operation [37]. 

Corporate security, therefore, goes beyond maintaining the company’s smooth operation 

and protecting the processes against external influences. The current economic, social and 



Sustainability 2021, 13, 9987 6 of 20 
 

technological trends (globalizing threats, cyber-crimes) all support the assumption that 

companies are getting more and more capable and ready to protect their consumers [38] 

in the spirit of either social responsibility or the creation of a competitive edge. 

Companies can relate to an individual’s sense of security in his or her multiple roles, 

not only as a customer, but also as a partner, an employee, or a member of society in 

general. These dimensions typically refer to the social responsibility of corporations 

(CSR). Numerous studies have attempted to explain the concept of CSR; it is interpreted 

by certain academics as a theory, as a management tool, or even as a new business model. 

This paper does not attempt to discuss the idea of CSR in detail, but it is worth 

highlighting Carroll and Shabana’s corporate social performance model [39], in which, in 

addition to defining four categories of responsibility (economic, legal, ethical and 

discretionary), two dimensions of security are explicitly reflected in terms of occupational 

safety and product safety. The quasi-hierarchy of the four responsibility categories 

mentioned raises several questions. Can those efforts regarding corporate security be 

interpreted as a social responsibility that is closely related to the core activity of the 

company, and—for instance—serve to ensure the smooth running of its processes? 

Irrespective of security, there is no clear consensus in this regard. Certain theorists believe 

that the motive is irrelevant when it comes to contributing to the solution of social 

problems [39], while others emphasize that the obligatory activities with direct ties to the 

production or business activities of the organizations, regulated by external actors, do not 

form a part of responsible corporate behavior [40]. Considering corporate social 

responsibility rather as a management tool instead of a normative theory, then, within its 

framework, the organizations have to deal with both the regulatory and social risks 

related to their responsible operation. If so, the corporate code of conduct can be deemed 

to be an alternative to state regulations, and as a standard to make operation even more 

responsible [41]. This can be confirmed by the perception according to which the security 

culture seeps through corporate practice and also appears at the level of society, affecting 

people’s behavior in their everyday life. 

Two alternative theories on social responsibility are also worth mentioning in the 

context of security. Scherer and Palazzo [42], mainstream theorists of the normative 

approach of social responsibility, stress the significance of the companies’ intended social 

engagement. The political CSR they created covers every corporate activity that might 

have a political aspect, like, for example, activities linked to security, and especially to 

public and national security, which are traditionally defined as a state responsibility [17]. 

In addition, one German research group conceptualized the term “corporate security 

responsibility” (CSecR) [43]. In their opinion, the security responsibility of companies can 

only make sense in an environment burdened with militaristic threats; thus, it is necessary 

to form a separate, independent conceptual framework that is tailored to specific 

challenges and is distinguished from traditional responsibilities. 

4. Methods and Hypothesis Development 

In the light of this theoretical background, we are facing several challenges with 

regard to studying security, three of which will be examined in more detail. The literature 

review has shown that—among other things—the conceptualization of the notion of 

security is problematic (1). As previously described, in the present study, ontological 

security is examined from the aspect of the interrelationship between consumers and 

corporations. The application of the ontological approach is justified by the nature of the 

subject since the consumer role and the related security expectations go beyond the 

individual, subjective value judgments, and since it is also affected by external 

environmental factors. In addition, capturing the dimensions of security relevant to this 

study has proved to be extremely difficult, even in a context that has already been 

precisely defined (2). Based on the analyses in relation to ontological security, it is clear 

that security perceptions are adapted to the features of the research in question (the 

individual needs and expectations of employees, students, or residents). As a result, in the 
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course of these consumer-oriented examinations, we have come to believe that the 

creation of a unique model is appropriate. Regarding our assessment of the research 

history, two major dimensions emerge in the measurement of ontological security, 

namely, the individual psychological characteristics, and the environmental conditions, 

along which lines the interaction is established between the consumer and the company. 

The two cannot be cleanly separated from each other, because individuals also detect 

environmental elements in a different way (perceived security); hence, we cannot speak 

of objective factors in this regard either. In addition to the individual psychological 

characteristics, the uniqueness of our model is primarily due to the characteristics of the 

environmental factors, which we believe can be captured by consumers’ expectations 

regarding the security-related performance of various companies. Therefore, consumer 

preferences are examined in our study, along with these dimensions. Finally, security is 

hard to measure (3) [44]. From a methodological point of view, it can be stated that some 

of the reviewed measurement models examine security at the level of systems (typically, 

information and organizational security); however, the technical and human factors are 

treated separately in these models as well [45]. These approaches can map and evaluate 

individual security behavior [46], and emphasize the subjective, perceived characteristics 

of security [47]. Security as an individual value judgment (either from a psychological or 

ontological aspect) and its dimensions are explored by researchers in the majority of the 

analyses, with the help of qualitative methods (e.g., in-depth interviews) [12,13,15,45] but 

there are also case studies [48] and, to a lesser extent, quantitative [10,14,46,49] and 

combined researches as well [11]. A smaller group of theorists have attempted to create 

specific [14,29,50] and generally applicable indexes [47] for measuring security. 

In our primary research, we examined one of the relevant stakeholder groups, the 

consumers’, perceived sense of security and their expectations of companies with regard 

to security, through an ontological security approach. The analysis of corporate security 

from a customer/consumer perspective is a novel concept; thus, we can only rely on a 

minimal number of sources in terms of compiling the research [51,52] by means of such a 

multidisciplinary point of view. Isolating the consumers, the consumer-based 

communities, and society itself from among the stakeholders as the target group of the 

research is justified by their specific role. For one thing, the target group of the research is 

important in terms of a potential employee or colleague. The analysis of security-related 

expectations, responsibilities and authorizations emerging within the scope of this 

function is a popular direction for studies. We can see throughout the secondary research 

and the literature overview that this field (in particular, those of occupational health and 

safety, health protection, and the responsibility of employees in the area of information 

security) and the security culture, as an output of corporate security policy, attract 

considerable attention from researchers [53–55]. Additionally, there are consumer-

oriented studies, with their primary focus on data protection, that examine the sectoral 

assessment of cyber security [38]. Considering that data protection is an issue of increasing 

significance, and yet it is only one of the constituents of sense of security, in our study we 

intended to explore the value judgments of the members of society as consumers 

regarding general corporate security responsibility, with the help of quantitative methods. 

During the research, the data was collected through structured questionnaires, 

partially online and partially in the form of personal interviews. Due to the use of 

convenience sampling, the sample is not representative, and the research results can only 

be accepted with limitations. The processing and statistical analysis of the data were 

performed via the SPSS 20.0 program through the application of descriptive statistics, 

correlation tests with two or more variables, a chi-squared test, and factor-, cluster- and 

variance analyses. 

When defining the pre-study hypotheses, we could rely on studies conducted in the 

field of ontological and psychological security [9,13], as well as the results of measuring 

perceived security in general [56], although these analyses focus on a specific spectrum of 

the security dimensions. We considered the factors of subsistence security, public safety, 
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military security and environmental security to be too general. Instead, we were trying to 

capture them by using variables that, based on the trial interviews, were easier to interpret 

for the respondents. In defining the factors that threaten the sense of security based on 

previous findings [11] we included self-psychological, social, and natural environmental 

dimensions. 

The consumer-perceived importance of the individual factors was measured with the 

aid of a 4-point Likert scale because the application of only four categories helped to make 

sure that the people completing the questionnaire did not stay neutral towards the 

questions, and also ensure the reliability of the study [57]. However, given the nature of 

the topic, we made the option available in several cases (especially regarding the 

assessment of corporate performances) to mark the answer as “Not applicable”, which 

hopefully was used by the respondents only when they felt they were unable to form a 

relevant opinion about the subject of the question. These answers were not taken into 

consideration during the statistical analyses. 

In terms of the individual sense of security, we have formulated the following 

assumptions, in line with the literature history. For consumers, there is a psycho-social 

pillar to the sense of security that is linked primarily to the direct personal sphere, and 

this pillar is a recurring element among the dimensions of ontological security [11–13,56]. 

Hypothesis 1 (H1). Consumers mostly link their perceived security to micro factors (appearing 

in their immediate environment). 

When measuring the sense of security, as well as indexes, we also encounter the issue 

of estimating the probability of the occurrence of threats and risks, including quantitative 

(0, 1) and nominal scales [50]. The Hungarian Central Statistical Office measures the sense 

of security as a dimension of subjective prosperity, in the context of the perceived sense 

of security in one’s place of residence and direct surroundings [58]. In the research, the 

value judgment of the respondents is assessed with the help of a four-point nominal scale 

and, in light of the results, it can be stated that the majority (more than 50%) of the 

population is “feeling secure enough”. 

When examining the factors influencing the sense of security, it becomes clear that 

several micro-, meso- and macro factors appear, from the individual’s current state of 

mind to even the crime-related situation. Although only a partial correlation has been 

detected between the evolution of the level of an individual’s sense of security and their 

demographic characteristics, several studies endeavored to statistically prove the effects 

of these factors [1,59]. Despite the measurement difficulties mentioned earlier, in our 

research we intend to measure the general sense of security on a metric scale and thereby 

explore the possible demographic correlations. Our goal is to examine how the value 

determined by the respondents develops in the context of their demographic 

characteristics. In this regard, it can be assumed that: 

Hypothesis 2 (H2). A significant relationship can be detected between the perceived sense of 

security and the demographic characteristics of the respondents. 

During the research, we also aimed to assess the consumers’ and societal perceptions 

of the security-related performance of companies. In the course of defining corporate 

responsibility and the wording of statements about corporate performance in the field of 

corporate responsibility, we could build on the areas identified in our own former studies. 

On the basis of the secondary research history, nearly three-quarters (72%) of consumers 

believe that although the state has to regulate the operation of the companies, the 

corporations have the appropriate set of tools for their security [38]. We made the 

following hypotheses concerning the assessment of corporate security responsibility: 
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Hypothesis 3 (H3). Consumers believe that companies have no prominent role in shaping their 

sense of security; they consider establishing and maintaining security to be a state, governmental 

or public responsibility. 

Hypothesis 4 (H4). The respondents attach a varying degree of significance to certain aspects of 

corporate involvement in security matters and, within that context, they deem the security tasks 

connected to a responsible employer’s behavior to be the most important. 

The latter assumption, according to which the expected responsibility is correlated 

with the roles of the employers, is partially based on our earlier research results and also 

on the literature background. The conclusions of publications on this topic say that 

responsibility toward the employees (whether security-related or not) is one of the most 

essential and most often communicated elements of corporate responsibility, regardless 

of the type of enterprise involved [39,60,61]. 

We assume that the consumers’ ontological sense of security can also be described 

using perceptions related to corporate engagement and performances, along with 

individual psychological features. Therefore, the assessment of consumer and social 

perceptions regarding corporate engagement and performance is an important research 

objective of ours. It is obvious that the opinion of the respondents does not generally 

reflect the actual corporate performance, given that the concept of performance itself is 

also incredibly difficult to grasp. However, the feedback of consumers as external 

stakeholders and the individuals that make up society might be useful for companies as a 

certain kind of feedback, even in respect of the security-related dimensions of their market 

presence. When drafting the block of questions intended to quantify opinions, we 

endeavored to illustrate all the elements of corporate security that can be linked both to 

the company’s core activities and to social responsibility. As mentioned previously, 

several studies [1,59] have confirmed a significant relationship between general 

perceptions of safety and the demographic characteristics of Hungarians. The perceived 

quality of security in general and the security-related expectations of consumers 

regarding companies cannot be separated; therefore, it can be assumed that: 

Hypothesis 5 (H5). There is evidence of a correlation between the assessment of the companies’ 

security-related performance and the individual features of the consumers. 

We aimed to create a new scale for corporate engagement and performance related 

to security. In terms of content, we have highlighted the traditional functions of corporate 

security politics, as well as stakeholder-related activities involving security, identified 

earlier through our reviews of sustainability reports. First, a reliability test was performed 

on the new scale. Cronbach’s α coefficient was used to judge the overall credibility of the 

scale, where the value was 0.821, which confirms its internal consistency. The data showed 

that the overall credibility value of the scale would decrease after deleting any item. Based 

on descriptive statistical data for each item, there were no low-discrimination items with 

a standard deviation of less than 0.75; thus, the basic quality of the items was also 

acceptable. To explore the interrelationships between the scale items, factor analysis was 

performed, with the application of principal component analysis and the Varimax rotation 

method. This method is used to reduce the dimensions and compress the data, by 

reducing the number of initial criteria and dividing them into factors. The suitability of 

the data for factor analysis was examined by the KMO test. The result of the test was 0.872; 

thus, the value over 0.8 (p = 0.000 < 0.0001) indicates that the variables correlated and were 

suitable for factor analysis [62]. According to the Kaiser criterion, we extracted two factors 

with eigenvalues higher than 1. 

Hierarchical cluster analysis was applied to gain a deeper understanding of the 

respondents’ preferences. We used the maximum Euclidean distance to measure the 

distance between the cases. Based on the dendrogram, seven clusters were constructed, 
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from which those with fewer than twenty items were deleted, and finally, the remaining 

four clusters were subjected to further analysis (descriptive statistics, correlation tests). 

5. Results 

By being the direct stakeholders of companies, consumers are key actors within the 

numerous dimensions of corporate activities, either as the target group of corporate 

activities, or in the labor market, or—last, but not least—as members of society, as a 

determining factor of public awareness. As a section of the Hungarian population after 

the age of eighteen, Hungarian consumers constituted the target group of the research, 

and the data collection process was conducted by convenience sampling online and via 

personal interviews. Due to the sampling procedure, the sample is not representative; 

however, the opinions of the different demographic groups are reflected in the results. 

Table 2 shows the demographic composition of the sample. 

Table 2. The demographic composition of the sample. 

 Frequency Percentage (%) Valid (%) Cumulative (%) 

Sex     

Woman 273 55.8 55.8 55.8 

Man 216 44.2 44.2 100 

Age     

18–25 179 36.6 36.6 36.6 

26–39 114 23.3 23.3 59.9 

40–59 150 30.7 30.7 90.6 

60– 46 9.4 9.4 100 

Type of residence     

Budapest (capital) 229 46.8 46.8 46.8 

Large city, county 

seat 
68 13.9 13.9 60.7 

Small town 118 24.1 24.1 84.9 

Village 74 15.1 15.1 100 

Education level     

College, university 221 45.2 45.9 45.9 

High school 

graduation 
215 44 44.7 90.6 

Lower than a high 

school diploma 
45 9.2 9.4 100 

Primary school 8 1.6   

5.1. Analysis of Individual Characteristics 

As we have seen earlier, security is an incredibly complex term, and during this 

research, the greatest challenge was to capture the subject matter. We started with a free 

association question for the purposes of exploring the first thoughts connected to 

individual security. When categorizing the responses to this question, we relied on the 

results of previous secondary research [29], in which the data of two cross-sectional 

studies were examined in contrast, in order to analyze changes in the perception of 

security. 

After a comparison of mentioning frequencies and the secondary data, on the basis 

of the primary results it is clear that the respondents associated security with the 

dimensions of public safety and financial security/subsistence security in a much smaller 

proportion in the current study, although they mentioned their family, and the peaceful 

and protected state in which they live as a result of security, to a similar extent as before 

(Table 3). 
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Table 3. Free associations with the term “security”. 

  Frequencies of Mention (%) Frequencies of Mention (%) 

Response categories 
Radványi (2009)  

[56] 
Empirical research (2020) 

Material well-being, 

livelihood, existential 

security 

28 6 

Public safety 16 3 

Calmness, calm life 12 12.5 

Family, home security 11 18.2 

Police, law enforcement 4 5 

Data security, IT security 0 5 

The association-based factors related to the immediate environment of the consumer 

also appear in the listing of elements that threaten the sense of security. In Table 4, those 

questions were highlighted that have a connection to the micro-level of security 

dimensions. It is clear that, pursuant to the consumer assessments, every micro factor 

takes a prominent position, except those concerns regarding environmental pollution in 

particular, which moved up the list. 

Table 4. Factors threatening the sense of security. 

Elements Threatening the Sense of Security N Mean 
Standard 

Deviation 

Health problems (own, family member’s problem) 476 3.22 0.91 

Environmental pollution 481 2.99 0.966 

Family problems (situation and wellbeing of relatives) 481 2.94 0.964 

Economic and financial problems 478 2.89 0.938 

Vulnerability of the private sector (vulnerability of data, private 

information) 
481 2.86 0.967 

Crisis of values 452 2.77 1.006 

Public safety 478 2.72 0.931 

Reliability of media content 478 2.69 1.020 

Political situation (legal certainty) 465 2.69 1.006 

Natural disasters 476 2.54 1.026 

National security 473 2.54 1.008 

Accepting the reservations made in the literature history, in our questionnaire we 

measured the general sense of security on a metric scale, and the consumers were asked 

to mark how secure they felt themselves to be, on a scale of 1–100. In light of the results, 

the most commonly indicated value for the general sense of security was “80”, with the 

mean being 74.18 and the standard deviation of the given assessments being 19.23. This 

relatively high statistical mean is consistent with the result of the Hungarian Central 

Statistical Office, measured on a nominal scale, where the statement “I feel secure enough” 

had been receiving most of the indications, year by year [58]. Examining the relationship 

between the score for a general sense of security and demographic variables revealed that 

there is no correlation between the sex of the respondents and their assessment of their 

sense of security, and because the significance level of the probabilities belonging to the 

F-test is 0.176, which is bigger than 0.05, we accepted the null hypothesis (the category 

means are the same within the population) (F (1.472) = 1.832; p = 0.176). We obtained a 

similar result in relation to the level of education as well (F (2.480) = 1.684; p = 0.187). 

However, the results of the correlation analysis on further demographic data revealed that 
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there is a connection between age (F (3.488) = 2.996; p = 0.030), place of residence (F (3.488) 

= 4.013; p = 0.008), and the perceived general sense of security. 

As the diagram of Figure 1 shows, the older generations and those respondents living 

in small municipalities and villages rated their general sense of security as lower than the 

members of other demographic groups. 

 

Figure 1. Evaluation of the general sense of security in light of the demographics. (“*”: male, “”: female respondents). 

5.2. Assessment of the Companies’ Security Engagement 

The previously cited research [38] also analyzed—among other things—the 

respondents’ expectations and preferences with regard to decision-making on national 

security issues. Based on the results, the respondents unequivocally allocated this 

responsibility to the competence of the parliament/government/state. However, certain 

dimensions of security (subsistence security, environmental security) go beyond the scope 

of operation of the indicated bodies or organizations; hence, it can be acknowledged that 

the question of which public entities, authorities, organizations or companies (market 

actors) are considered by the consumers to be the guardians of security is much more 

complex. From our point of view, this is relevant mainly because of the assessment of 

corporate involvement. The opinions of the respondents reflected the ranking that was 

initially assumed, so the law-enforcement bodies (police, military), the government 

agencies and national authorities, and the private companies who specialized in security 

were placed first on the podium. They were followed by the municipalities and local 

authorities, and the enterprises/economic actors were in the second-to-last place, ahead of 

the civil organizations. 

In terms of sectoral specificities, respondents highlighted security as a key issue in 

the pharmaceutical sector, in the field of financial services, in the food industry, and in the 

field of energy service providers. In the case of retail and wholesale, as well as in light 

industry, less importance is given to safety issues, according to the consumers’ opinion. 

The assessment of the security-related performance of companies was essential for 

the research. In the next section, the respondents had to rate the performance of 

enterprises known to them in a generalized and decidedly subjective manner. Table 5, 

therefore, shows how those corporations meet their expectations regarding certain 

security-related dimensions, based on the consumers’ value judgment. The established 

order reflects that, according to the opinion of the respondents, the companies under 

consideration tend to excel the most when organizing their own processes and in adhering 

to the relevant laws and regulations. The respondents do not perceive any outstanding 

corporate performance in the field of initiatives regarding society’s sense of security, 

although it is an important task. 
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Table 5. Assessment of the companies’ security-related performance. 

 N Mean SD Origin of Item 

    

Traditional 

Corporate Security 

Area 

CSR-Related  

Areas 

Creating security for their own 

operations/processes 
465 3.17 0.812   

Compliance with applicable laws and 

regulations 
470 3.03 0.868   

Protection of customer, partner data and 

information assets 
466 2.98 0.871   

Production of secure services/products 473 2.97 0.846   

Creating a safe workplace/working 

environment 
472 2.96 0.851   

Encourage partners/suppliers toward safer 

solutions 
447 2.74 0.867   

Supporting tasks related to public and 

national security 
441 2.58 0.916   

Participation in activities related to the 

security of society 
449 2.50 0.894   

The assessment of corporate performance is clearly differentiated according to 

whether the given activities are part of the traditionally interpreted corporate security 

policy or are implemented within the framework of corporate social responsibility. Based 

on the responses, consumers believe that companies are less likely to perform safety-

related tasks in the context of social responsibility. 

Although the chosen methodology obviously does not make it possible for us to 

examine value judgments on the performance of the individual companies (we asked for 

a general opinion), it is suitable for exploration of the respondents’ personal attitudes 

toward the subject of the research. To that end, by further analyzing the assessments given 

regarding the previously introduced statements (Table 5), we tried to determine which 

performance factors belong together, according to the opinions of the respondents. For 

that purpose, factor analysis was performed, with the application of principal component 

analysis and the Varimax rotation method. After rotation, two factors emerged from the 

variables. In terms of interpretation of the factors, based on the overview of the related 

statements, the two factors can be named, as shown in Table 6—important, mandatory 

factors from a business perspective (1), and expected, voluntary factors from a social point 

of view (2). Influencing the suppliers and partners is incorporated in the second factor, 

and although this is also important from a business perspective, in the sustainability 

reports reviewed during the previous research, that influence manifested as the 

orientation of the supplier partners toward ethical operation. In view of this, the two 

factors could also be interpreted professionally in a relevant manner. The created factors 

contained all eight variables (statements) identified in the analysis; therefore, there were 

no impairments in the course of the examination. 
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Table 6. The two components of performances related to corporate security, on the basis of factor analysis (principal 

component analysis with a Varimax rotation method (KMO = 0.872)). 

 F1 F2 

Creating a safe workplace/working environment 0.748 0.147 

Protection of customers, partner data and information assets 0.744 0.174 

Compliance with applicable laws and regulations 0.736 0.127 

Creating security for their own operations/processes 0.702 0.108 

Production of secure services/products 0.697 0.278 

Supporting tasks related to public and national security 0.08 0.842 

Participation in activities related to the security of society 0.201 0.796 

Encouraging partners/suppliers toward safer solutions 0.504 0.524 

Factor name Mandatory factors Expected, voluntary factors 

Eigenvalues 3.591 1.116 

Factor variance contribution (%) 44.893 13.954 

Cumulative variance contribution (%) 44.893 58.847 

We subsequently performed hierarchical cluster analysis through the application of 

a centroid method on the two factor groups of the performance factors related to corporate 

security. The emerging four groups are demonstrated in Figure 2. 

 

Figure 2. Clusters emerging from the assessment of the companies’ security-related performance. 

Considering the value judgments that were typical of the formed groups, it can be 

stated that the members of the segment with the highest element number (n = 162) are 

significant factors in terms of voluntary social responsibility. At the same time, they are 

also consumers who rated the corporate performance as moderate, in terms of factors that 

are crucial for business and are guaranteeing the secure course of the business. This 
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consumer segment can be deemed “Realists”, after its “careful”, balanced value judgment. 

According to the respondents belonging to the segment with the second-highest element 

number (n = 73), the companies perform better with regard to factors that are important 

for social perception than in the context of the mandatory ones, and they can be termed 

“Responsibility-oriented”. The “Skeptics” (n = 53) basically feel that the companies have 

no outstanding accomplishments in respect of either the mandatory or the voluntary 

elements, while the smallest segment, the group named the “Optimists” (n = 35) consists 

of respondents who considered the involvement of the companies to be good in both fields 

(Table 7). 

Table 7. The demographic composition of the segments. 

  Segments/Clusters  

  Optimists (n = 35) Skeptics (n = 52) Realists (n = 159) 
Respon-Sability 

Oriented (n = 72) 

Total (n 

= 318) 

Age (%) 18–25 40 32 40 34 37 
 26–39 20 19 27 25 24 
 40–59 31 36 27 37 31 
 60– 9 13 7 4 7 

Sex (%) Man 49 51 44 51 47 
 Woman 51 49 56 49 53 

Residence (%) Budapest 57 51 44 51 48 

 Large city, county 

state 
9 17 15 7 13 

 Small town 17 28 23 23 23 
 Village 17 4 18 19 16 

Education level 

(%) 

Less than high 

school diploma 
17 4 8 6 8 

 High school 

graduation 
43 38 47 42 44 

 College, university 

degree 
40 58 45 53 48 

Our preliminary statement was confirmed through Pearson’s Chi-squared test. In the 

case of the respondents’ age, the significance level of the Chi-squared test, χ² (9. n = 323) = 

8.136, was p = 0.521, whereas concerning the sex of the respondents, χ² (3. n = 323) = 1.170, 

the significance level was p = 0.760, which proves that there is no correlation between the 

assessment of the companies’ security performance and these two demographic features. 

Statistically speaking, considering the 5% significance level, the correlation cannot be 

verified either with regard to the place of residence or to the level of education; however, 

based on the significance values for the type of residence, χ² (9. n = 323) = 12.469, p = 0.188 

and for the level of education, χ² (6. n = 323) = 8.458, p = 0.206. These factors are more likely 

in connection with the subject-related value judgments of the respondents. This 

observation is relevant because it is consistent with the statistically proven correlations in 

the case of the general sense of security. 

6. Discussion 

The dimensions of ontological security vary depending on the examined context, just 

as they do in terms of security in general. Taking the literature history into consideration, 

during our analysis of the consumer aspect, we integrated three components into our own 

model of ontological security (Figure 3). These are the individual and micro-

environmental dimensions [7,10]; the macro-environmental conditions (national security, 

public safety, social and economic security, safety of the natural environment) [11,12] that 
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apply in every case regarding the respondents’ perceptions of security are presented next 

to the newly included expectations and perceptions toward corporate engagement that 

are explored in our empirical research. 

 

Figure 3. Components of the consumers’ sense of ontological security. 

We made two assumptions, in terms of self-psychological security, that concerned 

the primary dimensions of the consumers’ sense of security and the demographic features 

affecting it. The interpretation of the concept of security by respondents, and the 

identification of the factors that threaten security, revealed that respondents have a 

complex perception of security; thus, in addition to the security of the micro-environment 

(home, family), the situation of the wider social and natural environment is also important 

to them. This confirms previous theories that interpret ontological and psychological 

security alongside dimensions such as home, nature, and society [12], as well as those that 

identify social and natural environmental security as an important pillar of ontological 

security [11]. According to the order formulated by the answers to the open-ended 

question and the concepts associated with the word “security”, it can be confirmed that 

the respondents basically link the definition of security to their micro-environment 

(family, the safety of their direct physical environment, tranquility) (H1); however, 

broader factors of security are also reflected in the responses. 

Since the sense of security is a subjective perception, individual characteristics can 

definitely influence it. Hungarian researchers [1,59] have shown that the size of the place 

of residence and, based on international research 13], also the type of dwelling (tenant or 

landlord) have an impact on perceptions of security. The outcome of the research also 

revealed a relationship between the sense of security and certain demographic features. 

We were able to substantiate a significant correlation in the factors of the place of 

residence and age (H2), meaning that the residents of small settlements feel the most 

secure, while elderly people are most afraid of dangers. 

In the absence of any preliminary empirical research on corporate security-related 

engagement, we have based our hypotheses primarily on our own intuition. It is not in 

question that shaping security is primarily a public task [3], so the role of companies in 

this regard is negligible. The results confirm our hypothesis that companies are less 

important actors in terms of developing the consumers’ perceived sense of security (H3); 

nevertheless, the high ranking of private security companies is notable, which solidifies 

their legitimacy on the market. In terms of corporate engagement, corporate security was 

interpreted partially through a traditional approach, and partially alongside those 

elements appearing in corporate engagement. As a result of the analysis, a range of 

security tasks was distinguished that are essential for corporate functioning, and a series 

of activities were primarily connected to corporate responsibility that are rather relevant 

to the prosperity of a community and of the society as a whole. Four consumer groups 

were established along with the two factors, which can be characterized by individual 

preferences. Based on the statistical evaluations, a significant correlation does not exist 

between the individual features and the formed segments; therefore, our final, fifth 

hypothesis (H5) was rejected. 
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In respect of the companies’ security engagement toward employees, it can be 

acknowledged that the participants of the research do not consider this as the most 

important security-related corporate task, and to some degree, they appear to be skeptical 

about the measurable corporate performances in this field—in other words, about the 

establishment of a safe workplace/work environment. On this basis, our fourth hypothesis 

(H4) is not supported. 

7. Conclusions 

As a result of our analysis, based on the literature background and our own research, 

a theoretical framework for consumers’ ontological security was created, into which we 

incorporated factors influencing the perceived sense of security of individuals as 

consumers. This is how the individual sense of psycho-social security as identified by 

Wang et al. [11], the assessment of the companies’ security-related performance, and the 

general macro-environmental features appear in the model, the latter of which were 

summarized in accordance with the reviewed publications. 

The individual responders do not perceive security differently as consumers, but the 

factors affecting their value judgment will definitely be different, compared to security 

dimensions in other contexts (in their employee, citizen and resident roles). Although the 

sense of security can only be measured by limitations, our results showed that, as 

expected, it is typically associated with micro-environmental elements, and it varies 

depending on demographic characteristics. As is consistent with the literature [1,56,59], it 

was confirmed by our research that the place of residence and age have a significant 

impact on an individual’s general sense of security. We have established that companies 

play a minor role in shaping the general sense of security; however, based on individual 

preferences, there are strong differences among consumers regarding the assessment of 

companies’ engagement in security. With the help of factor analysis, we have 

distinguished between those elements that are mandatory from a business perspective 

and elements that are less relevant but are socially expected and voluntary, alongside 

which, four groups could be identified according to a cluster analysis; they all assess the 

security-related involvement of corporations differently. 

The research orientation, challenges, and limitations of the presented research can be 

summarized as follows: 

 The macro-environmental pillar of the consumers’ ontological security needs 

refinement, which will require a further theoretical foundation. 

 As a limitation, it is worth mentioning that the consumers gave statements about 

corporate performance in general, although their assessment of the activities of 

certain companies may vary considerably. Although we have collected information 

on consumers’ perception of the importance of safety by sector, in respect of 

corporate performance, the possibility arises of examining the correlations between 

corporate demography (industry, size, etc.) and consumer expectations toward 

engagement in security. 

 The methodologies for measuring the sense of security are still immature at this 

point, and their reliability is questionable, while the sense of security also changes 

with time and is strongly situation-specific, which adds to the uncertainty of the 

scales applied in this research. Thus, our newly constructed scale needs further 

validation, either by analyses on a new sample (as a first step, through research 

conducted in additional Eastern European countries) or by applying additional 

methodologies. 

 As shown, the macro-environment has an impact on the perception of security. The 

presented findings reflect the given opinions of the Hungarian population, thus, it is 

advisable to refine the model based on the specifics experienced in other countries. 

As a practical implication of our finding, corporate entities need to be aware that their 

performance has an implicit impact on their consumers’ sense of security; thus, 
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contributing to a greater sense of security can create a competitive advantage. The 

implementation of security measures as required by the state or the legislation, or only 

those that are merely necessary to maintain operation, will not be enough action on its 

own in the long term, and it may diminish competitiveness; therefore, it is recommended 

that companies integrate security aspects into their long-term strategic planning process. 

It was shown that a significant proportion of consumers are open to the voluntary, 

security-related engagement of the companies; therefore, its integration into the practice 

of social responsibility and its targeted communication may improve the reputation and 

the overall perception of company performance. 

From the 1990s, the increasingly popular interpretation of security launched a wide 

range of research trends in the fields of psychological, ontological and information 

security, among others. The peculiarity of security is that its true value is given by its 

absence, so if a certain institution or organization takes steps to increase that society’s 

sense of security, this action will be relevant to its stakeholders. The companies’ 

engagement in security is important for both their employees and their consumers. 

Theoretical and practical scholars and practitioners have been studying consumer 

behavior for decades, but to this date, it has not yet been able to be fully mapped. The 

development of a security-related value judgment is at least as complex a problem, for 

which we still have to find the answers to countless questions. We believe that, although 

the results of our study can only be generalized with limitations, they can serve as a 

starting point for future research. 
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