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Abstract: More and more these days, airport security is having to adapt to a greater number of
passengers while keeping within finer margins of precision when it comes to clearing passengers for
security clearance. Therefore, analyzing potential upgrades in the security process and adopting them
in a way that does not impact passenger experience has become a key activity for airport managers.
One viable technological solution that is not only effective but also efficient is biometric security.
This technology allows for passengers to safely clear security based on their unique biometric features.
Despite its promise, airports and passengers alike are slow to adopt its use. Additionally, there
were few studies that revealed insights into passengers’ intentions toward repeat use of biometric
security. Hence, in our novel attempts to uncover the underlying reasons, we implemented a study
on passengers’ initial and repeat usage intention based on perceived benefits and risks of biometric
security technology. Based on 327 survey responses, we employed the use of SEM to extract first- and
second-order constructs before evaluating our hypotheses on a finally accepted model. To be aligned
with the novel attempt of this research, the results showed that both the perceived benefits and
risks have a significant impact on passenger’s initial and repeat use intention of biometric security.
Therefore, for all practitioners engaged in sustainable airport management, strong consideration from
this research should help in creating value for passengers while mitigating the risks of adopting
biometric security within airport security settings.

Keywords: biometrics; perceived risk; perceived benefit; passenger intention; repeat use; sustainable
airport management

1. Introduction

There has not been a dramatic change in aviation security since the late 1990s when walk-through
metal detectors (WTMDs) and X-ray machines were introduced in the 1970s [1–3]. Nevertheless,
9/11 in 2001 brought the requirements for more robust and enhanced security procedures. From the
perspective of sustainable airport management, this novel and severe security risk immediately became
an evidently critical subject for airports. This was because even a single aviation security accident
would have the effect of ceasing an entire terminals’ operation and cause a potential safety threat
to passengers. Therefore, this firm concept of rigorous aviation security is now an inexorable factor
for airport authorities across the globe as they attempt to cope with risks from many perspectives,
including terrorism [4,5]. An overarching philosophy of sustainable airport management with the
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rigorous aviation security could provide not only the acquisition of adequate investment on the security
infrastructure from the perspective of airport operators, but also convey the fundamental basis of
competitiveness to airlines by establishing safety conditions for operating aircraft with confidence.

Meanwhile, the Airports Council International (ACI) forecasted global passenger traffic would
increase more than double compared to 2018 (8.7 billion), reaching approximately 19.5 billion by 2040,
including 8.9 billion and 10.6 billion for domestic and international passenger traffic, respectively [6].
However, such dramatic growth in passenger traffic has the potential negative influence in the context
of aviation security that would also unenthusiastically affect sustainable airport management due
to the higher possibility of loophole creation in aviation security. The security agents might need to
deal with more inspections than they were supposed to do, and this overwhelming workload could
be the cause of loopholes in aviation security due to the constrained attention of security agents to
the inspections. However, there would be a limited resource of labor who would perform screening
operations unless airports decided to increase the investment in human resources greatly. Additionally,
maintaining a standard of excellence for all passenger facilitation can be dented by increased standby
time, leading to the less sustainable management of airport operation [5].

Consequently, global airports have been pressing ahead with the adoption of cutting-edge
applications like biometrics in order to bolster aviation security and bring upgraded passenger
facilitation for sustainable terminal management [7,8]. In particular, biometric security has been found
progressively more pertinent because it can guarantee accurate and convenient services at the same
time, such as the identification stage [7,9].

In order to enhance both passenger facilitation and aviation security for sustainable airport
management, to successfully implement provocative technologies such as biometrics, management
depends on not only system operators, such as airport managers, but also on passengers’ intention to
use provocative technologies such as biometrics. For example, other information systems for acquiring
sustainable management with operational efficiencies, such as enterprise resource planning (ERP),
mostly depend on endogenous willingness to meet the goal. However, the success of biometric security
adoption at airports depends on how likely passengers are willing to use. It cannot be assumed that
passengers will frequently use the technology just because the technology shows cutting-edge features.
A lack of intention by users could present a significant challenge to the successful implementation of
a novel information system [10–12], and this unfortunate trial would bring failure in the successful
establishment of sustainable operation management.

Then, what are the conceivable factors that induce passengers to possess or refuse the intention
to use such innovative technologies at airports like biometric security gates? We have paid great
attention to the perceived benefits [13] and risks [14–16] in this research as factors that might be related
to the implementation of biometric security. Rogers [13] suggested that perceived benefits could be
an important factor affecting the spread of innovation; on the other hand, Stone and Grønhaug [14],
Featherman and Pavlou [15], and Garner [16] argued that the perceived risks might act as a role for
consumers to become reluctant to accept the use of an innovation. Henceforth, if it is possible to
maximize perceived benefits and minimize perceived risks at the time, it would be feasible for airport
operators to elicit both enhanced aviation security as well as passenger facilitation for promising
sustainable airport management. Besides, the impression from the initial trial of users might also
strongly motivate the repeat use of the technology [17–19]. In this case, perceived benefits and perceived
risks could act as a mediator between initial use and repeat use intention. In other words, if passengers
perceive a satisfying experience, alongside perceived benefits, from using biometric security, they
would more likely try the service again. However, if the first experience from biometric security is
somewhat unsatisfactory, then there would be a higher possibility for passengers to not retry it.

Accordingly, this paper emphasized the probable cause of success and failure factors that might
influence passengers’ repeat use intentions of biometric security, such as the perceived benefits,
perceived risks, and initial use intention. Most previous studies on users’ use intention of biometrics
dealt with ease of use and usefulness [20,21], and other prior research approached the issue from the
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perspectives of innovation and security [22]. However, not many studies have attempted to analyze the
problem from a diverse perspective, including the potential influence of perceived benefits, perceived
risks, and initial use intention at the same time. Since biometric security procedures essentially
require passenger’s participation, discovering the role of such perception of passengers in these factors
would be beneficial not only to the field of innovation research but also to practitioners in the field of
airport management. Furthermore, it would also be fruitful to present implications in this paper for
sustainable airport management by providing practical resolutions that could be applied to ensure
rigorous aviation security as well as passenger facilitation by adequately implementing biometric
security at airports.

The rest of the research is organized as follows. Chapter 2 of this paper describes the theoretical
background, hypotheses, and research model. Next, chapter 3 presents the research methods used
herein to gather and analyze the data, while Chapter 4 contains the analysis results of the dataset.
Chapter 5 provides theoretical and practical implications derived from the results obtained and suggests
limitations and future research to be performed subsequently.

2. Theoretical Background and Hypotheses

2.1. Aviation Security and Biometrics for Sustainable Airport Management

Aviation security was first developed at the initiative of the International Civil Aviation
Organization (ICAO) and the International Air Transport Association (IATA) in the aftermath of
a series of hijacking incidents in the late 1960s following the first ever hijacking incident in 1931 [23].
Security screening became a global standard for all passengers and carry-on baggage from the 1970s [24],
and a security screening system consisting of door-shaped metal detector and X-ray machine became
the norm in 1978 and persisted with little change till the 1990s [1,2]. Then, after the outbreaks of the
Air India bombing attack in 1985 and the Pan Am bombing incident in 1988, a new step to match all
boarding passengers, including transfer passengers to onboard baggage, was added to the aviation
security regulations to prevent bombing attempts using baggage [25].

Next, aviation security regulations and regimes were increasingly strengthened around the world
after the 9/11 attack in 2001 [8,26,27]. The ICAO amended Annex 17 to the Convention on International
Civil Aviation to require domestic airports to comply with the same security standards as applicable
to international airports as much as possible [24]. The United States founded the Transportation
Security Administration (TSA) and transferred the aviation security screening authority from civilian
airlines to the government in order to adopt a stricter security screening regime. The TSA required all
airports in the world that operate US origin airlines to put in place a robust security screening regime,
including the police involvement [28,29]. Additionally, security devices must execute performance
upgrades every five years in a bid to keep the security equipment up to date. The United Kingdom
also put in place tighter security measures and strengthened the security screening of passengers
and baggage [30]. In addition to these activities, Switzerland, Sweden, and Denmark revamped the
distribution of aviation security responsibilities; Japan required airlines to share security screening
responsibilities, and the Chinese government increased onboard facility requirements and security
personnel training programs [24].

Afterward, aviation security measures were improved with the extra strictness in response to
new and emerging terror attack attempts [31], which further compounded airport operations in
combination with the continued growth of the number of airline passengers. Complicated aviation
security measures result in more significant inconvenience, privacy infringement, and standby time
on the part of passengers [5]. With the greater tightening of aviation security, the aviation industry
now faces increased challenges. Some include the reduction of security screening time and passenger
waiting time, protection of passenger privacy during the security screening process, better work
conditions for security agents, and enhanced security screening steps to eliminate human errors.
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Security screening time and passenger waiting time must be reduced to help bolster passenger
convenience and the operational efficiency of the aviation security process for sustainable airport
management. Unlike buses or trains, whereby passengers can readily hop on as long as they present
tickets, air flight requires a range of cumbersome steps before boarding. For example, international
flight passengers are recommended to arrive at airports at least two hours in advance because they need
to go through check-in, baggage drop, security screening with their documents all before boarding [27].
From the perspective of aviation security, identification documents review and security screening
are the most stressful scene for passengers, and the highest portion of passengers show negative
responses to such steps within the boarding process [32]. Potential solutions to address the continued
growth of passenger volume to be accommodated by passenger terminals with limited space can
include more advanced automated systems. Therefore, as a novel resolution of these requests from the
aviation industry that requires the provision of both increased security level and passenger facilitation,
biometric technologies have recently been in the limelight.

Biometrics refers to an “application that digitally processes an individual’s unique biological
features” [33]. Unique biological features, including physical characteristics such as fingerprint, iris,
and facial image and behavioral traits such as voice, gait, and handwriting, can be used in identifying
individuals. Biological features need to be universal, unique, permanent, and collectible if they are
to be used for applications [34]. As biometrics analyzes biological data, it is easier to use than other
authentication methods such as travel documents. This is because they do not need to always be
carried by a passenger, are less likely to be lost, stolen, or reproduced. This unique advantage of
biometrics ensures enhanced security requirements that the aviation industry has been needing for a
while [34]. Likewise, if security procedures at airports could be replaced with biometric technologies
that do not need human agents for passenger identification, then passenger queues can be shortened
with dramatically enhanced operational efficiency. Therefore, biometric technologies are emerging as a
solution that could improve both aviation security and passenger experience at the same time, with
brilliant accuracy and convenience [35].

Passengers’ perceived benefits attainable from biometrics applications used in the aviation security
discipline are as follows. First, since automated gates are not operated by security personnel, several
security lanes can be installed in parallel to reduce processing time, while improving the operational
efficiency of airports. Additionally, as sophisticated systems perform authentication, the accuracy of
the procedure can be enhanced with fewer human errors that are directly associated with the level of
aviation security. These benefits of biometric security are quite distinct from the perspective of airport
operators. Henceforth, several airports in the world are rushing to embed biometric technologies into
their security systems to reserve sustainable airport management. Although biometrics as a concept is
fairly old and early installations occurred some time ago, the majority of airports are still in the early
stages of introduction, meaning more research is needed to understand how to induce passengers to use
the biometric security. Therefore, studies that focus on the factors that might influence passengers’ use
intention of biometric security has valid grounds for research from the perspective of airport operators.

2.2. Perceived Risk and Passengers’ Use Intention

The perceived risk could occur when users are uncertain about the outcome of their decision to
purchase products or use services [36]. Bauer [36] distinguished perceived risks from objective risks
and probabilistic risks and also claimed that although other risks exist in reality, consumers might
respond only to subjectively perceived risks. In other words, perceived risks could be recognized by
consumers when they decide to fulfill their goal of purchase. Besides, Garner [16] argued that perceived
risk has six types—functional, temporal, financial, physical, social, and psychological risk—from the
perspective of consumers’ intention of using services.

First, the temporal risk is the concern about an unnecessary waste of time that might occur from
adopting the innovation. Social risk refers to the adoption of innovative products or services that
might give a negative impression to other members of society. Financial risk is the idea of causing
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economic losses. Furthermore, physical risk reflects the use of an innovative product or a service that
might harm their being, inflicting injuries. Lastly, Functional risk reflects concerns about whether the
functions of the innovative product or service will work properly.

Previous researchers cited perceived risk in the diverse field as a significant element that influences
consumers’ intention of purchasing products or using services, such as information technology [37–39],
health [40,41], tourism [42–44], marketing [45,46], and policies [47,48]. Notably, Ariffin et al. [49]
articulated that temporal risk (i.e., when the products do not meet the consumers’ satisfaction, they
need to spend time to return it) and social risk (i.e., loss on the social image over the online purchase)
made consumers hesitate to use online purchasing. Lee [50] suggested that perceived risks, such as
time risk (i.e., the delay caused by a slow website), social risk (i.e., disapproval of an individuals’
relationship), and functional risk (i.e., malfunctions of online banking websites) significantly influence
users’ initial and repeat intention for internet banking use. Additionally, Copeland et al. [51] argued
that physical risk, one of the components of perceived risk, of e-cigarettes (i.e., harm in the e-cigarette)
that was compared to traditional cigarettes as a negative factor that influences college students’ initial
and repeatable use of e-cigarettes. Likewise, Cho et al. [52] suggested that functional risk and physical
risk were significantly damaging to users that have the intention to initially and repeatedly use air
for travel.

As these researchers suggested, we also presumed that perceived risks could be essential
components to dissuade passengers from intending to use biometric security that would be directly
connected to the unsuccessful implementation of the system. Therefore, in this research, we have
adopted the temporal risk, social risk, physical risk, and functional risk as items for the perceived risk
construct to discover the relationship with passengers’ use/repeat use intention of biometric security
at airports. First, the temporal risk was used, considering that it might take longer when passengers
use biometric security than traditional procedures such as walk-through metal detectors (WTMDs)
and X-ray machines. Second, the functional risk and physical risk were adopted because passengers
might be worried that the biometric devices could be in malfunction and injure parts of their bodies.
Furthermore, the social risk was also embraced as a factor that negatively influences passengers’ first
use and repeatable use intention of biometric security because biometric security services can produce
users’ misapprehensive images to other society members. The above four perceived risk variants were
expected to have a negative influence on passengers’ initial use intention and repeat use intention
of biometric security that may arise during the implementation of the service. Additionally, being
unable to mitigate perceived risk elements could lead to the demise of the biometric security system,
thus posing a greater challenge on the long-term sustainability of airport management. Based on this
discussion, we propose:

Hypothesis 1. Perceived risk influences passengers’ initial use intention of biometric security negatively.

Hypothesis 2. Perceived risk influences passengers’ repeat use intention of biometric security negatively.

2.3. Perceived Benefit and Passengers’ Use Intention

The ‘Diffusion of Innovation’ theory from Rogers [13] has been cited in various fields that are
related to innovation, such as information technology [53,54], education [55,56], media studies [57–59],
organizational studies [60–62], marketing [63,64], policies [65–67]. ‘Diffusion of Innovation’ theory
suggested that perceived benefits such as relative advantage, compatibility, trialability, complexity,
and observability have an important influence on the adoption of innovation [13].

Relative advantage is about how much benefit an innovative product/service provides to the user
compared to the existing products/services. Compatibility refers to whether the innovation fits the
values of the consumers’ society, or does it fit the personal experience of the consumer. Trialability
is about getting more used to the innovation or easing anxiety through pilot use of the product or
service. Complexity explains about the difficulty of using innovative products or services. Finally,
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observability is considering the degree of visible effect that will appear from the consumers who use
innovative technologies or services.

Prior studies in the field of innovation implementation pointed out that perceived benefit is a
crucial component for users to attempt initial and repeat use of novel technologies. For example,
Lee [50] suggested that perceived benefits, such as relative advantage (i.e., faster speed and increased
transparency) and compatibility (i.e., internet banking provides most of the services that traditional
banking methods provide), significantly influence consumers’ initial intention of internet banking
adoption. Additionally, Copeland, Peltier and Waldo [51] argued, the use of relative advantage -one of
the components of perceived benefit- within e-cigarettes was used to compare them with traditional
cigarettes to create a positive factor that influenced college students’ initial and repeat use. Furthermore,
Islam [68] indicated that perceived benefits (i.e., relative advantage and compatibility) from e-learning
systems compared to the traditional educational approach were both contributing factors to inducing
users to have initial and repeat use of e-learning systems. Likewise, Lee and Cho [69] suggested that
trialability was significantly helpful for users to have the intention to initially and repeatedly use social
media in a mobile broadband environment.

As this research argued, we also believe that perceived benefits could be a vital factor in inducing
passengers to use biometric security that would be directly connected to the successful implementation
of the system. Hence, in this study, we adopted the relative advantage, compatibility, and trialability
as items for the passengers’ perceived benefit construct to discover the relationship with passengers’
use/repeat use intention of biometric security at airports. First, the relative advantage was used,
considering that it is easy to compare the benefits of biometric security with the existing security
method such as walk-through metal detectors (WTMDs) and X-ray machines. Second, compatibility
was adopted because it was essential to decide if the usage of a new service (biometric security) fits
passengers’ needs with the existing values and experience formed by the current security procedure.
Furthermore, trialability was also embraced as a factor that influences passengers’ initial use and
repeatable use intention of biometric security because biometric security services can be provided for a
test-run before the airports decide to implement the system in earnest. The above three perceived benefit
variants were expected to have a positive influence on passengers’ initial use intention and repeat use
intention of biometric security that may arise during the implementation of the service. Additionally,
retaining these perceived benefit components would convey the successful application of biometric
security for sustainable airport management. Henceforth, we propose the following hypotheses:

Hypothesis 3. Perceived benefit influences passengers’ initial use intention of biometric security positively.

Hypothesis 4. Perceived benefit influences passengers’ repeat use intention of biometric security positively.

2.4. Initial Use and Repeat Use

The importance of the initial impression cannot be overemphasized. In psychology, the initial
impression is the event when an individual firstly confronts someone or something and shapes a
perceptual persona of it [70]. In the context of service provider-user, the initial impression could be
formed by several factors, such as passengers’ perceived benefits and perceived risks [50]. Based on
the case of biometric security at airports, passengers could either positively or negatively be impressed
from initial use that could be formed from what they have recognized, such as perceived risks and
perceived benefits, during the trial.

This initial experience of usage could also be influential in the next use. King et al. [71] articulated
that the initial impressions (i.e., the design concept of websites) that users form have a strong influence
on users’ want to return and repeatably use the website. Additionally, King et al. [72] suggested that
identification from the creation of a retailers’ website (i.e., written, audio, and video content) during
the first visit experience of users has a significant influence on the repeat visit and purchase intention.
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With respect to prior research, we posit that passengers’ initial use of biometrics might affect their
repeat use intention. For example, if passengers’ experience of initial biometric security procedures
were not satisfying, then they would be reluctant to use it again. On the other hand, if passengers agreed
that the initial use of biometric security was beneficial to them, there would be a higher possibility for
them to reuse it. Meanwhile, the repeat use intention of biometric security could be considered as
a lifeline for the successful implementation of the service because there would be a critical waste of
time and budget if passengers did not repeatedly use it. Of course, this failure in biometric security
implementation caused by underutilization would also damage sustainable airport management as
a new solution would need to be found potentially hindering a good service as passenger numbers
increase. Therefore, it is articulated that the repeat use intention of passengers must be secured when
airports consider implementing biometric security procedures at terminals. Hence, we propose the
following hypothesis:

Hypothesis 5. Initial use intention influences passengers’ repeat use intention of biometric security positively.

In this study, we formulated the model to consider a mediation effect from perceived risk and
perceived benefit on passengers’ repeat use intention of biometric security. This was viewed through
passengers’ initial use intention of biometric security to reveal the indirect impact of the research model.
In addition to the mediating effect, the research model also adopted four control variables: age, gender,
education, and monthly income, to avoid plausible illegitimate effects.

2.5. Research Model

The following constructs were formulated based on the hypotheses that we derived from the
theoretical background. In the context of biometric security implementation for sustainable airport
management, we suggest that perceived risk (PR) and perceived benefit (PB) act as antecedents of initial
use intention (IUI) and repeat use intention (RUI). Note that two formative endogenous second-order
constructs were used: PR was formed with temporal risk (TI), social risk (SO), physical risk (PH), and
functional risk (FU); PB was formed with relative advantage (RA), compatibility (CO), and trialability
(TR). Figure 1 depicts the proposed research model of this study.
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Figure 1. Research Model.

3. Research Method

3.1. Sampling & Surveying

A survey was conducted on 362 panelists from an online research agency in the Republic of Korea
from September 7 to 15, 2019. The survey respondents were limited to adults aged 20 years or older
who had air flight experience. With insincere responses and missing values excluded, a statistical
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analysis was performed on 327 responses in total as valid samples. The demographic properties of the
participants are shown in Table 1.

Table 1. Demographic properties.

Variables Frequency %

Gender
Female 163 49.8%
Male 164 50.2%

Age

20s 78 23.8%
30s 84 25.7%
40s 80 24.5%

50s~ 85 26.0%

Education
~High School 84 25.7%

Undergraduate 225 68.8%
Postgraduate 18 5.5%

Monthly Income (KRW)

~2M 48 14.7%
2M~5M 157 48.0%
5M~8M 98 30.0%

8M~ 24 7.3%

3.2. Survey Questions

This study measures variables, using measurement tools proven to be reliable and valid in prior
studies. All the survey questions were adapted from previous research and modified to be consistent
with the context of biometric security. Additionally, the survey participants were provided with
information on biometric security in advance and requested to answer the questions based on their
direct and indirect experience of the service. Except for demographic survey questions, the construct
items were measured with a seven-point Likert scale that ranged from “strongly disagree (1)” to
“strongly agree (7).” The mean and standard deviation values of the constructs, as well as the literature
where the scales were adopted from, are shown in Table 2.

Table 2. Survey Questions.

Type
(the Number of

Questions)

Avg.
(SD) Question Source

Perceived
Risk

Temporal
Risk
(3)

3.27
(0.876)

It will take too much time to learn how to
use biometric security.

Stone and
Grønhaug [14]

3.40
(0.897)

If I use biometric security, I think it will
require more unnecessary procedures. It

will take more time.
3.33

(0.883)
I think I will waste even more time since I

have to learn how to use biometric security.

Social
Risk
(3)

3.44
(0.866)

Using biometric security will have a
negative impact on my
perception/reputation.

Featherman
and Pavlou [15]

3.80
(0.891)

If I use biometric security, I’m sure that
other people will find me strange.

3.12
(0.956)

I’ll use biometric security after seeing other
people using it without going through

any trouble.
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Table 2. Cont.

Type
(the Number of

Questions)

Avg.
(SD) Question Source

Physical
Risk
(3)

3.41
(0.932)

I am concerned about the physical fatigue
caused by the use of biometric security.

Stone and
Grønhaug [14]

3.25
(0.970)

I’m worried that biometric security might
cause physical discomfort or other physical

side effects.

2.94
(0.962)

Since biometric security has yet to be
verified as safe, I am concerned about the

physical risks using the system.

Functional
Risk
(3)

2.52
(0.909)

I’m not sure whether the biometric security
system will work as well as it is said.

2.86
(0.868)

I’m not sure if biometric security will
provide me with as much convenience and

benefits as I’d expect.

2.86
(0.877)

I’m not sure if the speed and convenience
offered by biometric security will be

practical enough.

Perceived
Benefits

Relative
Advantage

(3)

2.45
(0.845)

Biometric security will be more interesting
compared to the conventional

boarding system.

Rogers [13]

2.59
(1.014)

If I use biometric security, other people will
think of me as being smart.

2.68
(0.971)

The use of biometric security will require
less work from my side compared to the

conventional boarding procedure.

Compatibility
(3)

3.03
(0.748)

Using biometric security is in line with
my values.

3.17
(0.864)

Biometric security is not much different
from the conventional boarding system.

2.69
(0.770)

Introducing the biometric
security procedure to the current boarding

system is not a big problem.

Trialability
(3)

2.41
(0.781)

If I could try biometric security right now, I
think it would make me more open to the

idea of using it in the future.

2.42
(0.847)

If airlines or airports hold events about
using biometric security, it would definitely
motivate me to use the system in the future.

2.28
(0.796)

If there are more types of biometric security
in the future, it would be helpful for us to

use the system with ease.

Initial Use Intention
(3)

2.60
(0.869)

I would use biometric security for my
airport security procedure.

Lee [50]
2.77

(0.807)

Using biometric security for dealing with
my airport security procedures is

something I would do.

2.65
(0.808)

I would see myself using biometric security
for dealing with my airport

security procedure.

Repeat Use Intention
(3)

2.35
(0.893)

I plan to continue using biometric security
for airport security procedures.

Chiu, Wang,
Fang and

Huang [18]

2.39
(0.865)

I consider biometric security to be my first
choice for airport security procedures in

the future.
2.26

(0.830)
It is likely that I will continue using

biometric security in the future.

3.3. Measures

The research model of this study was analyzed using SmartPLS 3.0, which has been widely used
to verify the results of structural equation models [73–79]. Partial least square (PLS) is an adequate
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methodological approach to discover relationships between constructs based on the analysis results [80].
The general mathematical equation to explain PLS is:

X = TPT + E (1)

Y = UQT + F (2)

where X is predictors and Y is responses; T is projections of X and Y; U is projections of P and Q, E and
F are errors, presumed to be impartial and indistinguishably dispersed random normal variables [81].
X and Y would be decomposed to acquire the greatest covariance between T and U [81].

We implemented two formative second-order constructs: perceived risk, with four dimensions
(temporal risk, social risk, physical risk, and functional risk), and perceived benefit, with three
dimensions (relative advantage, compatibility, and trialability). The repeated indicator approach was
applied to these formative second-order constructs [82]. Furthermore, the analysis used latent variable
scores (LVS) in order to experiment with the final research model [83–85]. The flooding-out effect could
appear when second-order formative constructs are adopted because of repeated indicators. However,
the research model in this paper could appropriately predict second-order formative constructs without
any flooding-out influence by implementing this two-stage approach [85].

4. Results

Before the primary analysis, the one-factor analysis was applied to tackle common method
bias [86] because all the data samples were self-reported. The test result discovered that the most
significant percentage that the factor explained was 29.8% of the variance that is smaller than 50%.
Henceforth, the substantial impact in common method bias did not occur in the sample [86–88].

4.1. Assessing the First-Order Constructs

First of all, the validity and reliability of the first-order constructs were evaluated. The Cronbach’s
Alpha index is widely used to measure the reliability of constructs, and if the index was over 0.600,
the construct could be determined as acceptable; otherwise, the constructs should be reformulated,
for example, excluding one or more items in the construct [89]. As presented in Table 3, Cronbach’s
α showed the inner consistency of the research model, ranged from 0.726 to 0.885 [89]. In addition
to Cronbach’s α validation, composite reliability scores ranged from 0.811 to 0.962, and the average
variance extracted (AVE) [80], ranged from 0.644 to 0.813 were also evaluated in order to establish the
convergent validity of the construct level. The results in Table 3 show that the variance obtained are all
greater than 0.5 [90].

Table 3. Reliability and Validity of the First-order Constructs.

Construct Cronbach’s α Composite
Reliability AVE

PR

TI 0.800 0.882 0.714
SO 0.762 0.863 0.679
PH 0.828 0.897 0.745
FU 0.781 0.873 0.697

PB
RA 0.763 0.863 0.68
CO 0.726 0.844 0.644
TR 0.810 0.887 0.724

IUI 0.775 0.868 0.689
RUI 0.885 0.929 0.813

Then, the Fornell-Larcker criterion was used to evaluate discriminant validity for the first-order
constructs. The Fornell-Larcker criterion using average variance extracted (AVE) is a widely used
statistical standard, and AVE could be derived by using the amount of variance captured among
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constructs with measurement errors [80]. Hence, the AVE square root of each construct should be more
significant than the correlations between constructs under the diagonal line [80]. The analysis results
showed, as indicated in Table 4, confirming discriminant validity between the constructs [80].

Table 4. Discriminant Validity.

Construct TI SO PH FU RA CO TR IUI RUI

PR

TI 0.845
SO 0.600 0.824
PH 0.453 0.541 0.863
FU 0.346 0.331 0.430 0.835

PB
RA −0.119 −0.262 −0.151 −0.089 0.825
CO −0.111 −0.275 −0.198 −0.243 0.290 0.803
TR −0.253 −0.447 −0.301 0.346 0.475 0.450 0.851

IUI −0.351 −0.543 −0.485 −0.332 0.397 0.392 0.463 0.830
RUI −0.486 −0.611 −0.532 −0.277 0.352 0.289 0.672 0.672 0.902

4.2. Assessing the Second-Order Constructs

Next, we verified the significance of the second-order formative constructs (PR and PB) using a
bootstrap analysis with 1000 samples to evaluate the upward dimensional effects, as Marakas, Johnson
and Clay [83] suggested. The results indicated that every first-order construct (TI, SO, PH, FU, RA, CO,
and TR) that was included in the second-order formative constructs (PR and PB) are substantial with
significant t-values, as presented in Table 5.

Table 5. Dimension Effect for the Second-order Formative Constructs.

Construct Original β Mean β STDEV t-Value p-Value

PR

TI→ PR 0.335 0.332 0.022 15.490 0.000
SO→ PR 0.390 0.395 0.027 14.684 0.000
PH→ PR 0.355 0.353 0.020 18.098 0.000
FU→ PR 0.265 0.264 0.018 14.640 0.000

PB
RA→ PB 0.422 0.421 0.031 13.715 0.000
CO→ PB 0.423 0.421 0.031 13.829 0.000
TR→ PB 0.559 0.560 0.041 13.590 0.000

Next, as Marakas, Johnson and Clay [83], and Loch, Straub and Kamel [84] recommend, latent
variable scores for the highest-level constructs were formulated to form the final structural equation
model after we had validated the second-order constructs’ dimension effect. After the formation of the
final model, as presented in Figure 2, we evaluated discriminant validity using the heterotrait–monotrait
(HTMT) ratio. Table 6 proved that the results of the HTMT ratio evaluation were smaller than 1.00 for
discriminant validity as a recommended criteria [91].
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Table 6. Heterotrait-Monotrait (HTMT) Ratio for Discriminant Validity.

Construct PR PB IUI RUI

PR
PB 0.377
IUI 0.570 0.539
RUI 0.642 0.529 0.672

4.3. Assessing the Final Research Model

In connection with biometric security in the departure hall, hypothesis 1 found that perceived risks
significantly negatively influence the passengers’ initial use intention of biometric security (β = −0.428,
p < 0.000). In addition to the test result of hypothesis 1, the test result of hypothesis 2 also indicated
that perceived risks significantly negatively impact on the passengers’ repeat use intention of biometric
security (β = −0.363, p < 0.000). These two results imply that perceived risks such as temporal, social,
physical, and functional risk behave as psychological barriers that prevent passengers from using
biometric security procedures.

On the other hand, the perceived benefits indicted the complete opposite result than that of
the perceived risks. In the context of biometric security use by passengers, hypothesis 3 found that
perceived benefit influences the initial use intention of passengers positively (β = 0.377, p < 0.000).
Likewise, the test result of hypothesis 4 presented that perceived benefits also have a significant positive
effect on passengers’ repeat use intention of biometric security (β = 0.200, p < 0.001). These results
suggest that perceived benefits have a somewhat strong influence on inducing passengers to use
biometric security in the context of airport security procedures.

Meanwhile, passengers’ initial use intention of biometric security has a significantly positive
influence on the repeat use intention, according to the test result of hypothesis 5 (β = 0.357, p < 0.000).
This result implies that how passengers embrace the initial use of biometric security affects the next
usage intention. In other words, if passengers thought that the biometric identification stage in the
airport was beneficial and relevant to them from the first use, there would be a higher possibility for
them to use it repeatedly. Figure 3 and Table 7 below summarize the results of the structural equation
model analysis and hypotheses tests.
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Table 7. Overall Results of Hypotheses Tests.

Hypothesis Results

H1 Perceived risk influences passengers’ initial use
intention of biometric security negatively. Accepted

H2 Perceived risk influences passengers’ repeat use
intention of biometric security negatively. Accepted

H3 Perceived benefit influences passengers’ initial use
intention of biometric security positively. Accepted

H4 Perceived benefit influences passengers’ repeat use
intention of biometric security positively. Accepted

H5 Initial use intention influences passengers’ repeat use
intention of biometric security positively Accepted

Furthermore, according to the results of the mediation effect analysis, there were significant
mediation effects for both PR→ IUI→ RUI (β = −0.154, p < 0.000) and PB→ IUI→ RUI (β = 0.136,
p < 0.000), respectively. On the other hand, there was no significant effect of the four control variables,
such as age, gender, education, and monthly income at p < 0.05.

5. Conclusions

5.1. Discussion and Implications

In this study, we discovered about the relationship between perceived risk, perceived benefit, initial
use intention, and repeat use intention of biometric security procedures at airports. The fundamental
overarching philosophy of implementing biometric security technology is to acquire both enhanced
aviation security and passenger facilitation for sustainable airport management. However, there still
exist some field practitioners at airports who just would like to adopt the innovative technology to
follow the trend or to keep up with the competition with market-leading airports without a profound
understanding of passengers’ insight. This unconcerned attitude of airport operators could harm not
only the successful adoption of the service but also sustainable airport management. Therefore, this
research raised the alarm over such unconcerned attitudes by providing fruitful discussion for airport
operators by building an appropriate implementation strategy of biometric security procedures.

The following practical implications were derived to facilitate the deployment of biometric
technologies by airport operators. As both passengers’ perceived benefits and perceived risks are
found to have significant impacts on passenger’s initial and repeat use intention of biometrics security,
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practitioners at airports should consider this fact for creating value and mitigating the risk of using
the service. The perceived benefit was revealed as a component that impacts on both passengers’ use
intentions of biometric security services. Providing the value of products and services to users is one
of the essential activities for firms, and this research also discovered a similar finding. For instance,
airports could advertise the beneficial points of biometric security processes to passengers, such as not
needing to face security agents that would significantly decrease the possibility of disease infection
(i.e., COVID-19)

The most important implication of this study was that perceived risk had a relatively more
substantial influence on both initial and repeat use intention than perceived benefit. This result
emphasized that the field practitioners at airports should make considerable efforts to eliminate risk
factors for guiding passengers to use the service without hesitation. For example, as an opposite
approach to the perceived benefit, airport operators should relieve passengers’ anxiety of disease
infection (i.e., COVID-19) by frequently sterilizing biometric security devices, to mitigate passengers’
perception of risk factors. Of course, it is crucial to let passengers know that those devices are regularly
cleaned using promotional materials. Additionally, providing information about less contact with
the security agents as well as probable additional installation of thermal skin temperature for fever
detection on the biometric security devices could be articulated to turn passengers’ perceived risks
into perceived benefits of using biometric security, especially in this COVID-19 pandemic situation.

Furthermore, this study articulated that the first usage experience was also an imperative element
for passengers to use biometric security procedures repeatedly. Since passengers do not choose whether
to use biometric security before visiting the airport, offering them an enjoyable experience of using
biometric security would have advantages in that passengers would not think adversely of the initial
trial. Additionally, as the mediation test results showed, this engaging experience would be aligned
with passengers’ perceptions toward benefits and risks. In other words, if passengers perceived
more beneficial aspects than non-beneficial aspects during their initial trial, there would be a positive
likelihood for a more lucrative result from the implementation of biometric security technology.

5.2. Limitations & Suggestions for Future Studies

Despite the implications as mentioned above, there still are limitations in this study. Firstly, this
research only employed self-reported cross-sectional data samples. The self-reported cross-sectional
survey could be hypothetically vulnerable to standard method variance [88]. In order to mitigate the
bias, obtaining a longitudinal dataset from the third-party measures might need to be implemented.
Likewise, the implication of this research would have potentially more profound generalizability with
longitudinal datasets that could be applied to not only airports in Korea but also several airports in
the world.

Furthermore, even though biometrics could be applied across the whole spectrum of the boarding
process performed at airports from the perspective of enhancing operational efficiency for sustainable
airport management [7,92], this study just focused on the security procedure. Biometric technologies
could mitigate laborious tasks of presenting identification documents and flight tickets at each of
the airport scenes in the same manner as at the security checkpoint. However, as there are other
environmental factors presented by operational circumstances in other various areas of the airport,
critiques from passengers may be varied and reflected in their intention to use biometric services
based on other operational areas of the airport. In other words, there needs to be more research on the
implementation of biometric technologies within the entire airport to contribute to acquiring a more
sustainable airport management flow through maximizing aviation security and operational efficiency
together. Therefore, future studies need to obtain non-cross-sectional data samples and expand the
scope of domains compatible with biometric applications in airports. The implementation of biometrics
could be broadened from the pre-boarding process to other serviceable areas of the airport, such as
check-in, bag-drop, boarding gate operations, departure and arrival identification procedures, and
even duty-free shops as a single token service. Henceforth, if future studies consider longitudinal data
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samples and a range of compatible applications, more meaningful contributions will be developed that
were not derived from this study for more sustainable airport management.
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