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Message from the Guest Editor

The proliferation the Internet-of-Things (IoT), mobile, and
sensory devices, coupled with their pervasiveness
worldwide, raises major conceptual and security concerns
about the architectures that organize tomorrow’s compute
infrastructure, its scalability, and privacy and security
requirements. Future novel architectures need to support
the shi  from edge devices consuming data to edge
devices being a voluminous producer of data. This raises
multiple questions concerning data placement, securing
data, privacy, processing, and sharing. Edge computing is
at the heart of such novel architectures, in which compute
and storage resources are placed at the network edge, in
proximity to mobile and IoT devices.

In this Special Issue, we are seeking submissions that focus
on secure data-centric edge architectures and privacy
preserving data sharing frameworks that will enable
compelling new applications and fully realize the
opportunity of big data in tomorrow’s mobile and IoT
device environments. Information-centric networking (ICN)
is a new network architecture that provides access to
named data as a first order network service, providing
better trust in data authenticity.
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Message from the Editor-in-Chief

I encourage you to contribute research and comprehensive
review articles for publication in Journal of Sensors and
Actuator Networks (JSAN), an international, open access
journal which provides an advanced forum for research
findings in areas of sensors and actuators. The journal
publishes original research articles, reviews, conference
proceedings (peer reviewed full articles) and
communications. I am confident you will find the journal
contributes to enhancing understanding of sensors and
actuators and fostering applications of sensor-based
measurements and effective actuator incorporation.

an Open Access Journal by MDPI

7.63.5

Author Benefits

Open Access: free for readers, with article processing charges (APC) paid by authors or
their institutions.
High Visibility: indexed within Scopus, ESCI (Web of Science), dblp, Inspec, and
other databases.
Journal Rank: CiteScore - Q1 (Control and Optimization)

Contact Us

Journal of Sensor and Actuator
Networks Editorial Office
MDPI, St. Alban-Anlage 66
4052 Basel, Switzerland

Tel: +41 61 683 77 34
www.mdpi.com

mdpi.com/journal/jsan
jsan@mdpi.com

@JSAN_MDPI

https://www.mdpi.com/openaccess
http://www.mdpi.com/journal/jsan/apc
https://www.scopus.com/sourceid/21100830709#tabs=0
https://mjl.clarivate.com/search-results?issn=2224-2708&hide_exact_match_fl=true&utm_source=mjl&utm_medium=share-by-link&utm_campaign=search-results-share-this-journal
https://dblp.uni-trier.de/db/journals/jsan/index.html
https://inspec-direct-app.theiet.org/
https://www.mdpi.com/journal/jsan/indexing
https://mdpi.com
https://mdpi.com/journal/jsan

	Privacy and Security of Networking

