Message from the Guest Editors

Cyber-Physical Systems (CPS) are networked systems of cyber (computation and communication) and physical (sensors and actuators) components that interact with humans. Despite all the benefits of CPS and the potential to transform everyday lives, there are major concerns regarding their security.

The main aim of this Special Issue is to present novel approaches and results for the security and privacy of CPS by taking into account the unique challenges that such systems present. Topics may include, but are not limited to:

- Threat Modelling for CPS
- Frameworks and methodologies for modelling and analysing security and privacy issues in CPSs
- Intrusion Detection for CPS
- Data Anonymisation for CPS
- Secure Data Sharing in CPS
- Privacy-enhancing technologies for CPS
- Access Control and Key Management for CPS
- Self-adaptive techniques for improving security and privacy in CPS
- CPS system security and privacy modelling and simulation
- Formal methods for security analysis of CPS
- Architectures and platforms for secure CPSs
- Human aspects around security and privacy is