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Abstract

:

The study of coopetition has been evolving with rapid growth in the number of academic publications in this field. A number of literature reviews have been published focusing on nature, antecedents of coopetition and future perspectives of its implementation. Coopetition is proved to be beneficial for joint investments and Research and development (R&D) projects, and yet competitive games take place in the global markets that may lead to safety hazards. There are few studies that investigate possible perspectives of coopetition strategy for solutions in safety and security, and therefore considering the global tendencies objective, necessity arises for a more detailed study of it. The analysis begins by identifying over 600 published studies where the terms “coopetition”, “safety”, “security” were used. Using rigorous bibliometric tools, established and emergent research clusters were identified, as well as the most influential studies, the most contributing authors and topical areas for further investigations. The systematic combination of quantitative and qualitative analytical tools helps to identify the potential directions for future research. By combining bibliometric analysis and content analysis, the main perspective areas for coopetition implementation towards safety and security were identified.
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1. Introduction


At the end of 2018, the production of the main competitors, Airbus and Boeing, increased, which in combination with lower fuel prices and favorable conditions in financial markets should have led to strong aircraft supply in the market. It was expected that production rates of both Boeing and Airbus as they were rising, will bring more jets with lower costs.



But two fatal jet crashes in less than six months (29 October 2018 and 10 March 2019), both Boeing 737 MAX 8, have alarmed aviation and safety experts around the world. As the investigation is still in a process, for now, preliminary evidence named automated system designed to help the plane avoid stalling as one of the possible contributors to the crash [1,2]. The Maneuvering Characteristics Augmentation System (MCAS) [1] was created to avoid of nosediving, and yet precisely with the same system pilots were fighting in their attempts to stabilize the planes before the crashes in both cases [2]. According to Campbell’s report, pilots had problems overcoming a malfunction in the safety software that forced the nose of the planes lower before they crashed [3].



In response, numerous aviation lessors and airlines slowed down and then stopped ordering 737 MAX, and aviation authorities grounded this brand. According to Reuters, Boeing’s earnings fell 21% in the first three months of the 2019 year [4]. As experts said, there could be more than $600 billion in orders at risk of cancellation [5], and according to Reuters, the number of preorders of 737 MAX was zero in April 2019 [6].



The Boeing 737, which was best-selling model in the commercial aviation sector, became a cause of the crisis of all aviation industry. Not only Boeing, but all airlines in a supply chain were damaged. The groundings, delayed deliveries of new Max planes, uncertainty over the ability of the planes to be at service, and demand drop led airlines to reschedule and cancel months of flights, and therefore to profit loss. The airlines around the world are united now in a search for compensations from Boeing for delayed deliveries, order replacement, passengers trust lost and so on [7].



These tragedies and their consequences turned the attention towards the complexity of the navigation systems, safety issues, the interdependence of the players in the market, and the nature of competitive pressure.



The story of Boeing Max can be named as a history of human errors, or the result of underestimated complexity of the software, but we do believe that the nature of competition that created in-market pressure leads to opportunistic behavior of the players, and thus, to mistakes in production, software development, personnel training and deadly combinations of all abovementioned.



These events forced us to search the possible trajectories of the further research in a sphere of safety and security towards human-friendly solutions.



Coopetition as a strategic management theory was first formulated by Brandenburger and Nalebuff [8], then drew the attention of strategists all around the world and was developed and enriched by many researchers. Among all we should mention the studies that were done by Padula, Diguardo and Dagnino [9,10], Czakon [11], Bengtsson and Kock [12,13], Le Roy [14,15] and his colleagues, Chiambaretto and Fernandez [16,17]. We should mention the studies that contribute to understanding of cooperative human interactions [18,19] that may be considered as a part of coopetitive behavior. Studies on coopetition vary depending on the industry or economy brunch, for instance, we should mention the research that determines the factors of coopetitive behavior [20] in oil and gas distribution industry, and a study on critical success factors that was done later for the same industry [21]. In Ukraine, the studies on coopetition are rare and most dynamic sectors, namely, financial institutions development and banking, attract the focus of researchers who found the joint investments [22] and venture networks [23] promising for the collaboration within the network of business entities and institutions.



We may assume that excessive competition in time and resources may lead to erroneous decisions in design and production, and therefore to safety hazards. The mentioned events forced us to investigate if there is a link between research in a sphere of coopetition and safety research that may bring mutual benefits for both areas.



This paper is aimed to prove the necessity of expansion of coopetition into other areas of research, such as R&D in security and safety. This conviction is based on our presumptions about coopetition as a promising emerging trend in research and strategy development. Coopetition became multidisciplinary, continued to expand and reached into the areas of safety and security which, as we believe, are the next generation of the coopetition-related investigations.



The main research question is if coopetition expands, is it visible in the trends of publishing and findings? A sub-question is, if coopetition expands, and offers innovative costs-effective decisions for mutual benefits of partners, is it possible to track the coopetition expansion towards research area related to safety & security?



The remainder of this paper is organized as follows. The assumptions of the link between safety, security and coopetition are presented in Section 2, followed by bibliometric analysis that revealed the research trends in Section 3. Section 4 provides the discussion part of the findings, before concluding the main results in Section 5.




2. Through Coopetition Towards Safety & Security


Coopetition is seen as a situation when firms cooperate and compete simultaneously [24]. Research on coopetition can be classified depending on the motives, likelihood, interaction, process, and outcome of coopetition, as was done by Bengtsson and Kock [13]. Another remarkable overview of coopetition research presented by Dorn and her colleagues classifies the research depending on its phase model, such as antecedents, initiation phase, managing & shaping phase, evaluation phase [25]. Despite the large number of publications on this phenomenon, the nature of coopetition is yet unexplored. Therefore, the conceptualization of coopetition takes place in academic literature that can be described by several streams. Supporters of one of the approaches understand coopetition as a process, or the series of consistent actions taken by competitors to establish rules on how to compete and cooperate in order to achieve current agreements [26,27]. Another stream is a perception of coopetition as a phenomenon, or an event which appeared in the society or economy beyond established rules and norms [8,10]. The third stream is based on the assumption that coopetition is a behavioral pattern formed in response to global hypercompetition [28]. We should mention one more powerful stream that considers coopetition as a paradox, or a set of interrelations that has logical contradiction [17,29,30].



In our research, we assume coopetition as a system of paradoxical (cooperative and competitive simultaneously) multilevel relationships between proactive economic entities, which choose partners consciously in order to create shared value (in the external environment) and new competencies (in the internal environments) regardless of background and time range.



At the same time, there is evidence that coopetition is a more attractive option for the partners who had been involved in some joint activities, have a common history of interactions and positive previous experience [31]. On the other hand, negative previous experience can become a barrier to partnership [32].



With respect to previous interactions, the competition between Boeing and Airbus has deep roots in 90-ties and can be characterized as a duopoly, since these two players own most of the market for narrow-body passenger jets.



The detailed case of Boeing 733 crashes is presented in Campbell [3], but some key points of that study should be mentioned. Both manufacturers compete in the market where cost-effective solutions for airlines, especially in terms of fuel efficiency, are in demand. Until 2010, there were two main competitive products in a race, Boeing 737NG and Airbus A320 (launched in 1997 and 1988, respectively), but in 2010, the situation escalated with the appearance of A320neo, presented by Airbus as “new engine option” [3], which burns 6 per cent less fuel than 737NG. It led to the tremendous sales increase, and in a week, Airbus sold more orders than Being 737s for the entire 2010 year.



In response to this threat, Boeing launched a fourth-generation 737, and completed it in record time. The 737 Max was a “stopgap measure” [3]. Airbus’s actions made Boeing abandon the idea to develop a brand-new design for a jet and modify the 737 instead. That decision was obviously based on saving time and engineering work. That became a source of the forthcoming problems: the engineers were forced to overcome challenges of updating old designs in a very short time. There were limitations of certifications using, or rather, incentives for manufacturers to design aircraft that will use a common type of certifications covering every detail in design development. To beat Airbus, it was decided to shorten the cycle of production to six years, the shortest cycle among all Boeings launched (in comparison: 7 years for Boeing 777, almost 8 years for Boeing 787). In two years, Boeing announced that Max would be 8 per cent more fuel-effective than A320neo, and later after certification, it was stated that pilots with experience flying a 737 can switch to Max after 2.5 h computer-based training.



According to Campbell’s report [3], there were errors that repeatedly appeared in a process of delivering blueprints to software developers, there was no room for innovative decisions while the old analogue should be adjusted to digital format to keep Max within the certificate constraints. New engines that were created to solve the problem of fuel usage but at the same time brought aerodynamic problems. To keep the certificate, and avoid numerous calibrations of new engines, software was created to compensate the regulatory and aerodynamic problems.



The problem was that Boeing did not inform pilots about MCAS, and as it was later reported, the training for pilots was done via IPads, MCAS was absent in FAA (Federal Aviation Administration) review, as well as absent in training guidelines.



Competitive pressure to build such a jet was huge. If Airbus won the contract, Boeing would lose 35$ billon over the next few decades [10], and in a process of series of decisions, MCAS implementation was offered as a cost-effective solution to overcome the competitor in the short term. This solution was adaptive, not innovative, not transparent and led Boeing to crucial safety risks. We will not speculate further what would happen if sensors would have no malfunctions, or software would be designed properly, or pilots would be trained in time and informed well. But what if competitive pressure would not be perceived as huge, and initial decision to design entire new innovative jets would have taken place?



In our view, one of the biggest challenges in global markets is the reduction of competitive pressure in order to provide innovative and human-friendly solutions. Under competitive pressure, the decisions may be made towards short-term benefits, as we may see from the case of Boeing.



We should mention an interesting fact that both Boeing and Airbus have strong connections and partner relations with their numerous suppliers and clients (airlines and lessors). At the same time the coopetitive interactions between these two players are not that obvious. In the light of recent events, the decision-makers should consider coopetition as an optional strategy that may bring safe, cost-effective innovations to the industry.



Besides the abovementioned benefits, coopetition is proved to be helpful in shrinking product life cycles, risk sharing and increasing market power [33], synergy in joint R&D [34] and increasing capacity to innovate [35,36], and improving market performance [37]. Many overviews were done in a sphere of coopetition [13,25,38], but they were mostly concentrated on coopetition itself as a new emerging field. The paradoxical nature of coopetition creates cognitive dissonance among the managers and authorities, but as the positive impact of the coopetition spreads across the fields due to the efforts of the scholars and practitioners, a coopetitive framework will be more and more acceptable. If there are benefits in joint R&D, which are more innovative and more cost-effective under coopetition, there are should be a trend of expansion of coopetition ideas to other areas.




3. Identification of Trends in Research and Perspectives of Coopetition for Safety & Security


The literature review is aimed to identify the interlinks between main terms as markers of core academic investigations, and knowledge gaps as a beacon for further research. The emerging trends can be found through the published statistics and in a process of terms such as cluster analysis. A structured literature review was employed using a five-step methodology to collect data about and comprehensively evaluate: (a) the most influential studies, (b) the most seminal authors and, (c) topical areas of research. This process mirrors similar work by Fahimnia and her co-authors [39] in the sphere of green supply management. This methodology is proven to be helpful for rigorous literature review and was chosen for the current research.



3.1. Defining the Appropriate Search Terms


The keywords used for data collection include “Coopetition”, “Safety”, “Security” and since coopetition can be defined as an integration of cooperation and competition simultaneously, we include a combination of “Competition” and “Cooperation” in a search. We cannot argue that both terms cover the phenomenon completely. At the same time, since coopetition emerged from the union of cooperation & competition, and yet the number of papers differ, it shows that there is a gap in understanding of coopetition phenomenon and its benefits for the industry.




3.2. Initial Search Results


Using the “title, abstract, keywords" field of search in the Scopus database, different outcomes in terms of the number of papers (conference papers, books, chapters and articles in the journals) were identified for search items. The combination of the terms allowed us to gain an understanding of the evolution of the field of study (please see Table 1), to reveal current and predict emerging of the new fields of research.



The earliest papers in the coopetition field were done in the 1990s and initially were in a field of digital services. We should mention one of the earliest papers that was devoted to client-server design [40], and seminal work of Branderburger and Nalebuff that was inspired by the rapid development of Silicone Valley [8]. But later, the field was dominated by the researchers from Business and Management Studies (please see the Figure 1) and Computer Sciences were shifted to the second place among other subject areas.



Though the beginning of the debates on coopetition was in 90-ties, the main rapid growth is observed lately, and that is why, considering the increasing publishing trends (see Figure 2) and dominating subject areas, the initial data search was refined to the papers on coopetition in a period of 2008–2018, and limited to the papers, conference materials, and books, excluding editors’ notes, etc. The total number of papers was 664. These search results were stored in RIS format that includes all information needed for further bibliometric analysis (including title, authors names, their affiliations, abstracts, keywords, references and so on). The preliminary results revealed few papers in security and a lack of papers on safety that are related to coopetition in the Scopus Database, and therefore the sample was modified to include the papers from other databases through the Publish & Perish tool. The scheme of the research and review process is shown in Figure 2.




3.3. Data Statistics and Bibliometric Analysis


Considering the essence of bibliometric analysis, in this study several techniques were adopted, for instance used by abovementioned scientists [39], and the methodology of research is designed as follows: (1) the data were structured and analyzed in order to reveal the publishing trends, (2) citation analysis (full and fractional counting) was done to reveal the most contributing authors in the field; (3) network analysis was accomplished to prove the link between coopetition and safety & security areas of research; (4) an advanced search to expand the paper sample was done and (5) qualitative content analysis to verify the interconnections between areas was provided (please see Figure 2).



Among existing software packages used for bibliometric analysis, Publish and Perish, BibExcel, and VOSviewer were selected. Publish and Perish was chosen due to its scale and scope, and ability to provide the search results in other formats. BibExcel was chosen because of usability, adjustment for any format of input data (including Scopus), comparability with other programs, such as VOSviewer, etc. VOSviewer is proven to be an effective visualization tool [41] for performing keywords and terms used for transforming data into a comprehensive model for further analysis. The data on papers (sample is 664) were put into RIS format containing all needed bibliographic information.



The increasing numbers of papers published, presented in Figure 3, let us assume that the field of research is in an early growth stage, though the first paper was submitted in 1991.



The initial data analysis shows the most contributing authors in this field (please see Table 2).



The chosen sample of 664 papers was analyzed, and it was found that journals that published more than 12% of all the papers in recent 10 years are Industrial Marketing Management (43 papers), International Journal of Entrepreneurship and Small Business (11), International Journal of Technology Management (11), Review of Managerial Science (11), International Studies of Management and Organization (8).



The concept of comparison of paper numbers to understand the input of authors into the field makes sense in the context of the calculation of bibliometric indicators. Full counting means that papers are counted as equal for the number of authors of the publication, as presented in Table 2. Fractional counting means that a co-authored publication is assigned fractionally to each of the coauthors, with the overall weight of the publication being equal to one. This methodology offered by experts in bibliometric analysis proved that fractional counting is more valid comparatively to full counting [42]. The data on fractional counting for each author were extracted via Bibexcel and presented the main contributors in the area of coopetition research as follows (please see Figure 4).




3.4. Network Analysis and its Visualization


Visualization of research network may be accomplished with the help of VOSviewer, the program that has its own clustering technique [43], and due to this, two levels of analysis were performed as in Figure 5—clustering of the publications, and citation relations. As shown (see Figure 5), the distance between the clusters approximately indicates the relatedness of the clusters in terms of citations. As we may see, clusters that are located close to each other tend to be strongly related in terms of citations, and those clusters which are located further away from each other tend to be less strongly related.



To reveal new trends and tendencies and, most important, further promising directions of the research, it is necessary to construct cluster analysis for the keywords, using the abstracts of papers extracted from the Scopus Database. VOSviewer is proven to be an effective tool for providing keywords visualization [41] which gives the analyst understanding of interconnections between main terms in a field of research. Using the abstracts of the chosen papers, the network of terms was generated by using a unique clustering technique offered via this program [43]. 80 keywords (frequency > 6) was identified which were refined to 75 by excluding duplicates and irrelevant for this analysis (i.e., “research”, “article” etc.). Therefore, 75 items were organized into 7 clusters, as showed below (please, see Figure 5 and Appendix A). It should be noted that the occurrence of the keyword “coopetition” is the highest and equals 323, the term “co-opetition” introduced by Branderburger and Nalebuff [8] is still popular, and its occurrence is 162, “competition” remains a widespread term in chosen papers as well as “cooperation” (100 and 63 accordingly). The top list is concluded by “innovation” (53 times) and “game theory” (33 times). The size of the circles reflects the occurrence of using the terms. Other items appeared in the sample less than 20 and more than 6 times. For chosen terms, network visualization (see Appendix A), overlay visualization (Figure 6) and density visualization were performed via VOSviewer. The overlay visualization is chosen as a more valid tool for verification of the recent trends in the academic field, as soon as it allows us to classify the items using timescale. The items are colored differently based on year of publication (average for the cluster). In our case, those terms that appeared recently (average year of publication is 2016) are more yellow. A color bar shown in the corner has the same explanation; the scores of the items are determined by the time since publication.



Thus, the results of data performance are fruitful in terms of confirming the promising direction of research. At the beginning of the paper we assumed that security and safety issues can be a new area of coopetition activity. The Boeing case presented a striking example of software development problems. Now the intuitive suggestions are proved by data. From Figure 7 we may see that “software engineering” is closely related to “open systems”, “open source software”, “ecosystems”, “cloud computing”, “social networking (online)”, and which is significant for our research–related to “case study”, “value creation”, “collaboration”, “strategic alliances”, “cooperation, “coopetition” and “commerce”. The same detailed analysis we can do for “information sharing” as one of the key components of security software development, and the recent publications performed the linkage between “information sharing” and such terms as “information analysis”, “knowledge-sharing”, “knowledge management”, “information management”, “behavioral research”, “game theory”, “decision making” and “supply chains”. The phenomenon of information sharing is quite new for coopetition research, and we may say that different components of it are a focus of attention of the researchers. These findings became an insight for the next stage of research–advanced search via Publish and Perish for recent findings using the combination of the mentioned keywords.




3.5. Advanced Search and Content Analysis


The initial data of search results using “safety” and “security” as the keywords in coopetition-related studies yielded few papers. To refine the number of papers for the presentable sample for further in-depth screening, an advanced search via Publish and Perish (Google Scholar Database) was performed using the keywords “coopetition”, “safety”, “security”. Among the results (around 1000 sources), relevant papers were selected (not books, conference papers or editors’ notes) according to these main criteria: (1) high citation index, (2) abstract, title and keywords must be in accordance with the relevance of the search. The search results ended with data where papers were different in terms of citation (from 812 citations per paper to 0), which can be divided as follows: the first 13 results had more than 100 citations, the second cohort of 15 papers had a citation index more than 50, and so on. After eliminating books, conference papers, editors’ notes and irrelevant studies (by screening the paper), the decision was made to select papers with a citation number ≥40 per paper. As a result, the outcome was 20 papers (the maximum number of citations is 812 and the minimum is 40 citations per paper), which, is twice as many as initial data results from Scopus database. It made possible to compare papers from Google Scholar and Scopus databases in terms of keywords using, research findings and new areas of research that can be considered as perspective for further investigations in the coopetition field. In total, the final sample is 27 papers, and in our opinion, it is helpful to confirm the idea about the link between coopetition, safety, and security aspects.



Firstly, we should mention that high citation number as a criterion was chosen (instead of the high ranking of authors, for instance) as an indicator of the dissemination of the results and, therefore, the impact of the publications. As it was observed [44], the citation index serves as an incentive for data sharing and encourages researchers to present their results among scholars.



Secondly, in a process of analysis, it was revealed that the keywords “cybersecurity” or just “cyber” appeared many times in several papers. It inspired us to include “cyber” as a keyword for further analysis. The full manual counting of keyword usage resulted in a performance system of papers as follows (see Figure 6). This simple technique enables us to draw conclusions about the relevance of the papers to overlapped areas of the research, to track the appearance of the keywords and intensity of their use over time. Thus, despite the fact that the period of analysis was the last 10 years, the most relevant papers have started to appear since 2014, except for the paper by Singh et al., published in 2007 [45], and its predecessor by Singh and Atrey—in 2005 [46]. The intensity of keywords and awareness of the interests in the mentioned area raised as well. However, we cannot use this approach to prove the importance of certain papers in contrast to others. Moreover, our observations suggest that the intensity of the use of keywords indicates a specific, niche study. Multidisciplinary articles tend to affect many aspects and different areas of research, and therefore the number of keywords in such articles is lower compared with niche ones.



However, the distribution of keywords presented in Figure 8 allows us to say that a snapshot (7 initial papers from the Scopus database, marked with red dots) gives similar results as well as the final sample, which means that few relevant papers are sufficient for making a conclusion about the future challenges in multidisciplinary research.



However, to provide a meaningful contextual study of the papers to verify the interconnections between coopetition, safety, and security issues and their promises for further interdisciplinary research, a qualitative approach was chosen. We revealed that the Google Scholar Database offers papers as relevant if the keywords are presented in the reference list. Only reading the paper, its abstract, main findings, and contributions, and analysis of its content may give an understanding of its value for further study.



“Coopetition” as a keyword was assumed as a leading term for revealing related studies, and content-analysis in detail was performed for papers listed as follows (following the ranking presented in Figure 6).



Thus, starting with [47] we should note in particular the scale and scope of the research, in which authors analyzed 131 records from 57 companies and revealed that there is a positive association between threat sharing relationships and innovation level, and the cybersecurity threat-intelligence sharing relationships are characterized by coopetition between loosely integrated complementary solutions. In other words, coopetition is much easier to be established between partners with complementary resources, and cybersecurity can be an area of implementation of coopetition strategy.



In the study [48] it was proven for publicly listed cyber-security and IT firms that participate in sharing IT security-related information have higher profitability and lower costs than non-participating IT firms (in short and in a long-run term). Later, the same team of researchers argued that there are few studies on how IT security strategy impacts firm performance and more investigations, in particular, theory-based empirical research, are needed, especially when the companies continue to engage in “various forms of cooperation, alliances and coopetition” [49].



The paper published by a research team united several Coopetition Schools [50] on the investigation of the coopetition capability generalized the ideas about security as a driver for knowledge sharing. According to the researchers, a “greater sense of security leads to greater willingness to share knowledge (and) higher creativity” [50] in a process of coopetitive interactions.



It is interesting that not all types of coopetition pursue innovation, as was proved in [51]. The same paper presented new areas of research that need the attention of the scholars, such as security-safety standards development for coopetition alliances. A case study in the mentioned paper revealed that at the competencies level, there is a need to create new services in the sphere of security and media platforms “in order to meet mid-term operator’s need” [51]. Authors presented their view of telecommunication sector development and emphasized that topics related to end-to-end services like e-health, e-security, digital homes, digital enterprises and digital cities are urgent for further implementation of coopetition principles.



An empirical study on the coopetition paradox, which was mentioned earlier [30] presented some aspects of behavioral responses that were related to safety and security issues. During the survey the responders admitted that safety and security are the most important in the process of sharing knowledge in a process of collaboration. Therefore, to engage participants in the innovation process it is necessary to develop a balanced system of knowledge sharing and retention.



In one of the earliest papers, the superiority of coopetition over competition was proved in the context of managing supply chain security [52], which became an area of active investments and R&D for many types of the industries. The joint investments approach performed by supply chain suppliers leads to chain security and resilience, as was argued in the same study [52].



The latest advancements of cyber-physical systems (CBS) in manufacturing and their future potential became a focus in [53]. CBS have been implemented actively in many spheres, such as transportation, smart homes, robotic surgery, aviation, infrastructure and defense, where security is one of the main challenges. Security is closely related to safety, according to the authors [53], and coopetition may be cater for further development for CBS, along with other initiatives like Advanced Manufacturing Partnership 2.0 [54], Industry 4.0 [55], Factory of the Future [56], etc.



An investigation on promising areas for future research for sourcing of business process and information technology services was done in [57] and it was argued that cybersecurity is one of the biggest challenges that organizations and individuals have to face and yet is one of the most unexplored; therefore, authors think that there are at least two aspects that deserve attention [57]: competences loss is the first. For instance, the problem of sharing and losing some critical information can be crucial for business, as a company may lose competencies in value chain development when constantly using outsourced IT-services. One more aspect is important for outsourcing contracts–they should be articulated in terms of ensuring security and compliance. We agree that not every company can afford its own IT service development, and because of the diversity of IT-services in the market, to develop own IT-solutions is not cost-effective. Following offered logic, we may add that is why cybersecurity and information security management coupled with project management can shape the organizational architecture and may influence significantly the choice of the partners for collaboration and coopetitive R&D projects.



The earliest study in the area which combines coopetitive interactions and security in the multi-sensor environment was done by Singh and Atrey [46], and later an in-door experiment in a sphere of security proved the necessity of coopetition between sensors [45]. This revolutionary thought about cooperation and competition between sensors (cameras in this case), not humans or organizations, was clearly identified as a better approach in comparison to ‘only cooperation’ or ‘only competition’. The authors encouraged further investigators to extend the proposed framework for visual and non-visual sensors, which brings us again to the perspective of coopetition for CPS and their applications.



New concepts of value-based supply chain appeared recently. For instance, Berti & Mulligan [58] in their study of the nature of competitiveness of small farms and their organizational strategies concluded that strategic alliances and strategic networks towards shared value creation are one promising direction for further study. They offered “food hubs” as a special form of alliances and as intermediary organizations that have a coordinating function articulated in many tasks serving farmers, food processors, distributors, retailers and consumers and aimed to create “shared value” for mutual economic and social benefits. Further development of this idea is possible with the development of e-commerce platforms that connect small suppliers and enable transactions for consumers. Digital Food Hubs is a very promising disruptive technology that can allow to scale up a business without high capital investments, to overcome time limits, to facilitate knowledge sharing and collaboration between participants [58]. This phenomenon, related as to coopetition, similar to the cybersecurity issues, is just one of the examples of emerging trends in technologies and research.



The issues of security and safety are interrelated and diverse, as well as studies in this sphere; for instance, we should mention promising contribution to blockchain-based framework by offering ‘cloudchain’, designed and developed by the research team [59] using the idea of coopetition for benefits of both as cloud providers, as well as users of smart contracts. The model offered in the paper [59] provides the best strategies in terms of transaction costs, time and reputation value. Authors argue that security concerns may be eased through the management of information sharing by a centralized trusted third party. But as we see at that point, the more complicated technology is for value development and deliver, more significant unexpected results could appear, and concerns about security arise more often.



Other studies use the term “coopetition” to a lesser extent but are not least fruitful in terms of findings. It is necessary to mention the study of [60], who developed an Analytic Hierarchy Process model for IoT (Internet of Things) Applications where security was named as one of the critical issues and technical requirements, and still ongoing challenges.



Coopetition is not mentioned in the study of Fuggetta and di Nitto [61], but they mentioned “openness” as the necessary condition of a search for new knowledge in a sphere of software development which is complex and multifaceted. Openness and exit the “zone of comfort” to combine the best solutions of computer science and software engineering research is considered by authors as a possible way for further investigations. We may add to this that this process can be facilitated under coopetitive interactions in R&D between software producers and engineers.



A new emerging trend in knowledge sharing, such as ‘crowdsourcing’ was recognized as a promising incentive in a sphere of biomedicine [62], which led to blurring the boarders of scientists community and changed the role of patient from a research subject to a data provider or even an expert. These emerging themes and new incentives are expected to be coordinated as integrative research, where many participants take part, which in our view is quite close to our understanding of coopetitive interactions.



Busse’s work [63] is mostly concentrated on sustainability-related conditions of supply chain management from the perspective of the buyer, and collaboration between buyer and supplier can be one of the mediating mechanisms to reach new standards in supply. Though Busse offered dyadic relationships to achieve the goals, the author argues that security issues can become a “bottleneck” in a process of interactions.



Separate aspects of coopetition organizational development and ideas related to security and safety were developed in several studies, such as development towards multiteam systems [64], collaborative networks and other forms of cooperation in the manufacturing the security-related products [65], safety-related challenges in a tourism sector [66], entrepreneurship and strategy in the informal economy [67], knowledge sharing at an individual level [68] or at level of multinational corporation [69], quality assurance in software ecosystems through the partnership of the actors [70], or role of financial safety in a process of R&D [37].



Sharing economy is an ideology, a strategy and a stream in the academic literature that offers multiple solutions for decentralized systems, as well as raises questions of safety support in addition to quality according to customers’ needs. Airbnb as one of the sharing economy start-ups was analyzed in [71], where transactions were perceived as a risk, a threat to residential communities and existing business-models at the beginning. Later, this business-model proved its viability, and new start-ups appeared in contrast to traditional firms in the tourism sector. Author [71] assures that coopetition strategy is a promising direction for further development of the industry that will enable to use the opportunities of cooperation inside of the sector at many levels and beyond.



In general, the competitiveness of business entities depends on their ability to identify and mitigate the uncertainties of the environment, which is crucial in supply chain risk management offered by the research team [72]. In their work, Vilko and his co-authors [72] generalized and structured different types of informational uncertainty, and did not mention coopetition at all, but we argue that coopetition can be one of the tools for mitigating the risks in supply and logistics management.



Detailed deductive analysis of the findings in the studies allowed us to structure the main trends in research and publishing as follows (Please see Table 3) by clustering them into 8 groups by content and findings. The general overviews without implementation for certain industry were excluded. As we see, Industry 4.0, cybersecurity, supply chain management and even biomedicine may become an area for successful implementation of coopetition strategy or certain coopetitive interactions.



The biggest clusters are the most dynamic in terms of the number of papers, age of publications (2014–2018 for Industry 4.0, and 2013–2018 for cybersecurity); other clusters are formed by one-two papers in a field and the most recent publication was in 2016. We should conclude that these two areas of future research in the coopetition field related to security and safety aspects may be identified as the leading clusters.



Comparing the findings from terms evolution analysis (Please see Figure 6) in the coopetition research and insights provided via content-analysis of recent papers on coopetition-related safety and security issues (Please see Table 2), we may assume the existence of several main trends. Cloud computing, information sharing, adaptive control systems are the newest terms in coopetition studies and “software development” unites them. Industry 4.0 and Cybersecurity as two main clusters provide ideas for new combinations of further research. We believe that issues that researchers will deal with in the near future will include:




	
Joint software development projects performed via coopetition



	
E-services and e-security provided by competitors through joint R&D



	
Cyber-physical systems development within the global partnership in the context of Manufacturing Partnership (MP)



	
Security challenges & knowledge and threat sharing paradox



	
Security & safety standards development for coopetition alliances



	
IT-solutions for coopetitive interactions



	
Collaboration with agents and cooperation within multiagent systems



	
Joint investments and joint start-ups in the context of Industry 4.0.








We believe that including more papers from Google Scholar will leave the results approximately the same. Thus, the results proved the thought about the necessity of concentrating efforts of researchers, and what is more important, of practitioners on security challenges and innovative decisions using the coopetition idea. This proves once again that airlines and aircraft manufacturers should design coopetitive decisions towards safety and security in the near future. We cannot suggest that Boeing and Airbus will be united for joint cybersecurity projects, but we may assume at least that the movement among airlines towards common and alternative safety standards (not FAA) will be started soon if it has not already been done. The joint software development project can be a core for the coopetitive agreements in the market, but to confirm or deny the possibility of the market evolution of that kind, further qualitative studies are needed.



The generalization of the future research trends will allow us to attract the practitioners and unite their efforts, as well as the efforts of the researchers, in a process of decision-making towards a secure and safe future within a coopetition framework.





4. Discussion


In the process of analyzing data, a researcher may intuitively search for data that confirm his/her beliefs [73] leading to bias in research. Despite our strong beliefs in a multidisciplinary of coopetition as a field of practical knowledge, experiments and theoretical research, we removed possible bias by combining the quantitative analysis for pre-selection of keywords and papers with the qualitative analysis for content of selected studies. The results confirmed at least two main tendencies worth of attention. Firstly, the trend in publications in the coopetition field showed sustained growth, and secondly, the areas of implementation of coopetition strategy expanded towards security and safety challenges in Industry 4.0, cybersecurity, supply chain management, biomedicine, tourism and many other fields.



Nevertheless, the study has its limitations. For instance, the papers for analysis were selected from the SCOPUS database, but the Web of Science may provide more papers in the field. It is possible that an analysis of papers from another database will bring new keywords and different understanding for the trends in research; also, it may bring a new understanding of the main contributors into the field and rearrange the rankings among the most influential researchers. However, this research is aimed to reveal the trends, not to give a ready-made prescription.



Another limitation of the research is that all data are secondary, but the analysis of the research trends can be done only using the published results. That is why the data choice is acquitted. However, the surveys among the researchers and R&D teams can bring new insights into understanding the future of safety and security.



The key studies in this sphere proved the benefits of data sharing, but at the same time, the cooperation between competitors in such a vulnerable sphere as software development, which is based on knowledge sharing and IT security information sharing, is still considered as a risky investment. To change this perception is a new challenge for future investigators and interdisciplinary researchers.




5. Conclusions


Coopetition is per se symbiotic relationships that are based on continuous, progressive and sustained decisions agreed between partners, where the cooperative interactions replace competitive and vice versa. Despite the obvious benefits of coopetition, huge competitive races take place in the spheres where safety risks may lead to human deaths.



Tragedies which occurred recently proved the necessity of launching a new era of airline safety which may be possible through coopetitive thinking.



This research aimed to shed light on the nature of coopetition, its perspectives for implementations for safety and security in general, and in a sphere of aircraft design, in particular. Collaboration across public and private sectors is no longer a revolutionary idea, but still, there are some barriers to accept the cooperation between competitors in highly competitive markets with sustained supply chains.



However, the bibliometric analysis revealed the growing tendency in publishing and research on coopetition, as well as the expansion of coopetition into other research fields. The combination of quantitative and qualitative methods of data processing allowed us to avoid bias in paper pre-selection. The citation analysis was done for 664 papers that are in the interdisciplinary research, and then content analysis was accomplished for 27 papers. Publish and Perish, BibExcel and VosViewer proved to be effective tools for revealing emerging trends in research, but at the same time, the intensity of keywords usage, co-citation analysis and visualization of terms evolution is only one of the steps in the study. The content analysis based on the deductive method may be helpful in the contextualization of the research. This hybrid method of verification of the trends in research is more solid in contrast to overviews that were done before.



It was revealed that coopetition ideas are beneficial for research streams in Industry 4.0, cybersecurity, sharing economy, supply chain management, solutions for interactions between sensors in a multi-sensor environment and many others. New areas of implementation of coopetition may include cyber-physical systems manufacturing, software development, blockchain interactions, different types of resource outsourcing, data mining and data sharing, decision-making in decentralized systems and other spheres where benefits of joint investments and R&D may be achieved. There is no evidence of joint cybersecurity or safety projects between main competitors in the aircraft industry yet, but this research was designed to prove the necessity of changing rules in the industry towards human-friendly innovations through coopetitive decisions. The trends that emerged in academic literature and case analysis of the recent events reinforced the conviction that coopetition is a very promising direction for future project development. The next stage of the research may be designed as the semi-structured interviews with the decision-makers in the industry about the possibility of mutual projects emphasized on cybersecurity, software development, IT-solutions and other types of interactions towards a better and safe common future.
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Figure A1. Network visualization of most frequent terms (Constructed via VOSViewer v.1.6.10 for the sample N = 664, f (frequency) > 6). 
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Table A1. Results of clustering the papers in the area of coopetition research (VOSviewer clasterization technique).






Table A1. Results of clustering the papers in the area of coopetition research (VOSviewer clasterization technique).





	
Cluster 1 (19 Items)

	
Cluster 2

	
Cluster 3

	
Cluster 4

	
Cluster 5

	
Cluster 6

	
Cluster 7




	
(14 Items)

	
(12 Items)

	
(12 Items)

	
(10 Items)

	
(6 Items)

	
(2 Items)






	
co-opetition

	
business ecosystem

	
business model

	
competition

	
behavioral research

	
adaptive control system

	
paradox




	
commerce

	
business model

	
business modeling

	
competitiveness

	
decision making

	
bipartite consensus

	
tension




	
competition

	
cloud computing

	
case study

	
cooperation

	
design

	
coopetition networks

	




	
costs

	
collaboration

	
coopetition

	
cooperative behavior

	
information analysis

	
multi agent systems

	




	
dynamics

	
competitive advantage

	
industrial management

	
human

	
information sharing

	
multi-agent systems

	




	
economics

	
ecology

	
innovation

	
humans

	
information systems

	
structural balance

	




	
electronic commerce

	
ecosystems

	
knowledge

	
management

	
knowledge management

	

	




	
game theory

	
open source software

	
open innovation

	
marketing

	
knowledge sharing

	

	




	
industry

	
open systems

	
smes

	
sustainable development

	
knowledge-sharing

	

	




	
informational management

	
open-coopetition

	
strategy

	
tourism economics

	
modeling

	

	




	
optimization

	
social networking (online)

	
technology

	
tourist destination

	

	

	




	
planning

	
software design

	
value creation

	
trust

	

	

	




	
profitability

	
software engineering

	

	

	

	

	




	
project management

	
strategic alliance

	

	

	

	

	




	
sales

	

	

	

	

	

	




	
supply chain management

	

	

	

	

	

	




	
supply chains

	

	

	

	

	

	




	
wireless network

	

	

	

	

	

	




	
wireless telecommunication

	

	

	

	

	

	








Total: 75 items, 7 clusters.
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