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Abstract: The violation of data integrity in automotive Cyber-Physical Systems (CPS) may lead to
dangerous situations for drivers and pedestrians in terms of safety. In particular, cyber-attacks on
the sensor could easily degrade data accuracy and consistency over any other attack, we investigate
attack detection and identification based on a deep learning technology on wheel speed sensors
of automotive CPS. For faster recovery of a physical system with detection of the cyber-attacks,
estimation of a specific value is conducted to substitute false data. To the best of our knowledge, there
has not been a case of joining sensor attack detection and vehicle speed estimation in existing literature.
In this work, we design a novel method to combine attack detection and identification, vehicle speed
estimation of wheel speed sensors to improve the safety of CPS even under the attacks. First, we define
states of the sensors based on the cases of attacks that can occur in the sensors. Second, Recurrent
Neural Network (RNN) is applied to detect and identify wheel speed sensor attacks. Third, in order
to estimate the vehicle speeds accurately, we employ Weighted Average (WA), as one of the fusion
algorithms, in order to assign a different weight to each sensor. Since environment uncertainty while
driving has an impact on different characteristics of vehicles and causes performance degradation,
the recovery mechanism needs the ability adaptive to changing environments. Therefore, we estimate
the vehicle speeds after assigning a different weight to each sensor depending on driving situations
classified by analyzing driving data. Experiments including training, validation, and test are carried
out with actual measurements obtained while driving on the real road. In case of the fault detection
and identification, classification accuracy is evaluated. Mean Squared Error (MSE) is calculated to
verify that the speed is estimated accurately. The classification accuracy about test additive attack
data is 99.4978%. MSE of our proposed speed estimation algorithm is 1.7786. It is about 0.2 lower
than MSEs of other algorithms. We demonstrate that our system maintains data integrity well and is
safe relatively in comparison with systems which apply other algorithms.

Keywords: Cyber-Physical Systems; Automotive; Cyber-Physical Attack; integrity; Sensor Attack
Detection; speed estimation; deep learning

1. Introduction

Nowadays, Cyber-Physical Systems (CPS) are bringing a new wave of innovation into our lives.
This paradigm allows modern automotive systems to be more smart, intelligent and super-connected.
They exploit various sensors, sophisticated control, powerful computation and seamless networking
in order to improve convenience, efficiency, and safety [1].

Various and large amounts of data required to control the vehicles are obtained from the equipped
sensors in automotive CPS and are transmitted on vehicular networks. If any sensor is faulty
temporarily during the operation due to environmental uncertainty, it may read wrong data [2].
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Besides, often there is a case where the wrong data are transmitted from a sensor to a controller.
Sensor measurements might be lost if the communication errors occur when transmitting the data on
Controller Area Network (CAN), FlexRay and Local Interconnect Network (LIN) [3]. For any malicious
purpose, an external attacker could steal, manipulate, and then inject data of the sensor [4]. The data
integrity is violated in the sense of delivery of inaccurate and distorted information in all three cases.
In this paper, all three cases are referred to as sensor attacks.

In the automotive CPS, if the data integrity of the sensor is not ensured, it is dangerous to the safety
of drivers and pedestrians. Especially, the drivers and pedestrians would experience a catastrophic
accident if an attack happens on a sensor used to implement a safety critical application such as
Smart Cruise Control (SCC), airbag system, and Anti-lock Braking System (ABS). Data integrity is
important on ABS. A vehicle speed is calculated based on four wheel speeds. When attacks occur
on wheel speed sensors, the vehicle speed is miscalculated, and then the wrong speed information is
sent to Brake Control Unit (BCU). The BCU decides whether to tighten wheels or not based on the
wheel speeds and vehicle speed. Finally, the vehicle could spin or crash because clamping does not
work at an appropriate time. Therefore, sensor attacks should be detected to ensure data integrity of
the automotive CPS. In this regard, through handling the measurements of the sensor precisely, it is
necessary to identify on which sensor an attack happens and then elaborately estimate the required
value for safe control.

In the existing literature in relation to attack detection and identification, hardware redundancy
has actively applied to detect an attacked sensor. Hardware redundancy uses multiple sensors to
measure the same variables. Park et al. have solved an attack detection problem by using data of other
normal sensors although an attack happens on one sensor [5]. This approach provides the system
with the exact information of the sensors but has disadvantages of cost, weight, space, and power.
Model-based methods have been exploited to overcome the disadvantages of hardware redundancy
in much literature. Model-based methods detect an attacked sensor and estimates data of the sensor
by modeling vehicle dynamics. However, since vehicles are affected by a variety of factors due to
rapid environmental changes, it is difficult to model perfectly the vehicles including all the factors.
Samy et al. detected an attack by applying Extended Kalman Filter (EKF), but there are discrepancies
between a real environment and a mathematical model because of linearization of the model [6].
Amin et al. have studied an attack detection method to use an observer, but their system needs
accurate flow dynamics [7].

In recent years, data-based methods have been employed. Data-based methods represent the
relationship between input and output by using data without modeling a system. Especially,
machine learning technology, one of data-based methods, is emerging as an attack detection method.
In machine learning, important features are processed manually and there is a limitation to learn a
relatively complex system. Deep Neural Networks (DNNs) are capable of finding important features
automatically and representing the relationship between input and output in a complex system.
Meanwhile, automotive CPS may momentarily misrecognize normal data as data of the attacked
sensor if stones or pits appear on the rough road because the driving environment is constantly
changing. Recurrent Neural Network (RNN) among DNNs handles this problem by exploiting the
previous information as a current input sequence [8]. Despite sudden changes in the road environment
while the vehicle is running, it is less influenced by the environment in predicting the present results
because it knows the past information. Therefore, even if a sensor read the strange value at that
moment, the detection result is output by referring to the past and current information overall.

A straightforward approach to estimate a vehicle speed accurately is to add sensors in the manner
of hardware redundancy. Song et al. have estimated vehicle speeds by adding an accelerometer [9].
Cumulative errors of the accelerometer’s measurements used for their speed calculation cause the
inaccurate estimation of vehicle speeds. Bevly et al. have exploited Global Positioning System (GPS)
in order to estimate vehicle speeds based on the wheel slip [10]. When their system is deployed
in skyscrapers or tunnels, it becomes difficult to get the accurate GPS measurements due to the
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interference of the magnetic field. In terms of cost-effectiveness, using heterogeneous sensors such
as the accelerometer, GPS, or other sensors is not cheap. Thus, homogeneous sensors (i.e., wheel
speed sensors) are employed in this work. Fusion process for same physical variables is needed.
Conventional data fusion methods of homogeneous sensors are described in [11]. It is possible for
Weighted Average (WA) to change weighted values. This makes an estimation system flexible in some
environments. WA is selected because it is capable of changing weighted values depending on driving
environments to estimate vehicle speeds based on homogeneous wheel speed sensors.

There exist the following issues to be addressed in detecting a sensor attack and estimating
a specific value on automotive CPS.

1. It is hard to detect all the attacked sensors even when the majority of the sensors are attacked.
For attack detection and estimation, a voting method is mainly applied or the relation between
sensor measurements is exploited. These methods suffer from identifying the attacked sensors in
the situation where the majority of the sensors are attacked.

2. Another challenge is that variances between estimated vehicle speeds are large when different
datasets are input. This means that the estimation method does not make sure to have high
performance whenever it calculates vehicle speed.

We propose a novel attack detection, identification and estimation method using only wheel
speed sensors already installed in the automotive CPS. RNN is applied to sensor attack detection.
To estimate the speed after attack detection and identification, we leverage and modify WA which
gives different weights to each sensor in order to adapt to the dynamic environment by checking little
difference between the actual measurements and the estimated values in our experiments.

To address the above issues, we define classes of the states and design a specialized architecture
to detect attacked sensors and classify states of all the sensors in RNN. This approach lets our system
distinguish normal sensors from the majority of attacked sensors. For the speed estimation, parameters
of WA is set after understanding characteristics of driving. The performance of the WA method
depends on setting the weight required for it. In other words, if the weights are not fixed well,
the performance of WA has big differences between results of different input datasets. For this reason,
we have trouble in fixing a weight of WA.

Hence, we tune the weight of the WA through driving condition analysis to adapt to the dynamic
conditions including the center of gravity and inertia. The driving condition is divided into tracking
and braking. Between them, data of the braking has different patterns from the data seen during
tracking because wheel slip happens frequently during braking. If we ignore the characteristics of
data with different patterns representing these conditions and a single static weight with a constant
value is applied to the braking condition in order to estimate the speed, our speed estimation yield
the unexpected and inaccurate results. Furthermore, the front wheels operate differently from the
rear wheels during braking. In order to explore the characteristics of the front and rear wheels while
braking and tracking, we compare each Mean Squared Error (MSE) value of the pairs when the weights
with a certain value are given on individual pairs of the front wheels and the rear wheels, respectively.
According to these MSE values, each weight is determined for the front wheels and the rear wheels
during braking. The determined different weights by the defined classes and divided conditions are
used to estimate vehicle speeds.

Although this paper concentrates on attacks on wheel speed sensors to enhance the safety of the
automotive CPS, we aim to provide a diagnosis system and present direction of attack detection and
data recovery methods in all of the industry so that a controller can receive exact information from
sensors and control an actuator stably for safety and security.

The contributions of this paper by solving the two research issues above are as follows.

1. In order to detect and identify attacks that simultaneously happen on the majority of sensors, we
present how RNN learns and predicts data obtained from a real vehicle. Each state of the sensors
is defined as 15 classes and an architecture is designed by repeated experiments.
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2. We propose a speed estimation method based on modified WA using data of only normal sensors.
Each driving situation is analyzed to increase the performance of speed estimation. We divide
the situations into traction and braking and provide how to assign different weights depending
on the driving situations and classes in automotive CPS.

3. There are very few studies to address both attack detection and identification and vehicle speed
estimation at the same time. In this work, the process of attack detection is connected to that of
vehicle speed estimation to satisfy data recovery property.

The remainder of the paper is organized as follows. In Section 2, we provide the information about
sensor data and describe how sensor attack detection system is developed. Section 3 puts forward
how to estimate vehicle speeds by applying some algorithms. Our system is validated and the results
are analyzed in Section 4. Finally, we draw conclusions and discuss future works in Section 5.

2. Sensor Attack Detection

This section describes the process of fitting our RNN model so as to improve its accuracy when it
is used to detect and identify attacks of the wheel speed sensors. We firstly define states of sensors
as 15 classes and then design an architecture. Furthermore, data are introduced because training and
validation data are used at the learning step of RNN and training data are used to find the optimal
speed estimation. Finally, we tune hyper-parameters in the designed architecture.

2.1. States of Sensors and Attacks

The states of the wheel speed sensors are classified into 15 classes except for a situation where
attacks happen on all the sensors as presented in Table 1. Through the definition of states of sensors as
classes, our detection and identification system knows whether each sensor is attacked or not. Also,
this information is reflected in the process of the speed estimation later.

Table 1. Defined classes.

Class 0 1 2 3 4 5 6 7 8 9 10 11 12 13 14

FL 1 - X 5 - - - X X X - - - X X X -
FR 2 - - X - - X - - X X - X X - X
RL 3 - - - X - - X - X - X X - X X
RR 4 - - - - X - - X - X X - X X X

1 Front left wheel speed sensor; 2 Front right wheel speed sensor; 3 Rear left wheel speed sensor; 4 Rear right wheel
speed sensor; 5 Attack.

False data are generated with the obtained data to make data belong to each class. Because
the number of training datasets is the same as that of the classes, each dataset is used for each class.
Additive attacks are considered, and a constant value is added to a sensor value as follows:

xi = si + ai, (1)

where xi (i = 1, 2, 3, 4) is the value that a wheel speed sensor reads, si is the attack-free value including
noise in the sensor and ai is the highest error value between wheel speed data and vehicle speed data
among training data. 7.875, 8.625, 7.75, and 7.75 km/h are injected to a1, a2, a3, and a4 as the false data
of FL(Front Left wheel speed sensor), FR(Front Right wheel speed sensor), RL(Rear Left wheel speed
sensor), and RR(Rear Right wheel speed sensor), respectively. The attack duration is set to 0.73 seconds.
In [12], it spend 0.73 seconds to let up on the accelerator after subjects perceive a surprising event.
Attacks are injected until people cannot aware of the situation. The attack frequency is 20 times per a
dataset, which means that about half of the dataset is false data. Figure 1 shows a training dataset to
correspond Class 7 that indicates that FL and FR are attacked.
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Figure 2. Validation dataset: (a) Vehicle speed; (b) Front left wheel speed; (c) Front right wheel speed; 
(d) Rear left wheel speed; (e) Rear right wheel speed. 

In the case of validation data, we make attacks happen on four wheel speed sensors randomly 
at every moment and reduce the frequency of occurrence of attacks to 10 times since there exists only 

Figure 1. Class 7 training dataset: (a) Vehicle speed; (b) Front left wheel speed; (c) Front right wheel
speed; (d) Rear left wheel speed; (e) Rear right wheel speed.

In the case of validation data, we make attacks happen on four wheel speed sensors randomly at
every moment and reduce the frequency of occurrence of attacks to 10 times since there exist only 5
sets. Figure 2 presents attacks in a validation dataset. The attack injection of test data is explained in
Section 4.
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2.2. Recurrent Neural Network Architecture

RNN considers present information with historical information. RNN knows a current state of
a system by checking time series data. A RNN architecture which is well designed enables a RNN
classifier to differentiate attacked sensor data from normal sensor data correctly.

There are some parameters in architectures. We change one parameter while other parameters
are fixed. While the parameters are changing, we choose the parameter when the result is the best
experimentally. Firstly, the number of layers has to be selected to make an architecture. After the
number of layers is fixed, the architecture is selected by comparing with RNN, Long Short-Term
Memory (LSTM) and Gated Recurrent Unit (GRU) among DNNs [13,14]. Time step which DNNs
consider as historical data is set to 90 by reference to [15]. Validation accuracy is checked with the fixed
hyper-parameters. Table 2 shows the validation accuracy of each architecture depending on Neural
Network (NN) models and the number of recurrent layers. Return sequences is a parameter term to
decide whether that RNN layers maintain the number of a dimension same as time step in the output
sequence. The access of a hidden state in a memory block of an RNN architecture relies on return
sequences. Therefore, return sequences affects performances of RNN models, and it is important to
set return sequences in the design of the architecture. The validation accuracy is the accuracy when
a validation loss is the lowest among validation losses of epochs.

Table 2. Some designed architectures to select the best architecture. LSTM: Long Short-Term Memory;
GRU: Gated Recurrent Unit; RNN: Recurrent Neural Network.

Architecture Neural Network Model The Number of Recurrent Layers Return Sequences Validation Accuracy

Architecture 1 LSTM 1 True 65.13
Architecture 2 LSTM 2 True 84.26
Architecture 3 LSTM 3 True 58.18
Architecture 4 LSTM 1 False 99.22
Architecture 5 GRU 1 False 99.27
Architecture 6 RNN 1 False 99.32

In order to check the accuracies with fixed some parameters, return sequences first was set to
true, and the number of recurrent layers was only changed. When the number of layers was two,
the result was the best. The validation accuracy was more than 99% when the return sequences and
the number of layers were modified to false and one, respectively. Therefore, the number of layers
was not increased anymore. This is because the validation accuracy would not rise much from 99%
although the calculation cost grows due to the growth of the number of layers.

We set hyper-parameters with Architecture 6 that shows the highest validation accuracy and uses
RNN. In addition, the reason why to apply RNN is a simple situation where sensors are homogeneous,
that is, there is no need to employ LSTM and GRU to have high computational complexity. Figure 3
presents Architecture 6 (bold) of RNN as shown in Table 2 in detail. In this work, features are each
sensor data and input to RNN model like an image. Xi, vector data of FL, FR, RL, and RR, is input as
input data by 90 time steps. The input shape is (90, 4). The data passes the RNN layer which connects
the previous information to the present information and are calculated at the Batch Normalization
(BN) layer [16]. The number of neurons of the BN layer is equal to that of hidden neurons of RNN
layer. Also, the number of neurons of the Softmax layer is the same as that of classes (15 in this work),
and each neuron of Softmax layer calculates a probability of each class. Lastly, the architecture outputs
a class number to have the highest probability. At a learning step, Adam is used as an optimizer and
cross entropy is employed to calculate a loss [17].
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2.3. Data Acquisition

In a proving ground of Korea Intelligent Automotive parts Promotion Institute (KIAPI), we drove
Hyundai Motor’s Avante MD to acquire experimental data. The distance of the proving ground is
400 meters, and the vehicle was driven straight. A driver fully stamps down on the pedal of the
accelerator until the vehicle reaches 60 km/h, which is the speed limit in two-lane urban roads. If the
vehicle arrives beside a traffic cone, it is stopped by stepping on the brake pedal fully. Twenty-five
datasets are gathered through 25 trials. They are separated into 15, 5, and 5 sets for training, validation,
and testing, respectively. The training datasets are employed to be learned in RNN models and set
both weighted values and threshold values of vehicle speed estimation algorithms. The validation
datasets are exploited to validate a trained RNN model and tune hyper-parameters of the RNN model.
We obtain the four wheel speed, brake pressure, and vehicle velocity data from CAN messages at
100 Hz using OBD-II. Vehicle velocities are generally calculated based on the four wheel speed data.
Unfortunately, we only know final vehicle velocities calculated as Hyundai Motor does not release
its own calculation algorithm for the vehicle velocities. In addition, obtained wheel speed data are
expressed to the third decimal place, while vehicle velocity data are displayed as an integer only.
Therefore, there are some errors between the final vehicle velocity data and the wheel speed data
which are input to our algorithm as shown in Figure 4. We ignore these errors and compare how well
our system estimates the vehicle speed with other algorithms.
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2.4. Hyper-Parameters

If hyper-parameters are set well, the accuracy of the model could increase. ReLu to represent
nonlinearity and avoid vanishing gradient is chosen [18]. The number of hidden neurons is randomized
from 1 to 90 and optimization of a batch size of input data, dropout probability, and learning rate is
performed by a greedy search. Batch size {16, 32, 64, 128, 256} and learning rate {1e-5, 1e-4, 1e-3, 1e-2,
1e-1} are considered randomly. Dropout probability is adjusted from 0 to 1 by 0.1 interval [19]. Epoch
is fixed to 30. Hyper-parameters are selected as optimal hyper-parameters when validation loss is the
lowest after 100 searches. Table 3 shows the selected hyper-parameters.

Table 3. Hyper-parameters setting.

Epoch The Number of Hidden Neurons Batch Size Dropout Learning Rate

10th 50 64 0.5 1e-3

3. Vehicle Speed Estimation

This section introduces the process of vehicle speed estimation using only data of normal sensors
and excluding data of attacked sensors when attacks occur on sensors. Along with our proposed
algorithm, other algorithms for performance comparison are explained. Weight and threshold values
of the algorithms are set for the optimal speed estimation.

3.1. Fusion Algorithms

In this work, there are Recursive Filter (RF), Threshold Voting (TH), and WA in fundamental
fusion algorithms. These three algorithms are the most fundamental sensor fusion algorithms using
homogeneous sensors. As we employ four homogeneous wheel speed sensors, we check the results
when the three algorithms are applied to estimate the vehicle speed. RF calculates precisely the present
estimated values by reflecting the past estimated values. The equation of RF is as follows:

yt = α · yt−1 + (1− α) · xt, (2)

where yt is the estimated vehicle speed at time t and xt is the merged sensor values by average at time
t. α is a weight of RF, and the range of it is 0 ≤ α < 1.

TF includes a sensor value for average calculation unless the distance between the sensor values
is greater than a fixed threshold denoted as T. The formula of TF is as below:

dij =
∣∣si − sj

∣∣, ∀i, j : i 6= j,
I f dij ≤ T, then sensors shall be considered f or the f usion process

(3)

where si (i = 1, 2, 3, 4) is a value of ith wheel speed sensor (FL, FR, RL, RR) and dij is the difference
between si and sj.

WA calculates an average by assigning different weights to each sensor data. WA is expressed
as follows:

yt =
n

∑
i=1

wi·sit, (4)

where yt is the estimated vehicle speed at time t and sit is a value of ith sensor at time t. wi is a
weight of ith sensor and the sum of all values of wi is 1. n is the total number of sensors considered in
the calculation.

3.2. Weight and Threshold Selection

We find optimal weights and threshold values for the fusion algorithms, based on Mean Squared
Error (MSE). We explain a method to determine the weight and threshold values used for each



Appl. Sci. 2019, 9, 82 9 of 21

algorithm and focus on how to assign weights of WA depending on each class and driving condition
(i.e., traction and braking). WA among fusion algorithms is modified for vehicle speed estimation
because it is an algorithm which has an ability to adjust separately each weight of sensors depending on
situations. Raw training datasets before injecting false data are exploited to set weights and thresholds.

A weight of RF is adjusted. When α is 0.2, MSE is the lowest at 1.671 as presented in Table 4.
The bold number means that we select the parameter and MSE value. Only normal data are used at
this step, and data of attacked sensors are not included in the average calculation at a prediction step.

Table 4. Weight selection of Recursive Filter.

α 0 0.1 0.2 0.3 0.4 0.5 0.6 0.7

MSE 1.6738 1.6719 1.6710 1.6715 1.6742 1.681 1.6966 1.7342

α 0.8 0.9 0.25 0.22 0.19 0.21

MSE 1.8457 2.4408 1.6711 1.6710 1.6711 1.6710

In TV, the highest value among differences between data of two sensors is selected as a threshold
in TV. Since the data pattern of traction differs from that of braking, thresholds of traction and braking
are separately set. Table 5 presents the selected threshold values. In order to estimate the vehicle speed,
in the case of attack occurrence, data of attacked sensors are excluded from the calculation, and only
data of normal sensors are merged like RF.

Table 5. Threshold selection of Threshold Voting.

Threshold Traction Braking

max(d12) (FL-FR) 0.625 12.125
max(d13) (FL-RL) 1.125 9.5
max(d14) (FL-RR) 1 10.625
max(d23) (FR-RL) 1.125 12.25
max(d24) (FR-RR) 1.25 11.875
max(d34) (RL-RR) 0.75 7.25

We propose the two strategies to assign weights to WA. First, considering the driving condition,
we reduce four individual weights used for FL, FR, RL, and RR to two weights for the front and rear
wheels, and then find optimal values. In our experiment, the driving situation can be also divided into
traction and braking since our scenario is to brake after going straight. Hence, the two front wheels
move at the same speed and the pair of rear wheels also move concurrently with the same speed while
the speeds of the front and rear wheels are different for each braking and traction. The same weight is
assigned to the front wheels such as FR and FL, and a weight of RL is also equal to that of RR.

Second, considering the defined classes, the different weight is assigned to each sensor since each
class has a different state. In the case of Class 0 (all the wheel speed sensors is in normal), weights
are changed depending on traction and braking situation as shown in Table 6. The bold numbers are
selected numbers as optimal weights and MSE. The meaning of bold number in Table 7 and 8 is also
equal to that of the bold numbers in Table 6. If a current situation is a traction, weights of only rear
sensors are increased. Otherwise, weights of only front sensors are increased. For example, if data of
the wheel speed sensors is input, and a RNN classifier classifies a current state as Class 0, our system
determines whether the operation of the system is in a braking situation or traction situation based
on brake pedal data. If a driving condition is braking, each data of FL and FR is multiplied by 0.44
and each data of RL and RR is multiplied by 0.06 in the modified WA. Table 7 shows weights in case
of Class 1 and 2 (only one of the front wheel speed sensors is attacked). Weights of both FL and FR
are 0 and those of both RL and RR are 0.5 during traction when a state of the sensors is classified into
Class 0 or 1. When a front wheel speed sensor is attacked during braking, a weight of FR or FL is 0.9,
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which is the high value, and weights of both RL and RR are 0.05. As presented in Table 8, the different
weights are selected in case of Class 3 and 4 (only one of the rear wheel speed sensors is attacked).
The vehicle speed is calculated by weighting only rear wheel speed sensors during traction where both
front wheel speed sensors are in normal.

Table 6. Weight selection of Weighted Average in Class 0 state.

Class 0
Traction Braking Traction Braking

Front Rear Front Rear Front Rear Front Rear

Weight 0 0.5 0.45 0.05 0 0.5 0.47 0.03
MSE 1.5612 1.5619

Weight 0 0.5 0.5 0 0 0.5 0.43 0.07
MSE 1.5638 1.5611

Weight 0 0.5 0.4 0.1 0 0.5 0.42 0.08
MSE 1.5619 1.5612

Weight 0 0.5 0.44 0.06 0.05 0.45 0.44 0.06
MSE 1.5611 1.5765

Weight 0.02 0.48 0.44 0.06 0.01 0.49 0.44 0.06
MSE 1.5671 1.5641

Table 7. Weight selection of Weighted Average in Class 1 and 2 states.

Class 1&2
Traction Braking Traction Braking

Front Rear Front Rear Front Rear Front Rear

Weight 0 0.5 0.9 0.05 0.1 0.45 0.9 0.05
MSE 1.5612 1.5766

Weight 0.2 0.4 0.9 0.05 0 0.5 1 0
MSE 1.593 1.5638

Weight 0 0.5 0.8 0.1
MSE 1.5619

Table 8. Weight selection of Weighted Average in Class 3 and 4 states.

Class 3&4
Traction Braking Traction Braking

Front Rear Front Rear Front Rear Front Rear

Weight 0 1 0.45 0.1 0 1 0.5 0
MSE 1.5612 1.5638

Weight 0 1 0.4 0.2 0.1 0.8 0.45 0.1
MSE 1.5619 1.593

Weight 0.05 0.9 0.45 0.1
MSE 1.5766

By using weights of total classes as presented in Table 9, WA estimates the vehicle speed with
the different weights depending on the traction and braking condition. Class 6, 7, 8, and 9 indicate
that one of the front sensors and one of the rear sensors are attacked. The ratio of front weights to rear
weights in Class 6, 7, 8, and 9 are equal to those of front weights to rear weights in Class 3 and 4 and
Class 1 and 2. In other words, since one of the front sensors and one of the rear sensors are in normal,
weights in Class 6, 7, 8, and 9 are as twice as weights in a state where all of the sensors are in normal.
Because Class 5 and 10 mean that all front sensors or all rear sensors are in normal, 0.5 is assigned as
the weight of each normal sensor. Class 11, 12, 13, and 14 indicate that only one of the four sensors is
in normal. In this case, data of one sensor under normal operation become a vehicle speed.
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Table 9. Selected weights of Weighted Average in total classes.

Class 0 1, 2 3, 4 5 6, 7,
8, 9 10 11, 12 13, 14

Wt f
1 0 0 0 - 0 0.5 - 1

Wtr
2 0.5 0.5 1 0.5 1 - 1 -

Wb f
3 0.44 0.9 0.45 - 0.9 0.5 - -

Wbr
4 0.06 0.05 0.1 0.5 0.1 - 1 1

1 A weight of front wheels in traction conditions; 2 A weight of rear wheels in traction conditions; 3 A weight of
front wheels in braking conditions; 4 A weight of rear wheels in braking conditions.

4. Experimental Results

For the evaluation of the performance of sensor attack detection and vehicle speed estimation,
the test datasets are used to test and analyze results in this section. The test datasets are different from
the experimental datasets before. Test accuracies are calculated for performance evaluation of RNN
classifier for attack detection. In case of speed estimation, we discuss MSE results of RF, TV, and WA.

4.1. Classification Accuracy

In order to generate a test environment, we design the parameters such as attack duration, timing
which attacks occur in test datasets. All of the five test datasets followed the Poisson distribution and
the Poisson mean λ is set to 0.1 (the average number of events per one second). The Poisson distribution
is a probability distribution that indicates the occurrence frequency of events. The occurrence frequency
of attacks is depend on the mind of the attacker. Thus, Poisson distribution is suitable for expressing
occurrence of attacks randomly and was used for attack data generation. Attack duration is fixed to
0.73 and a type of attack is limited to additive attack as well as random and drift attacks.

The accuracy is a measure to show how well states of the wheel speed sensors are classified before
calculating the vehicle speed. We check the accuracy by inputting the test data as input data of the
RNN classifier. It is necessary to ensure high classification accuracy in that only the data of the normal
sensors are used for vehicle speed estimation. The accuracy is 99.4978% when the test datasets are
classified by the trained RNN classifier.

There are some misclassified data, and we analyze them in order to identify the cause. Figure 5
shows the misclassified data in one of five test datasets. Figure 5a presents the profile of the data
input to the RNN classifier after attack injection. Figure 5b illustrates the reference speed obtained
from CAN to check that the attack is classified well and the estimated speed after attack detection
and speed estimation. The enlargements of each green box of Figure 5a,b are displayed in Figure 5c,d.
As shown in Figure 5c,d, data that the green circles indicate are misclassified as false data in spite of
data of a normal sensor. The wheel speed value is momentarily higher than the vehicle speed because
the four wheels are tightened by disc pads and locked, and then the wheel speeds are compensated
by Proportional–Integral–Derivative (PID) control after ABS operation [20]. At that moment, the
confusion arises in the classification process.
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On the contrary, although an attack happens on a sensor, there is a result that the RNN classifier
predicted as a normal state. Another test dataset is presented in Figure 6. Figure 6a,b show total
profiles of the dataset. Data to inject false data into and input to the RNN classifier for attack detection
are illustrated in Figure 6a. The reference speed and the estimated speed which WA calculates after
attack detection are displayed in Figure 6b. In Figure 6c,d, the green boxes of Figure 6a,b are enlarged,
respectively. The green circle indicates that the RNN classifier misclassified the class of the data as
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a normal operation though an attack occurred on a sensor as shown in Figure 6c,d. This is because the
magnitude of the data is smaller than that of other false data.
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The data of normal sensors and attacked sensors on which additional attacks happen are learned
at the learning step. Note that other types of sensor attacks are considered to know what the results
show when unlearned data of sensor attacks are input. Random attacks and drift attacks are generated
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with the same test data used for additional attacks. A random value is added to a sensor value for
generating a random attack. The equation of random attacks is written as below:

xi = si + ri, i = {1, 2, 3, 4}, (5)

where xi and si is equal to the notations of an additive attack. ri is a random value to follow uniform
distribution from 0 to ai defined in the additive attack.

Drift attacks linearly increase a value added to a sensor value. The drift attacks are calculated
as follows:

xi =


0, t < t f

ai

(
t− t f

)
/TR, t f ≤ t < t f + TR

ai, t ≥ t f + TR

, i = {1, 2, 3, 4}, (6)

where xi, si and ai are same as the notations of an additive attack. t f is the time when a drift attack is
introduced, TR is the duration of the ramp (0.73 second).

We made 15 test datasets that three types of attacks are injected into with the same test datasets.
As presented in Figure 7a,c,e, the range and time of the attack occurrence of three types are identical
in the three datasets. Table 10 displays test accuracies about each attack. As mentioned before, the
accuracy about the total test data of additional attacks is 99.4978%. Test accuracies about those of
random attacks and drift attacks are 86.1985% and 86.5594%, respectively. The results show about
23% lower probability than the test accuracy of additional attacks. Figure 7b,d,f shows how correctly
WA estimates the vehicle speed by classifying each attacked and normal sensors in the test datasets.
While WA estimates the relatively the correct vehicle speed after attack detection with the data of
Figure 7a as presented in Figure 7b, the false data to have small magnitude are not processed after
attack detection and speed estimation with each data of Figure 7c,e as shown in Figure 7d,f. The RNN
classifier detects and identifies only false data to have large magnitude like additional attacks as it
learned data of additional attacks. It is needed to process the pattern of unlearned data to increase the
accuracies about random attacks and drift attacks over 90% as future work.
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4.2. Mean Squared Error

MSE can be generally used to investigate how accurately fusion algorithms calculate vehicle
speeds. When the experiment is performed with test datasets of additional attack, MSEs of RF, TV, and
WA are 1.904, 1.9089, and 1.7786, respectively (see Table 11). WA shows the lowest MSE among the
algorithms. Since there are differences between the raw wheel speed data and the vehicle speed data
as mentioned in Section 2, there also exist differences between the speed data estimated based on the
wheel speed data and vehicle speed data.

Table 11. Mean squared error (MSE).

Algorithms Recursive Filter Threshold Voting Weighted Average

MSE 1.904 1.9089 1.7786

The reference vehicle speed and the vehicle speed estimated by the fusion algorithms during
acceleration are illustrated in Figure 8a. The reference vehicle speed is plotted as stairs since Hyundai
Motor provides the vehicle speed as only integer number via CAN. Figure 8b displays the enlarged
part of the purple box in Figure 8a. Before 3.3 seconds there is no difference between performances
of the algorithms, but after 3.3 seconds WA estimates the vehicle speed more closely. The vehicle
speed and the wheel speed input to our system to explain the cause in the same range of Figure 8b
are presented in Figure 8c. Attacks occur on RR and RL before 3.3 seconds while attacks happen on
only RL after 3.3 seconds. As all of the three algorithms calculate average except data of sensors on
which attacks occur, they are the same before 3.3 seconds. In case of WA after 3.3 seconds, the average
is calculated by assigning high weights of rear sensors. Therefore, WA speed is calculated close to
RR data.

Figure 9a shows the reference speed and the speed estimated by the fusion algorithms while the
vehicle speed is kept close to constant speed. Figure 9b illustrates the enlarged part of the purple box
in Figure 9a. It is difficult to find differences between performances of the algorithms as the vehicle
maintains the vehicle speed. We can see that the reference speed goes back and forth between 58 and
59 km/h and is represented as the only integer. Hence, the integer 1 km/h seems to change if 0.01
km/h, which is a specific decimal, changes.

The reference speed and the speed estimated by the fusion algorithms during braking are
displayed in Figure 10a. Figure 10b presents an enlarged part of the purple box in Figure 10a. The
speed estimated by RF and TV is similar, but WA shows a closer estimation of vehicle speed. Wheel
speed data for result analysis are shown in Figure 10c. All wheel speed sensors are in normal operation,
and the data of FR and FL are actually close to the vehicle speed data. MSE of WA is lower than those
of RF and TV because WA estimates vehicle speed by much weighting the front sensors during braking.
Thus, WA, which assigns different weights depending on a situation, is safer than other algorithms
in terms of handling data integrity. WA was applied with data of a sedan car in this paper. Further
research is needed to make a system applicable to vehicles to have different data patterns.



Appl. Sci. 2019, 9, 82 17 of 21

Appl. Sci. 2019, 9, x FOR PEER REVIEW  18 of 22 

 

 
(a) 

 
(b) 

 
(c) 

Figure 8. Comparison of fusion algorithms during acceleration: (a) Acceleration; (b) Vehicle speed 
and estimated speed; (c) Vehicle speed and wheel speed to inject false data into. 

Figure 8. Comparison of fusion algorithms during acceleration: (a) Acceleration; (b) Vehicle speed and
estimated speed; (c) Vehicle speed and wheel speed to inject false data into.



Appl. Sci. 2019, 9, 82 18 of 21

Appl. Sci. 2019, 9, x FOR PEER REVIEW  19 of 22 

 

 
(a) 

 
(b) 

Figure 9. Comparison of fusion algorithms during constant speed: (a) Constant speed; (b) Vehicle 
speed and estimated speed. 

 

Figure 9. Comparison of fusion algorithms during constant speed: (a) Constant speed; (b) Vehicle
speed and estimated speed.



Appl. Sci. 2019, 9, 82 19 of 21

Appl. Sci. 2019, 9, x FOR PEER REVIEW  20 of 22 

 

 
(a) 

 
(b) 

 
(c)  

Figure 10. Comparison of fusion algorithms during braking: (a) Braking; (b) Vehicle speed and 
estimated speed; (c) Vehicle speed and wheel speed to inject false data into. 

5. Conclusions 

This paper described the sensor attack detection and vehicle speed estimation method. The 
sensor attack detection method to use RNN was suggested and it focuses on the wheel speed sensors. 
The vehicle speed estimation method without an additional sensor is studied for data integrity of the 
wheel speed sensors. We firstly defined classes and divided a driving situation into traction and 
braking. WA to calculate different weighted values of wheels relying on the classes and situations 
was applied in the vehicle speed estimation. Attack detection and identification were performed with 
a high probability, and MSE of the proposed system was lower than those of other algorithms. Attack 
detection and identification is a necessary process since vehicle speed is calculated with only normal 
data. The high classification accuracy is required to correctly estimate the vehicle speed. Moreover, 
the modified WA to show the lowest MSE has relatively high integrity. In other words, exact speed 

Figure 10. Comparison of fusion algorithms during braking: (a) Braking; (b) Vehicle speed and
estimated speed; (c) Vehicle speed and wheel speed to inject false data into.

5. Conclusions

This paper described the sensor attack detection and vehicle speed estimation method. The sensor
attack detection method to use RNN was suggested and it focuses on the wheel speed sensors.
The vehicle speed estimation method without an additional sensor is studied for data integrity of
the wheel speed sensors. We firstly defined classes and divided a driving situation into traction and
braking. WA to calculate different weighted values of wheels relying on the classes and situations was
applied in the vehicle speed estimation. Attack detection and identification were performed with a
high probability, and MSE of the proposed system was lower than those of other algorithms. Attack
detection and identification is a necessary process since vehicle speed is calculated with only normal
data. The high classification accuracy is required to correctly estimate the vehicle speed. Moreover,
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the modified WA to show the lowest MSE has relatively high integrity. In other words, exact speed
information means high integrity. It turned out that the system used the modified WA is safe because
high integrity is related to the life of drivers and pedestrians.

Our system is applicable to a diagnosis system in CPS. If the diagnosis system is applied when an
attack occurs on the wheel speed sensors in automotive CPS, the estimated vehicle speed information
instead of vehicle speed calculated with the false wheel speed data will be transmitted to a controller.
The controller may control the vehicle based on the information, and the system would contribute to
the safety of drivers and pedestrians. In addition to wheel speed sensors of the vehicle, it is possible to
apply our system to other sensors of the vehicle or sensors of other platforms. In the future, an online
learning method is needed in case untrained data is input as new data. In addition, it is necessary to
expand the system after experimenting with various environments including left and right turn and
other road surfaces. We have a plan to investigate reinforcement learning and WA with not constant
but adaptive weighted values to apply the proposed system to vehicles with different data patterns
and overcome the above limitations.
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