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Abstract: Reliability and security when distributing safety messages among vehicles in an extremely
mobile environment are prominent issues in Vehicular Ad-Hoc Networks (VANETs). In VANET, data
transfer becomes challenging because of inherent features such as excessive speed, geographically
constrained topologies, unsteady communication links, diversity in the capacity of the channel, etc.
A major challenge in the multi-hop framework is maintaining and building a path under such a rigid
environment. With VANET, potency in the traffic safety applications has performed well because of
the proper design of medium access control (MAC) protocols. In this article, a protocol is proposed
pertaining to the distribution of safety messages named mobility-aware multi-hop clustering-based
MAC (MAMC-MAC) to accomplish minimum communication overhead, high reliability, and delivery
of safety messages in real-time environments. MAMC-MAC has the ability to establish clustering-
based multi-hop sequence using the time-division multiple access (TDMA) technique. The protocol
was specially developed for highway outlines to achieve network enhancement and efficient channel
usage and guarantees integrity among the vehicles. The performance of the proposed protocol is
evaluated using Network Simulator (NS-2), and it demonstrates its superiority over various standard
protocols in terms of a number of quality-of-service (QoS)-based parameters. The criteria to select
and assess these parameters are their sensitivity and importance to the safety-based applications
they provide.

Keywords: clustering; contention; multi-hop; TDMA; safety; VANET

1. Introduction

Vehicle-to-infrastructure (V2I) and vehicle-to-vehicle (V2V) communication in a Vehic-
ular Ad-Hoc Network (VANET) supports traffic-monitoring, safety, and unsafety applica-
tions. When information is transferred through safety applications, it needs high reliability
and low delay. Safety application performances are affected when delivering messages,
even with negligible delay. Moreover, there is a specific scheduled time period for safety
messages to reach the target station. The efficiency of operative safety applications is
based on its potential in distributing information immediately by including fairness, high
reliability, and flexible network resources usage [1].

Time division multiple access (TDMA)-based clustering scenario gained better recog-
nition for VANET compared with IEEE 802.11 contention-based protocol for improving
traffic safety applications due to a large number of increased nodes [2]. From the available
traditional protocols (IEEE 802.11), IEEE 802.11p is standardized and wireless access in
vehicular environments (WAVE) is used to support low-area communication but is unable
to reliably support broadcast services. Broad storms and unrestricted latency cause agony
in arbitrary channel access [3]. Accordingly, it experiences large packet loss, access delays,
and collisions. All of these issues are randomly correlating with medium access control
(MAC)-based contention protocols. Designing Quality-of-Service (QoS)-aware protocols
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is another challenging responsibility in the performance of VANET. This protocol would
aim to shorten the delay by assuring the QoS in consideration with the throughput, packet
delivery ratio (PDR), and predictable message distribution. In addition, it efficiently uses
the network bandwidth [4].

Mostly, VANET routing algorithms use both opportunistic carry-and-forward-based
routing techniques and all geography-based routing to master their challenging character-
istics. These techniques have authority on either global or local grips over vehicle’s state
for implementing a multi-hop (hopsector) forwarding scenario to reduce communication
overhead while complying with latency constraints from the applications [5,6]. With TDMA
scheme, many QoS parameters can be improved without any primary domination in order
to contribute moderate and predictable data diffusion in V2V communication [7]. Similarly,
using a clustering protocol, vehicular schemes can be arranged in a scalable manner. To pro-
vide minimum comparable mobility, clustering protocols are used in vehicles to diminish
the amount of routing information by splitting the vehicles into groups [8]. In VANET,
the clustering method is the best scheme to form fixed clusters with negligible overheads.
Perceiving the above issue in VANET, hops (nodes) are partitioned into distinct clusters
depending upon their lanes, position, and speed. Moreover, by allocating time periods to
distinct nodes, information security is incremented.

The main objective of this work is to develop a scheme that is capable of scaling over a
number of hops to convey information in a real-time layout. This requires low latency and
high probability of successful delivery (PSD), mainly in the environment where there are
less infrastructural facilities for communication. To address these issues while distributing
a safety message in multi-hop scenario over highway conditions, we proposed a protocol
named distribution of safety message using the MAMC-MAC protocol in VANET. The main
characteristics of our proposed work are as follows:

1. To increase the reliability in VANET and delivery safety messages in highway envi-
ronments for multi-hop scenario, we propose an MAMC-MAC scheme.

2. To maximize the message delivery domain in a real-time scenario, we apply hopsector
message directing schema, until four hops;

3. To maximize the throughput and packet delivery ratio of the safety messages, we
adopt mobility-dependent clustering of hops;

4. To ensure fairness and reliability in applications, the TDMA scheme is adopted and
the available dedicated short-range communication (DSRC) band is divided into
frames to achieve maximized channel usage by considering uniformly disseminated
vehicular density.

When compared with other schemes, our proposed scheme guarantees channel access
to all hops for transmitting safety messages. Another important characteristic of the
proposed work is that no cluster head is needed for slot allocation to the hops. We can
minimize supplementary overheads and grip in achieving high integrity.

The remaining part of the article is presented as follows. Section 2 describes the related
work. In Section 3, the problem explanation is presented. Section 4 determines the proposed
system model protocol. Section 5 shows the evaluation and proposed work comparison.
Finally, Section 6 concludes the work and defines forthcoming analysis directions.

2. Related Work

The key point of cluster-based routing schema is to efficiently categorize the total
mobile nodes into sets known as clusters [9]. In [10], a multipath routing algorithm for
video transmission was proposed, and the number of challenges experienced in VANET
with respect to QoS is minimized. The authors in [11] designed a cluster dependent aggre-
gation–diffusion beaconing process, which is used to maximize connectivity for providing
hops within its confined closeness compass of particular locality. In this process, dur-
ing the aggregation phase, it allows for re-utilization of steady inter-cluster bandwidth.
The topology is constructed to diminish the inter-cluster conflicts by generating clusters,
which are isolated by the utmost available inter-cluster rift. Therefore, enhancement process
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determines that it has reduced efficiency for inter-cluster dissemination. However, in the
intra-cluster dissemination, the possibility of triumphant message acceptance is reduced
when the node density is maximized. The above scheme evidently shows that it could not
resist under high node density.

There are many existing protocols in VANET to reduce interference using TDMA.
For intra-cluster communications in VANET, the authors in [12] developed a mechanism
for TDMA slot reservation depending on clustering of vehicles, named time division
multiple access cluster-based medium access control (TC-MAC). TDMA slot allocation
with rationalized cluster dominating technique is merged with time division multiple
access cluster-based medium access control. In this protocol, time periods are allocated to
nodes to transfer information without any collision. The task allows vehicles to transmit
non-safety messages without affecting the accuracy of receiving and sending, even when
there is high traffic density. The authors in [13] proposed an algorithm to increase cluster
stability named as dissemination mobility-based clustering algorithm, where stability
depends on the time schedule of the cluster heads and on the cluster members (CMs). The
above protocols are used in V2V communication for electing cluster heads and for the
formation of clusters.

The authors in [14] proposed a motion-prediction time division multiple access-based
medium access control scheme that uses a pre-established multi-hop perception scale
for distributing MAC slots to share knowledge with adjacent nodes. Nodes select the
unused time period depending on the knowledge offered by the surrounding hops to
diminish the interferences. The hopsector policy was selected to eliminate the hidden
terminal problem (HTP) [15]. Optimal performance can be achieved with two hops, which
is displayed in the result. The authors in [16–19] talked in detail about various routing
schemes and blockchain framework for securing connected and autonomous vehicles,
and critical healthcare services with a broad perspective of the internet of things, using
trust-based evaluation system in VANET.

The authors in [20] proposed a multi-hop clustering scheme for VANET. To establish
multi-hop clusters, a state-of-the-art mobility mechanism was presented to serve correlative
mobility among nodes in multi-hop radius. This scenario presents that hopsector clusters
also elongate the communicating area of clusters and attain betterment when differentiated
with sole node clusters. The authors in [21] developed a clustering-based medium access
control protocol for reducing conflicts in VANET. This scenario employs dynamic multi-
hop clustering to improve network enforcement and provides security applications in
highway conditions. The authors in [22] developed a schema for a fifth-generation cellular
system to provide wide coverage. The authors in [23] developed an architecture to support
data sharing in edge computing. In addition to these, some other works [24,25] inquired
about the performance of safety-associated application depending on criteria such as
forwarding node ratio, utilization rate of the slot, transmission overhead, end-to-end delay,
and throughput.

3. Problem Explanation
3.1. Assumptions and System Model

We consider multi-hop transmissions in a purely ad-hoc mode scenario, in which a
single channel is used to communicate the clustered mobile hops (i.e., nodes). A unique ID
is given to each node within a cluster, depending on its MAC address. Each node delivers
its packets depending on the routing protocols by operating in the ad-hoc mode. Figure 1
depicts a simple scenario of V2V communication in multi-hop environment. The authors
in [26] addressed that, in smart driving applications, a carrier sense multiple access with
collision avoidance (CSMA/CA)-dependent medium access control protocol is unable to
control the increased message density. Therefore, a likely solution to solve this issue is a
TDMA-based MAC.



Future Internet 2021, 13, 169 4 of 17

Figure 1. Vehicle–vehicle communication in multi-hop scheme.

In the proposed scenario, we assume a four-lane vehicular environment to provide
location-based information to each node by considering an IEEE 802.11p standard radio
device with global positioning system (GPS) installation. Every node contributes its infor-
mation to their one-hop neighbors about its current position, direction, lane, and speed.
By this, we enforce that each safety message produced by a hop inside a cluster should be
delivered triumphant to every surrounding clusters in the direction of message travel until
the fourth hop (hc).

3.2. Objectives

The aim of the MAMC-MAC protocol is to realize steady diffusion and to transmit
event-driven higher-order safety messages by using the available DSRC band. Furthermore,
the goal is to reduce the standard delivery latency in the network for decrementing conflicts
in a large flow of automobiles, which guarantees the real-time transfer of unstable messages.
For realizing our aim, we introduced a scheme based on TDMA for rapid hopsector medium
access and a clustering method that accomplishes topology management and alleviates
conflicts by always connecting the network. Data dissemination of the present safety
message is forwarded over IEEE 802.11 MAC-dependent channels in the assigned period
of time.

4. Execution of MAMC-MAC Protocol

The proposed MAMC-MAC is divided into three stages. During the primary stage,
cluster formation occurs; here, all of the nodes are grouped as distinct clusters on the basis
of their speed. During the second stage, TDMA time slot allocation occurs. The main
motivation behind TDMA schema employment is to guarantee successful transfer of
safety messages. In VANET, the safety applications always aim to achieve less delay,
successful transmission, and time slots allocated to every node by transferring safety
messages without interrupting other nodes, which are challenging. TDMA stands out best
in assigning different time periods to each cluster inside the network. During the third stage,
progressive hopsector safety message distribution takes place. Progressive hopsector is
defined as an aggressive message routing schema in which messages progress ahead to hops
that are arranged superior to handover them to upcoming hops. In the vehicular scenario,
the purpose of multi-hop routing is to elevate the broadcasted messages transmission range.
However, for the effective multi-hop progressing, heavy traffic scenarios are considered
since there are better positioned nodes enclosed by the communication range [27]. In the
next subsections, the proposed algorithm phases are explained. The layout of the MAMC-
MAC protocol is shown in Algorithm 1.
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Algorithm 1: MAMC-MAC layout.

1 Signaling of HELLO message
2 Splitting of bandwidth into frames
3 Formation of mobility-based cluster
4 Depending on preferences, frame allotment to the clusters is done by following

the decreasing mobility order.
5 At node i, a safety message is generated.
6 Message is transferred to (i+hc) node distance clusters. (firstly, hc value is

considered as one)
7 Examine hc
8 Message is transmitted
9 Augment hc

10 if hc less than or equal to 4 (hc ≤4), direct the message to(i+hc) node distance clusters
11 then
12 Go back to 7th step and continue the loop until it reaches to hc=4
13 else
14 Message gets rejected

4.1. Clustering Mechanism

Our proposed scenario makes use of the clustering topology for safety message
distribution. Clustering of nodes is performed depending on its mobility. A cluster is
formed by combining nodes with the same average speed. The multi-hop topology and
single-hop topology are used for linking various clusters and the nodes within a cluster.
The clustering algorithm requires only the distribution of status messages of the node’s,
since it is a mobility-based algorithm. Therefore, for the first time, whenever these nodes
are employed on the roadside, they begin to convey their status information without an
elected cluster heads (CHs). Once all of the nodes in the network receive these messages
by range, they start forming a cluster, admiring each other’s mobility patterns. Maximum
average speed clusters is given preference for safety message distribution, which can be
accomplished by the TDMA mechanism. The mechanism for this is shown in Algorithm 2.

Algorithm 2: Signaling process of the HELLO message.

1 P transfers HELLO beacons to every THELLO
2 Every recipient verifies its similarity with P
3 if true then
4 Z computes the coordinates of P

5 P add and update its adjacent entry list

All of the nodes within the system broadcasts HELLO messages to maintain position-
ing information. The HELLO message contains information about mobility range, position,
and node ID. The HELLO message transmission period is denoted by THELLO. In case
a HELLO message is received by some node Z, it verifies its likeness with another node
P. A node accepts the surrounding nodes travelling in a similar direction by restricting
the transfer of the traffic in the opposite direction. A neighboring cluster’s positional
information is recorded by broadcasting the HELLO messages. These data are given as the
input to the clustering algorithm.

Cluster-dependent routing protocol has four phases: selecting the cluster head, data
aggregation, formation of cluster, and transmission of data. Figure 2 shows mobility-
dependent clustered hops. This scheme produces comparatively steady clustering frame-
work by invalidating the cluster head election overhead. Short duration cluster is given
superior access to the channel. Later, channel access is given to a long duration cluster. Any-
how, by including the variation of speed, the partitioning of the network is performed with
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a minimum number of clusters in such a way that the node’s distribution with the highest
possibility is conducted depending on its mobility structure. Our developed scheme uses-
the TDMA schema for allocating time periods to clusters for intra-cluster communication.
This is performed by determining the hop for transmitting the message, depending on
the slots’ availability in the cluster. Cluster formation is performed with similar direction
nodes. Accordingly, in our work, we considered all of the surrounding hops that travels in
the similar direction. Though the variation in speed level is high due to this, surrounding
hops cannot be included in the cluster.

Figure 2. Mobility-dependent clustering scheme.

Our developed protocol achieves minimum interference and incremented bandwidth
usage when the nodes are consistently dispersed on the roads. However, the slot re-
quirement will vary when vehicular density is nonuniform, thus leading to interference,
inefficient bandwidth utilization, and broadcast storming. Due to this reason, we consid-
ered the constant vehicular density and the hops travelling with constant speed during the
simulation time. The assumed realistic slot of 2.5 min coins justify our work. The formation
of such expectations aims to overcome the overhead carried by CH election process.

4.2. Allocation of TDMA Time Period

The reason behind using the TDMA schema is to allocate time frames in one-hop inter-
distance radius to every cluster by supporting contention less channel access. Anyhow,
until the arrival of transmission time, the cluster members have to wait when there are
a large number of nodes at the destination receiving messages. We remove this latency
by preferring time allocation to clusters in decreasing order depending on its mobility.
The procedure for frame allotment must satisfy the condition that it is allowed to process
the packet to only one neighboring hop, in the reverse direction of the node movement.

As discussed in the IEEE 1609.4 WAVE standard, the developed schema rules out the
implementation of channel switching during the synchronization interval. Irrespective
of service channel interval (SCHI) and control channel interval (CCHI), the message is
forwarded to all other channels. Here, the complete DSRC bandwidth (75 MHz) is divided
into slots. Every cluster is assigned a frame for enabling multi-hop broadcast with minimal
delay. Each frame is further categorized into slots. Frame assignment is performed based
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on cluster mobility, in which priority is given to the highest mobility cluster. The accessing
time to the channel is less for clusters with maximum speed. Figure 3 describes the frame
assignment procedure based on clustering.

Figure 3. Allocation of the TDMA time period depending on clustering.

In the MAMC-MAC protocol, for transmission, at the start of each TDMA time slot,
the hop arbitrarily chooses a transmit time period in which each slot has the equal proba-
bility to be chosen by a node. To make it comparable to WAVE’s control channel (CCH),
every TDMA frame has 20 slots, with a time duration of 1 ms for immediate broadcast
of the safety messages. The hops distribute the messages. Therefore, a slot becomes va-
cant within the assigned frame to allow the upcoming messages from neighboring hops.
From this, the frame distribution is performed among the nodes within the network, since
all nodes are familiar with the information on the unallocated slots. The clustering algo-
rithm describes the number of frames per cluster that is fed as a MAC layer input. The slot
assignment is performed in a manner that; when a hop collects a message moving in a
specific direction, it processes it right away to its next hop in the similar direction [21].
For inter- and intra-cluster communication, the proposed MAMC-MAC designed a scheme
by dividing the time periods of TDMA frame according to our requirements.

From Figure 4, we can observe that a TDMA frame is divided into ‘q’ time periods
beginning with the 0th slot and ending at the ‘q − 1th’ slot. Synchronization of the first
TDMA frame is performed by the 0th slot. Later, it transfers the slot-assignment state (SAS)
enclosed in the specified cluster such that each hop is provided with dedicated time slot
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for data transmission. In the Figure 4, the 1st slot to q − 1th slots are used for transmission
of data.

Figure 4. TDMA frame format.

4.3. Multi-Hop Message Routing

The major challenge in multi-hop message delivery is choosing the best next node
path to route the data. The next node is selected based on the hops present in the direction
of the destination hop. This maximizes the possibility of detecting the shortest path [28].
We consider P hops in the network, say the location of a random cluster a1 is Pa1. It is clear
from the below equation (Equation (1)) that, during any time slot ‘t’, if any two clusters are
enclosed in RF range of each other, they satisfy the following equation:

P =

An1(t)
(Pa1(t)−Pa2(t))

2

∑ Pa1(t)
(Pa1(t)−Pa2(t))

2

> SINR (1)

where An1(t) gives the node n1 transmission power, Pa1(t)− Pa2(t) gives the inter clus-
ter distance of two clusters, SINR gives the signal-to-interference-and noise ratio, while
∑ Aa1(t) gives the cluster a1 summarized transmission power. Equation (2) states that the
two clusters (a1 and a2) are coupled at some random time ‘t’ if transmission range Tr is
greater than the distance between them.

(Pa1(t)− Pa2(t)) < Tr (2)

In multi-hop scenario, the message broadcasting is performed very fast amid the
nodes connected with a message routing schema. Here, a hop within a cluster transfers
data packets to its surrounding clusters and every cluster after successful reception of
the packet forwards it to the next neighboring cluster. To ensure transmission efficiency
of messages, it is necessary to have an effective routing method, as shown in [29]. The
multi-hop message routing algorithm is shown in Algorithm 3.

The flowchart of the proposed MAMC-MAC protocol is shown in Figure 5. First,
HELLO message signaling grants nodes within the network to become familiar with each
other’s coordinates. Next, in our approach, we split the complete DSRC band into frames
so that the complete bandwidth is available for transmission of a safety message. Later,
clusters are formed depending upon the mobility pattern congregated to beaconing of the
HELLO message. Furthermore, frame assignment to the clusters is performed depending
upon their mobility pattern. This implies that a greater number of frames are assigned
to the clusters with maximum speed. This guarantees the successful transmission and
strengthens channel utilization. These frames are further split into a number of slots.
For transmitting a message, each node is assigned to a slot. Now, consider initiation of the
safety message at node i and transferred to the clusters with a hop distance of (i+hc), with
hc representing the message hop count. At first, we consider the hc value to be 1. Whenever
the clusters near one hop receives the message, it is verified for the present hc. If the hc
value is less than M, for M = 4, the message is transmitted and the value of hc is augmented
by 1. Similarly, the message is relayed and broadcasts up to M nodes far away clusters. We
assume hc to be 4 because the message is no longer relayed when hc becomes greater than
M hops and is discarded as obtained from the performance evaluation.
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Algorithm 3: Multi-hop message routing.

1 Routing begins
2 while it is true do
3 if Request is received then
4 get the hc and source ID
5 endif
6 else
7 SAS is updated
8 endif

9 Retransmit REQ
10 if hc = hc + 1
11 then
12 REQ is retransmitted
13 else
14 if hc > N
15 REQ will be rejected
16 endif

17 end while

Figure 5. MAMC-MAC flowchart.
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5. Results and Discussion

The performance of the proposed protocol is evaluated and compared with (i) existing
protocols such as WAVE-enhanced service message delivery (WSD), (ii) the IEEE 802.11p
standard [30], (iii) a distributed multi-channel mobility-aware cluster that depends on
medium access control (DMMAC) [31], and (iv) a cluster-based beacon dissemination pro-
cess (CB-BDP) [32]. The objective of this experimental evaluation was to improve the safety
at the road level by considering QOS requirements of vehicular applications. An efficient
MAC protocol was developed to reduce the impact of relative speed in V2V communi-
cation by providing preferences to the hop before it leaves the range of communication.
Simulation is performed on a Network Simulator (NS-2) for up to four relay nodes in the
hopsector scenario.

5.1. Parametric Setup

Performance is evaluated on a four-bypass highway environment with bidirectional
hops movement. The speed of the node varies between 10 and 40 m/s. In a multi-hop
ad-hoc region, every node in V2V communication uses similar IEEE 802.11p standard
MAC specifications. The node transmission area is up to 0.3 km, and the time taken for
simulation is 2.5 min, with a data rates of up to 6000 kbps for the safety application and size
of the messages at 4096 bits [33]. The ad hoc coverage range and the data transfer rate are
considered according to the IEEE 802.11p standard.

Vehicular density is considered constant, and total hops (i.e., nodes) competing for
the channel vary between 5–40, within five steps. In the case of heterogeneous illustration,
our proposed MAMC-MAC protocol is correlated with standard protocol scenario, which
displays appreciable output. The parameters used in the simulation are shown in Table 1.

Table 1. Parameters used in the simulation.

Specifications Values

Total nodes in our scheme 5–40
Speed of node’s 10–40 m/s

Area covered while simulation 10,000 × 10,000 (m2)
Data rate 6000 kbps.

Time taken for simulation 2.5 min.
Total lanes in this scheme Four

Scheme Highway scenario
Transmission range 0.3 km

Type of interface queue DSRC/Queue
Length of interface queue 50

Network interface WirelessPhyExt/Physical
Type of MAC interface used 802. 11Ext

Type of propagation framework 2 ray ground
Size of message 4096 Bits

Type of modulation used Binary phase shift keying
Type of antenna Omnidirectional antenna

5.2. Performance Units

For security message distribution, our proposed protocol performs well by considering
the following units: packet delivery ratio, throughput, packet loss ratio, average end-to-end
delay, probability of successful delivery, reliability, safety message travel time, and packet
inter-reception time.
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5.2.1. Packet Delivery Ratio (PDR)

It is defined as the ratio of the number of successfully received packets to the total
number of packets sent. PDR is analyzed as defined in Equation (3).

PDR =
∑n

i=1 yi

ηTRF ∑n
i=1 zi

(3)

where ‘yi’ represents the number of packets accepted by hop ‘i’, ‘zi’ represents the number
of packets diffused by hop ‘i’, and ‘ηTRF’ represents the average number of surrounding
hops in the RF dissemination scale. The ‘ηTRF’ value is estimated by using vehicular density.
As shown in Figure 6, the PDR of MAMC-MAC is compared with the IEEE 802.11 standard
and various other protocols. PDR is maximized with the increment in the number of hops.
This is because of the rise in the probability of packet delivery. The protocol performs best
transferring message for four nodes.

Figure 6. PDR comparison.

5.2.2. Throughput

It is determined as the amount of successful distribution of knowledge per unit period
in a given network and systematically explained as defined in Equation (4).

Throughput = ∑n
i=1 yi

Tn
(4)

From the Equation (4), ‘yi’ represents the number of packets accepted by hops ‘i’,
‘Tn’ represents the time taken for simulation in minutes, and ‘n’ represents the overall
nodes within the network. A throughput comparison of our proposed scheme with other
protocols is shown in Figure 7. The MAMC-MAC scheme performs well in throughput
maximization when compared with other four protocols. Our proposed work shows an
increase in throughput up to 35 nodes, whereas other protocols’ throughput is increased
up to 25 nodes only. This shows that the MAMC-MAC protocol has the maximum message
delivery rate.
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Figure 7. Throughput comparison.

5.2.3. Packet Loss Ratio (PLR)

It is determined as the amount of data packets that fail to reach their target (i.e.,
amount of packet loss—APL) to the total number of packets transmitted (i.e., overall
amount of packets disseminated—APD), as defined in Equation (5). The main reason for
packet loss is due to network congestion.

PLR =
APL
APD

(5)

Figure 8 shows that MAMC-MAC performs well with a high possibility of message delivery.

Figure 8. Packet loss ratio comparison.

5.2.4. Average End-to-End Delay (Tavg)

It is defined as the time taken in forwarding a packet from the starting hop to ac-
cepting the packet at the target hop. Figure 9 shows the comparison of the MAMC-MAC
protocol with IEEE 802.11p and WSD. Here, the WSD scheme is compared for recognizing
delivery delay as a stringent QoS requirement. It is observed that a delay arises due to an
increase in the number of nodes. MAMC-MAC performs moderately better in terms of
delay experienced.
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Figure 9. Average end-to-end delay comparison.

5.2.5. Probability of Successful Delivery (PSD)

High reliability is essential during safety message dissemination. PSD depends on
the entire network capability as well as reliable data delivery. When compared with other
protocols, MAMC-MAC displays increased possibility of effectiveness in delivering of
messages. Figure 10 shows that the probability of successful delivery in standard protocols
is minimized with maximization in vehicular density. However, the proposed MAMC-
MAC protocol has a possibility in the range from 75% to 90% for low density, until 20 nodes.
As the density increases, the possibility decreases. This reveals that an increase in number
of nodes decreases the number of message deliveries.

Figure 10. PSD comparison.

5.2.6. Reliability

It is defined as the probability of successful message transmission and reception within
the cluster and its single-hop remote adjacent cluster. When we focus on safety message
diffusion, reliability is one of the utmost key variables. A reliability comparison of our pro-
posed work with other protocols is shown in Figure 11. Under a similar vehicular scenario,
the DMMAC protocol only is focused on delivering safety messages. It is noticed that,
under the specified simulation conditions, both MAMC-MAC and DMMAC accomplish
uniformly good reliability. It is observed that the system accuracy is high in low-density
area and marginally minimizes with the increase in vehicular scale.
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Figure 11. Reliability comparison.

5.2.7. Safety Message Travel Time

It is the time period taken by a safety message forwarded by a hop to reach its single-
node neighbor. Travel time decrease based on the number of nodes is shown in Figure 12.
Besides this, as the hop scale is maximized, hopping is incremented, which results in faster
message distribution. Furthermore, safety message travel time is increased with a decrease
in the node density, which results in clashing of hops in finding a surrounding hop to
transfer the message ahead. MAMC-MAC is perceived as having good accomplishments
compared to the other protocols because of two limits. Primarily, cluster-head selection is
not required in MAMC-MAC. This minimizes the extra periods that would have been taken
in the process. Next, because the vehicular density is regarded as stable for the simulation
extent, when the nodes are on the roads, HELLO message control is accomplished only
once, which helps in minimizing the travel time.

Figure 12. Message travel time comparison.

5.2.8. Packet Inter-Reception Time (PIRT)

From the results obtained and shown in Figure 13, it is noticed that PIRT increases for
all of the protocols with increasing node density. Additionally, PIRT for MAMC-MAC is
less when compared with other protocols. This improvement is because of the adoption of
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mobility-based clustering scenarios that the proposed protocol accomplishes well under
dense vehicular environment.

Figure 13. PIRT comparison.

6. Conclusions

In this work, we propose a unique mobility-based MAC protocol for traffic safety
applications in VANET. With no cluster-head selection requirement, the communication
among vehicles is performed by using a clustering-based TDMA schema for hopsector mes-
sage distribution, which is completely in a distributed environment. Stability is increased
by clustering the nodes on the basis of their speed. The cluster maintenance overhead is
reduced by not electing the CH. This scheme supports the reality that the highest priority
must be given to the real-time traffic possessing higher sensitiveness to attain time slots
compared to non-safety-based traffic, which is given a lower priority. Depending on its
mobility characteristics, the TDMA mechanism assigns periods of time to the clusters.
Reliability and timely delivery of safety messages are ensured by allowing frame synchro-
nization between different clusters. The performance outcome shows that the network
spends the minimum period of time compared with other scenarios. This is because of
the small size of the cluster formation. Compared with other protocols, the MAMC-MAC
protocol performs better delivering messages securely while maintaining high reliability
even in a heavy traffic environment along with guaranteeing throughput.

The proposed MAMC-MAC protocol is efficient when scaling over a number of
hops for delivering the messages in real-time traffic and results in increased bandwidth
utilization and lowering interference. However, the proposed work is constrained to the
traffic moving in a similar direction with uniform density. When the density is non-uniform,
the interference is increased and bandwidth utilization is decreased; this is why we assume
the vehicular density to be uniform.

In the future, we plan to extend our proposed work for various traffic scenarios
depending on the assigned priority, facilitating non-safety messages, and incorporating
adaptive contention window scheme during slot assignment. Additionally, the research
shall be extended to designing protocols that consider dynamic single-hop and multi-hop
dissemination and are capable of scheduling messages depending on their level of priority.
Furthermore, a study shall be performed on the services that are applied irrespective of
the location.
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the manuscript.



Future Internet 2021, 13, 169 16 of 17

Institutional Review Board Statement: Not applicable.

Informed Consent Statement: Not applicable.

Conflicts of Interest: The authors declare no conflicts of interest.

Abbreviations
The following abbreviations are used in this manuscript:

CCHI Control Channel Interval
CHs Cluster Heads
CMs Cluster Members
CSMA/CA Carrier Sense Multiple Access with Collision Avoidance
DSRC Dedicated Short-Range Communication
HTP Hidden Terminal Problem
MAC Medium Access Control
MAMC-MAC Mobility-Aware Multi-hop Clustering-based MAC
PDR Packet Delivery Ratio
PSD Probability of Successful Delivery
QoS Quality of Service
SAS Slot-Assignment State
SCHI Service Channel Interval
SINR Signal-to-Interference-and-Noise Ratio
TDMA Time Division Multiple Access
VANET Vehicular Ad Hoc Network
V2I Vehicle-to-Infrastructure
V2V Vehicle-to-Vehicle
WAVE Wireless Access in Vehicular Environments
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